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[bookmark: _Hlk514274591][bookmark: _Hlk520730635][bookmark: _GoBack]1	Introduction
As specified in TS 23.558 (Rel-17), the Edge Enabler Layer exposes Service APIs towards the EASs. The exposed Service APIs include the capabilities provided by EES (clause 8.6 of TS 23.558); and the capabilities provided by the 3GPP core network (clause 8.7 of TS 23.558). In Rel-18, the enablement of Service APIs exposed by EASs (i.e., EAS Service API) in the Edge Enabler Layer is to be studied as described in KI#2 of TR 23.700-98.
Key issue #2: Enablement of Service APIs exposed by EAS
1.	Identify any gaps in CAPIF to enable EAS Service APIs in the EDGEAPP architecture based on the Sol#15 of 3GPP TR 23.758 [6] (Rel-17).
-	In terms of e.g., service-specific attributes for API publish/discovery, API availability subscription/notification across EES/CCF
2.	If any, whether and how to enhance CAPIF capabilities to address the gap identified as above?
This paper proposes a new solution to address the open issues of KI#2 with the following details:
· Architectural requirements
· General description
· Information flows
[bookmark: _Hlk85104795]2		Proposal
It is proposed to modify the text of TR 23.700-98 as follows.
3	Revisions
Revision history:
· S6-212285_rev1
· As per HW’s comment
· The architectural requirements are moved to clause 5
· The solution description is modified with simplified lists of acting roles per EAS and EES within the CAPIF architecture
· The steps 1-2 for EAS registration are removed from the information flows but listed as a pre-condition
· The corresponding CAPIF functions per EDGEAPP entities are specified in the steps of information flows
· Reference to Annex A of TS 23.222 is added for overview of CAPIF operations
· As per DCM’s comment
· An editor’s note in the solution description is added for further considerations
· Editor’s note: TBD for further considerations in other deployment scenarios such as EAS implementing CCF.
· S6-212367
· Cleaned the changes over changes
· [bookmark: _Hlk85582153]S6-212367_rev1
· Editorial changes as per HW’s comment
· S6-212483
· Cleaned text with no highlight



1st CHANGE

[bookmark: _Toc464463366][bookmark: _Toc475064960][bookmark: _Toc478400631][bookmark: _Toc365055]5.x	Enablement of Service APIs exposed by EAS
5.x.1	General
This clause specifies the requirements for EAS Service API enablement in the EDGEAPP architecture to address the open issues of the KI#2. In order to fulfil the specific requirements in this clause, the Solution #X: “EAS Service API enablement using CAPIF” is further specified.
5.x.2	Requirements
This solution is based on the following architectural requirements to support EAS Service APIs in the EDGEAPP Rel-18 architecture.
· EAS capability exposure
· The application layer architecture shall support exposure of EAS's capabilities to the other EASs.
· EAS Service API publication
· The application layer architecture shall support EAS to publish its exposing Service API information to EES
· The application layer architecture shall support EAS to update the published EAS Service API information on the EES.
· EAS Service API discovery
· The application layer architecture shall provide mechanisms for an EAS to discover available EAS Service APIs.
· Subscription service
· The application layer architecture shall provide subscription and notification mechanisms enabling an EAS to receive changes in dynamic information of EAS Service APIs from an EES.
· The application layer architecture shall provide subscription and notification mechanisms enabling an EAS to receive changes in availability of EAS Service APIs from an EES.


2nd CHANGE

[bookmark: _Toc82472213][bookmark: _Toc82473758][bookmark: _Toc82473820]7.x	Solution #x: EAS Service API enablement using CAPIF
7.x.1	Architecture enhancements
None.
7.x.2	Solution description
[bookmark: _Toc82472204][bookmark: _Toc82473749][bookmark: _Toc82473811][bookmark: _Toc475064962][bookmark: _Toc478400632][bookmark: _Toc365056][bookmark: _Toc82472214][bookmark: _Toc82473759][bookmark: _Toc82473821]7.x.2.1	General
This solution addresses the Key issue #2: Enablement of Service APIs exposed by EAS as specified in the clause 4.2 by supporting for an EAS to expose its Service APIs towards the other EASs.
As specified in TS 23.558 (Rel-17), the Edge Enabler Layer exposes Service APIs towards the EASs. The exposed Service APIs include the capabilities provided by EES (clause 8.6 of TS 23.558); the capabilities provided by the 3GPP core network (clause 8.7 of TS 23.558); and SEAL service APIs (clause A.4 of TS 23.558). 
In this solution, the Edge Enabler Layer also supports for an EAS to expose its Service APIs (i.e., EAS Service APIs) towards the other EASs in order to fulfil the architectural requirements specified in the clause 5.x
This solution exploits CAPIF [TS 23.222] to support publication/discovery, and change subscription of EAS Service APIs as studied in Sol#15 of TR 23.758 (Rel-17) with the following architectural assumptions within the CAPIF architecture:
· An EAS may act as an API provider by implementing API provider domain functions (i.e., API exposing function, API publishing function, and API management function)
· An EAS may act as an API invoker 
· An EES may act as a CAPIF provider by implementing CAPIF core function (CCF)
Based on the architectural assumption above, the essential operations regarding EAS Service APIs complying with CAPIF are as follows:
· An EAS (acting as API provider) may publish its EAS Service APIs to EES (acting as CAPIF provider)
· An EAS (acting as API invoker) may discover EAS Service APIs from EES (acting as CAPIF provider)
· An EAS (acting as API invoker) may subscribe to be notified of dynamic information or availability of EAS Service APIs from EES (acting as CAPIF provider)
Editor’s note: TBD for further considerations in other deployment scenarios such as EAS implementing CCF.

7.x.2.2	CAPIF operations in Edge Enabler Layer
The Figure 7.x.2.2-1 depicts the essential operational steps for EAS Service API enablement using the CAPIF operations as shown in Annex A of TS 23.222. 
Pre-conditions:
1.	The EAS #A-1 and EAS #A-2 have completed the EAS registration with the EES #A.



Figure 7.x.2.2-1: CAPIF operations in Edge Enabler Layer for EAS Service API enablement
1.	The EAS #A-2 (AMF) registers its API provider domain functions to the EES #A (CCF) via CAPIF-3.
2.	The EAS #A-2 (APF) publishes its exposing Service API(s) to the EES #A (CCF) via CAPIF-4.
3.	The EAS #A-1 (API invoker) performs onboarding process with the EES #A (CCF) via CAPIF-1.
4.	The EAS #A-1 (API invoker) discovers from the EES #A (CCF) a Service API required to run via CAPIF-1.
5.	The EAS #A-1 (API invoker) invokes the Service API provided by EAS #A-2 (AEF) via CAPIF-2 as discovered from the EES #A (CCF).
6. 	The EAS #A-1 (API invoker) subscribes to notifications of any updates of target Service APIs on the EES #A (CCF) via CAPIF-1.
7.	The EES #A (CCF) and EES #B (CCF) inter-operate with each other via CAPIF-6 for interconnection operations for publication and discovery of Service APIs managed by each EES.
Editor’s note: TBD for enhancements to information elements of CAPIF APIs, e.g., Service KPIs, Required Service APIs, Event information across EESs, etc. 


7.x.3	Solution evaluation
TBD

3rd CHANGE
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Table 7.0-1 Mapping of solutions to key issues
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END OF CHANGES
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