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3GPP™ Work Item Description

Information on Work Items can be found at http://www.3gpp.org/Work-Items 
See also the 3GPP Working Procedures, article 39 and the TSG Working Methods in 3GPP TR 21.900
Title:
Enhanced Service Enabler Architecture Layer for Verticals Phase 2
Acronym:
eSEAL2 

Unique identifier:


Potential target Release:
Rel-18
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Impacts
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Classification of the Work Item and linked work items

2.1
Primary classification

	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent Work Item 

	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	SEAL
	SA6
	820027
	Service Enabler Architecture Layer for Verticals

	eSEAL
	SA6
	920049
	Enhanced Service Enabler Architecture Layer for Verticals


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	930014
	Study on enhancements to application layer support for V2X services; Phase 2
	eV2XAPP2 study requiring enhancements to SEAL

	930012
	Study on enhanced architecture for UAS Applications
	eUASAPP2 study requiring enhancements to SEAL

	920014
	Study on application enablement aspects for subscriber-aware northbound API access
	SNAAPP study requiring enhancements to SEAL

	910022
	Study on Network Slice Capability Exposure for Application Layer Enablement
	NSCALE study requiring enhancements to SEAL

	920016
	Study on Application Capability Exposure for IoT Platforms
	ACE_IoT study requiring enhancements to SEAL

	920015
	Study on 5G-enabled fused location service capability exposure
	5GFLS study requiring enhancements to SEAL

	930013
	Study on SEAL data delivery enabler for vertical applications
	SEALDD study requiring enhancements to SEAL


3
Justification

3GPP SA6 working group specified a set of common capabilities utilized by V2X applications and potential usage by multiple vertical industry applications known as service enabler architecture layer (SEAL) in Rel-16. Further, in Rel-17 SEAL is enhanced to meet the requirements from V2XAPP, UASAPP, FFAPP, 5GMARCH applications. Stage-2 aspects for SEAL are described in TS 23.434, Security aspects for SEAL are specified in TS 33.434, and Stage 3 aspects for SEAL are specified in TS 24.544, TS 24.545, TS 24.546, TS 24.547, TS 24.548, 24.549 and TS 29.549.
In Rel-18, SA6 working group has initiated work on more SEAL enhancements for application layer namely – FS_eV2XAPP2, FS_UASAPP2, FS_SNAAPP, FS_NSCALE, FS_ACE_IoT, FS_5GFLS and FS_SEALDD. These studies have identified to leverage SEAL for solving multiple key issues and further identified the need for enhancements to SEAL.
While service enabler architecture is now available in 3GPP in Rel-17, there are several enhancements that need to be considered, and listed as follows (but are not limited to):

a.
The list of capabilities and services that have been concluded in FS_FFAPP
b.
SEAL services to support multiple service provider deployments including architecture support and procedures to deploy SEAL servers at Edge;

c.
Addressing open issues present in TS 23.434 such as:

•
The functions enabled over SEAL-E, SEAL-X reference points;

•
The naming and definition of the identities;
•
Off-network support;

•
To support other modes of MBMS;

•
Refinement of the SEAL services in service-based interface representation;
d.
 Specifying SEAL services utilizing 5GS;
e.
The support of SEAL services based on and complementing existing Core Network capabilities, e.g. Network Exposure Function (NEF);
f.
Additional deployment models;

g.
Improvements to existing procedure, services and APIs.

4
Objective

The SA6 objectives include the following:
1.
Develop SEAL architectural enhancements mainly to support the following items:

a.
The list of capabilities and services that have been concluded in FS_FFAPP
b.
SEAL services to support multiple service provider deployments including architecture support and procedures to deploy SEAL servers at Edge;

c.
Addressing open issues present in Rel-17 TS 23.434;
d.
Enhancements to SEAL services utilizing 5GS;
e.
The support of SEAL services based and complementing on existing Core Network capabilities, e.g. Network Exposure Function (NEF);
f.
Additional deployment models;

g.
Improvements to existing procedure, services and APIs;
h.
Refinement of the SEAL services with service-based interface representation.
2.
Specify the stage 2 (architecture) aspects to support SEAL enhancements based on objective 1, namely:
a)
SEAL architectural requirements; 

b)
Enhancements to SEAL functional model (including functional entities, reference points, service-based interfaces);
c)
Procedures, information flows and APIs supporting solutions for SEAL enhancements. 
NOTE:
The detailed specification related to security aspects will be developed in SA3 and management aspects will be developed in SA5.
NOTE:
Additional objectives (e.g. consolidation of new services, new deployment models) may be considered based on the conclusion from ongoing studies, if applicable to multiple verticals.
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Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	
	
	
	
	
	


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	TS 23.434
	Enhancements to SEAL Phase 2
	SA#98 (Dec 2022)
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Work item Rapporteur(s)

Basavaraj (Basu) Pattan, Samsung, basavarajjp@samsung.com
7
Work item leadership

SA6
8
Aspects that involve other WGs
SA2 for core network architecture aspects, SA3 for security aspects, SA5 for slicing management aspects.
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Supporting Individual Members

	Supporting IM name

	Samsung

	Deutsche Telekom

	Ericsson

	AT&T?

	Bull SAS?

	Caltta?

	CATT?

	China Unicom?

	Convida Wireless?

	China Mobile?

	ENENSYS?

	FirstNet?

	Huawei?

	Reliance Jio?

	Kontron Transportation France?

	Lenovo?

	Matrixx?

	Motorola Mobility?

	One2many B. V.?

	Qualcomm?

	Saankhya Labs?

	Softil?

	Tencent?

	Verizon UK Ltd.?

	ZTE Corporation?

	???


