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1. Overall Description:

SA6 would like to thank SA3 for their LS in S3-213089 / S6-212187.

The LS mentions two points:
[Point 1]
According to the potential security requirements of Key Issue #2 "Authentication and Authorization between EEC and ECS" and Key Issue #3 "Authentication and Authorization between EES and ECS" in TR 33.839, the ECS shall be able to mutually authenticate with the EEC and the EES. However, TS 23.558 does not specify an identifier for the ECS.

[SA6’s view]
SA6 don’t see actual usage for defining ECS ID in the application layer procedures in TS 23.558. Therefore, SA3 can define needed information (e.g. ECS ID) to satisfy security requirements.
[Point 2]
TS 23.558 [2] clause 7.2.4 specifies the EAS ID as follows: "The EASID identifies a particular application for e.g. SA6Video, SA6Game etc. For example, all Edge SA6Video Servers will share the same EASID." This does not enable the EES to distinguish between different EASes of the same application type, during some procedures such as mutual authentication and EAS authorization. It is suggested to define the unique EAS ID for each EAS. If this requirement has the impact on the EC service defined by SA6, please inform SA3. 

[SA6’s view]
SA6 acknowledges that the current definition of EAS ID only identifies an EAS application, but SA6 don’t see actual usage for defining unique EAS ID in the application layer procedures in TS 23.558. SA6 reminds SA3 to check the existing EAS endpoint in TS 23.558 (see below) which identifies each EAS uniquely. SA3 can evaluate and define needed information (e.g. unique EAS ID) to satisfy security requirements.

Table 8.2.4-1: EAS Profile

	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to ACs so that ACs can establish contact with the EAS.


2. Actions:

To SA3:
ACTION: 
SA6 kindly requests SA3 to take the above information into account.
3. Date of Next TSG-SA6 Meetings:
SA6#46-e          15th Nov – 23rd Nov 2021 
e-meeting



