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1. Introduction
This paper proposes a new key for supporting slice continuity in scenarios where UEs are  moving towards an area where the current slice is not supported (or is not preferable).
2. Reason for Change
A network slice (can be defined as private or public slice based on the scenario) always consists of a RAN part and a CN part. The support of network slicing relies on the principle that traffic for different slices is handled by different PDU sessions. Network can realise the different network slices by scheduling and also by providing different L1/L2 configurations. Each network slice is uniquely identified by a S-NSSAI, as defined in TS 23.501. 

An S-NSSAI may not be supported homogenously within 5G network of a PLMN. When the UE moves around, intra-RAT handover may be triggered, if the target AMF or gNB does not support an S-NSSAI associated to one of the UE’s PDU Sessions, the S-NSSAI will be rejected by the target AMF or gNB according to Rel-15 and 16 5GS design, which will interrupt the service continuity and cause bad user experience.

Ensuring slice availability is one key requirement for verticals. Currently, the granularity of the slice availability is configured per Tracking Area/Registration Area within the PLMN. However, there are cases where:

· Multiple and different slices can be supported on different frequencies / access types

· Multiple and different slices can be supported in the same frequency layer in different regions.  

Additionally, the slice exposure capabilities may be different in different areas (e.g. some CN features / northbound APIs are only available in some areas). This may trigger the change of the slice in a target area to ensure meeting the vertical/ASP exposure requirements.

Slice un-availability may impact the service/slice continuity and the main reason is the failure to meet the UE requirements (slice or service requirements). This may lead to fallback to a different slice (with the same or lower QoS). Also, it will impact all the UEs of the target slice, which need to share their resources with the target UE, as well as the MNO which needs to ensure meeting the slice SLA (performance and isolation KPIs). Finally, the signaling cost for the slice fallback/reselection may impact the application service continuity (esp for inter-RA mobility).

The slice remapping for a UE has been tackled by different layers (RAN-level, CN-level, at UE side via updating local policies, application to slice remapping at the SEAL NSCM layer). However, the slice continuity support triggering and controlled by an application entity is not covered. Also, conventional mechanisms from network side, take as assumption that the application is registered/subscribed to the target slice and the performance will be kept intact for the UEs which will be affected by the slice change (which is not the case always). Also, it is not discussed how the entity who decides the slice re-selection will evaluate and with which criteria it will trigger the slice re-mapping, so as to maintain application service continuity.

So the key issue will investigate the following items:

-
How to detect an expected slice un-availability use case?

-
How to evaluate and decide to which slice to switch to / fallback for the application, with the minimum complexity/signaling and with the minimum impact on the UE performance?

-
How to negotiate with the application service provider about the target slice to fallback/switch?

-
How to deal with the above issues when the UE(s) for which the slice change is decided is not registered/subscribed to the target slice?
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.2.0.
* * * Change * * * *

4.x
Key issue x –Support for slice continuity
A network slice may not be supported homogenously within 5G network of a PLMN. When the UE moves around, intra-RAT handover may be triggered, if the target AMF or gNB does not support an S-NSSAI associated to one of the UE’s PDU Sessions, the S-NSSAI will be rejected by the target AMF or gNB according to Rel-15 and 16 5GS design, which will interrupt the service continuity and cause bad user experience.

The granularity of the slice availability is configured per Tracking Area/Registration Area within the PLMN, and the possible reasons for slice unavailability can be the high slice load and the network capabilities which may prohibit the support of certain slice in a target arwa (due to supported frequencies / access types). Slice un-availability may impact the service continuity and the main reason is the failure to meet the UE requirements (slice or service requirements). This may lead to application service disruption. 

This key issue aims to study whether and how the enabler layer may be enhanced to check possible slice un-availability to a target area where one or more UEs within the application service are expected to move, and potentially recommend actions which will avoid application service disruption. Such actions may be either trigger events may relate to the update the application to slice preference at the target area or will interact with OAM to extend the slice coverage. 
So the key issue will investigate the following items:

-
Whether and how the network slice capability exposure layer may support application service continuity for scenarios where an application is moving to a different service area where the used slice is not supported (e.g. due to lack of capabilities) or the used slice is not available or the used slice is not preferable.
-
Whether and how the network slice capability exposure layer may assist the negotiation of the application’s slice preference in these scenarios.
* * * End of Change * * * *
