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1. Introduction
This pCR provides a Solution on enhancement to service continuity planning.
2. Reason for Change
The following open issues are identified in key issue #3 on enhancements to service continuity planning:

Open Issues:

1.
How to rely on the capability of EES/EEC to detect whether the UE moves to the predicted location or not for service continuity planning?

2.
Whether and how the EEL can support the determination of the ACR request trigger timing in case of service continuity planning?

3.
How to deal with scenarios when the ACR needs to be modified, e.g. due to UE mobility?  

4.
Whether and what additional capability exposure is required from the 5GS (e.g. NWDAF, OAM) to enhance the service continuity planning?

5.
Potential impact on information exchanged between EAS and EEL. 

To the 1st bullet, in this solution, the EES will identify the ACR type when EES detect ACR event, if ACT is complete, the EAS will notify the result of ACT immediately to the EES, once EES detects that UE moves to the predicted/expected location, the EES will notify EEC ACR complete, then the EEC can comfirm the compeletion of ACR.

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98.
* * * First Change * * * *

<Proposed change in revision marks>

7.X
Solution #x: EES detects UE mobility for service continuity planning
7.x.1
Architecture enhancements
None.
7.x.2
Solution description

7.x.2.1
General

The following solution corresponds to the key issue#3 on enhancements to service continuity planning in clause 4.3
7.x.2.2
procedure.x
In this solution, the EES is responsible to identify the ACR type in ACR detection part. When application context transmission is complete, the EAS will send ACR status update message to the EES, once EES detects that UE moves to the predicted/expected location, the EES will notify EEC ACR complete message, then the EEC can comfirm the compeletion of ACR. With this solution the EAS will not need to monitor the UE mobility and determine when to send the ACR status update message to the EES.
Compared to the procedure specified in 3GPP TS 23.558 clause  8.8.2.5, the following differences are captured below:
2. The detection entities (EEC, S-EAS, S-EES) detect the ACR may be required and identify the ACID and related ACR type (normal ACR or service continuity planning).
3. If the EEC or S-EAS detect the ACR event, the EEC or S-EAS should inform S-EES with ACID, ACR type and predicted/expected UE location in the ACR launching procedure.
12. when S-EAS detects application context transmission is complete, the S-EAS sends ACR status update request message to the S-EES with ACID.
14. Once S-EES detects the UE has moved to the predicted/expected UE location, then the S-EES sends ACR complete notify message to the EEC indicating that UE has moved to the predicted location.
Compared to the procedure specified in 3GPP TS 23.558 clause  8.8.2.3, the following differences are captured below:

4.
The EEC performs ACR lauching procedure indicating S-EES with ACR ID, ACR type (normal ACR or service continuity planning) and predicted UE location.
7.
When S-EAS detects application context transmission is complete, the S-EAS sends ACR status update request message to the S-EES with ACID.

9. 
Once S-EES detects the UE has moved to the predicted/expected UE location, then the S-EES sends ACR complete notify message to the EEC indicating that UE has moved to the predicted location.

8.8.3.4
ACR launching procedure

Figure 8.8.3.4-1 illustrates the ACR launching procedure by the EEC or the S‑EAS. If this procedure is triggered by the EEC, depending on the ACR action indicated in the ACR request, the procedure is used for either ACR initiation or ACR determination. If this procedure is triggered by the S‑EAS, the procedure is used for ACR determination.

Pre-condition:

1.
The EEC has been authorized to communicate with the EES as specified in clause 8.11, if the procedure is triggered by the EEC; and 

2.
Information related to the S‑EES is available with the S-EAS, if the procedure is triggered by the S‑EAS.
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Figure 8.8.3.4-1: ACR launching procedure

1.
The EEC or the S‑EAS sends an ACR request message to the EES in order to start ACR. The ACR request message includes ACID and ACR type to indicate whether the ACR is service continuity planning or not. The ACR request message includes ACR action to indicate either ACR initiation request or ACR determination request. If the procedure is triggered by the S‑EAS, the ACR request message is only for ACR determination.

An ACR request for ACR initiation:

-
includes an indication of whether the EEC requests the EES to perform EAS notification; and

-
provides information used by EES to perform AF traffic influence as in 3GPP TS 23 501 [2].

An ACR request for ACR determination informs the EES that the need for ACR has been detected at EEC.

2.
The EES checks if the requestor is authorized for this operation. If authorized, the EES processes the request and performs the required operations.

If the request in step 1 is for ACR initiation:

-
the EES may use information provided in the request to apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable), as described in 3GPP TS 23.501 [2], clause 5.6.7.1; and

-
if the EAS notification indication is provided in the step 1 request and the EAS has subscribed to receive such notification, the EES shall notify the EAS about the need to start ACR.

If the request in step 1 is for ACR determination, the EES decides to execute ACR as described in clause 8.8.2.5.

3.
The EES responds to the requestor's request with an ACR response message.

8.8.4.4
ACR request

Table 8.8.4.4-1 describes information elements for the ACR request sent from the EEC either to the S-EES or T-EES. 

Table 8.8.4.4-1: ACR request

	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. EECID or EASID).

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	UE identifier (NOTE 4)
	O
	The identifier of the UE (i.e. GPSI).

	ACID
	M
	The identifier of the AC.

	ACR type
	M
	Indicates whether the ACR is service continuity planning or not

	Predicted UE location(NOTE5)
	O
	The predicted location information of the UE.

	ACR action (NOTE 3)
	M
	Indicates the ACR action (ACR initiation or ACR determination)

	ACR initiation data (NOTE 2)
	O
	ACR initiation IEs to be included in an ACR request message when ACR action indicates it is ACR initiation request.

	> T-EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS.

	> DNAI of the T-EAS
	O
	DNAI information associated with the T-EAS.

	> N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to the T-EAS DNAI.

	> EAS notification indication
	M
	Indicates whether to notify the EAS about the need of ACR.

	> S-EAS endpoint (NOTE 1)
	O
	Endpoint information of the S-EAS

	ACR determination data (NOTE 2)
	O
	ACR determination IEs to be included in an ACR request message when ACR action indicates it is ACR determination request.

	> S-EAS endpoint
	M
	Endpoint information of the S-EAS

	NOTE 1:
This IE shall be present if the EAS notification indication indicates that the EAS needs to be informed.

NOTE 2:
Either ACR initiation or ACR determination shall be included corresponding to the ACR action.

NOTE 3:
This IE shall indicate ACR determination if the request originates from the S‑EAS.

NOTE 4:
This IE shall be present if the request originates from the EEC.
NOTE 5:   This IE shall be present if the ACR type indicates the ACR procedure is for service continuity planning.


8.8.3.x
ACR status update procedure

Figure 8.8.3.x-1 illustrates the procedure for ACR status update, which is triggered by the S-EAS or the T-EAS. In the post-ACR clean up phase of service continuity scenarios described in clause 8.8.2, this procedure may be used by EAS to indicate the status of ACT to their registrar EESs; or used by the T-EAS to update the notification target address and allow the T-EES to indicate the status of EDGE-3 subscription relocation to the T-EAS including subscription ID update for EDGE-3 subscriptions; or both.
Pre-condition:

1.
The ACT procedure between the S-EAS and the T-EAS is either successfully completed or failed.
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Figure 8.8.3.x-1: ACR status update procedure

1.
The EAS sends ACR status update request message to the EES, the request may include the ACID and ACT result (success or failure). When sent by the T-EAS, the request may include a list of EDGE-3 subscription ID(s) and Notification Target Address for which the T-EAS wants to update. In case of EELManagedACR, the ACT result is not included by the T-EAS.

2.
If the request is authorized by the EES, the EES processes the request. When sent by the T-EAS, if the EDGE-3 subscriptions are available in the T-EES or were successfully relocated during the EEC context relocation procedure, the T-EES updates the Notification Target Address if provided by the T-EAS and may update the list of EDGE-3 subscription ID(s) for the EDGE-3 subscriptions.

3.
The EES responds with ACR status update response message to the EAS.

NOTE:
If EES is not changed during ACR, the T-EES and S-EES are the same server.

8.8.4.x
ACR status update request

Table 8.8.4.x-1 describes the information elements for the ACR status update request from EAS to EES.
Table 8.8.4.x-1: ACR status update request

	Information element
	Status
	Description

	EASID
	M
	The identifier of the EAS providing the update

	Security credentials
	M
	Security credentials of the EAS

	ACID
	M
	The identifier of the AC

	ACT result (NOTE 1)
	O 
	Indicates whether the ACT was successful or failed.

	List of EDGE-3 subscription ID(s) (NOTE 2)
	O
	A list of the EDGE-3 subscription identifiers.

	Notification Target Address for EDGE-3 subscription (NOTE 2)
	O
	Notification Target Address of the EAS where the notification is to be sent by the EES for EDGE-3 subscription.

	NOTE 1:
This IE may be included by the S-EAS and T-EAS. In case of EELManagedACR, this IE is not included by the T-EAS.

NOTE 2:
This IE may be included only by the T-EAS.


8.8.3.5.3
Notify

Figure 8.8.3.5.3-1 illustrates the ACR information notification procedure between the EEC and the EES, which can be used by the EES to notify the EEC of the following:

-
target information, i.e. the details of the selected T-EAS and, if required, the selected T-EES, during the ACR procedures;

NOTE:
The T-EAS and T-EES information can be used to determine the PDU session(s) to provide connectivity to the T-EAS and the T-EES. If the ACR does not require change in EES, i.e. T-EES is same as S-EES, then the T-EES information can be skipped.
-
ACR complete events.

Pre-conditions:

1.
The EEC has subscribed with the EES for the ACR information as specified in clause 8.8.3.5.2.
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Figure 8.8.3.5.3-1: ACR information notification

1.
An event (e.g. ACR complete, or Target information notification) occurs at the EES that satisfies trigger conditions for providing ACR information to a subscribed EEC.

2.
The EES sends an ACR information notification to the EEC with the ACR information determined in step 1. The ACR information notification includes ACID to indicate the application context relocation of the AC is complete.
8.8.4.10
ACR information notification

Table 8.8.4.10-1 describes the information elements for ACR information notification from the EES to the EEC.
Table 8.8.4.10-1: ACR information notification

	Information element
	Status
	Description

	Subscription ID
	M
	Subscription identifier corresponding to the subscription stored in the EES for the request

	EASID
	M
	The identifier of the EAS 

	ACID
	M
	The identifier of the AC

	Event ID
	M
	Either Target information notification or ACR complete

	Target information (NOTE 1)
	O
	Details of the selected T-EAS and the T-EES.

	> T-EAS information 
	M
	Details of the selected T-EAS as described in 'Discovered EAS' IE of Table 8.5.3.3-1.


	> T-EES information (NOTE 4)
	O
	Details of the selected T-EES as described in 'EDN configuration information' IE of Table 8.3.3.3.3-1. 

	Result of ACR (NOTE 2)
	O
	Indicates whether the ACR is successful or failure

	Cause information (NOTE 3)
	O
	Indicates the cause information for the failure

	NOTE 1:
This IE shall be included when Event ID indicates 'Target information notification' event

NOTE 2:
This IE shall be included when Event ID indicates 'ACR complete' event

NOTE 3:
This IE shall be included when the Result of ACR indicates failure.

NOTE 4:
This IE shall be included if the selected T-EES is different from the S-EES. Otherwise, it may be skipped.


* * * End of Change * * * *
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