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1. Introduction
This contribution proposes a solution for key issue #3 enhancements to service continuity planning. 
2. Reason for Change
Key issue 3  identifies the following issues among several open issues: 
2.
Whether and how the EEL can support the determination of the ACR request trigger timing in case of service continuity planning?
6.
Potential impact on information to communicate within the EEL.
This contribution proposes a solution to address these open issues. 
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v0.2.0
* * * First Change * * * *

7.x
Solution #x: ACR request trigger timing
7.x.1
Architecture enhancements

None.
7.x.2
Solution description

This solution corresponds to the key issue #3 on enhancements to service continuity planning. 
To support the determination of the ACR request trigger timing in case of service continuity planning, this solution proposes to enhance the EAS discovery request in clause 8.5.3.2 of 3GPP TS 23.558 [2] and the EAS discovery response in clause 8.5.3.3 of 3GPP TS 23.558 [2] by introducing a service continuity planning IE as shown in table 7.x.2-1 and service continuity planning time IE as shown in table 7.x.2-2 respectively.
The service continuity planning IE allows the EEC to indicate whether it is performing EAS discovery for service continuity planning at the time of the discovery. In the EAS discovery response, for each EAS in the discovered EAS list, the service continuity planning timing IE can be used to provide an ACR request trigger timing for the EEC. 
Table 7.x.2-1 EAS discovery request

	Information element
	Status
	Description

	Requestor identifier
	M
	The ID of the requestor (e.g. EECID)

	UE Identifier
	O
	The identifier of the UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS discovery filters
	O
	Set of characteristics to determine required EASs, as detailed in Table 8.5.3.2-2. 

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	Target DNAI (…)
	O
	Target DNAI information which can be associated with potential T-EAS(s)

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC or, if this message is sent by the EEC to discover a T‑EAS, which ACR scenario(s) are intended to be used for the ACR.

	EES Service Continuity Support (…)
	O
	The IE indicates if the S-EES supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EES or, if the EAS discovery is used for an S‑EES executed ACR according to clause 8.8.2.5, which ACR scenario is to be used for the ACR.

	EAS Service Continuity Support (…)
	O
	The IE indicates if the S-EAS supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EAS or, if the EAS discovery is used for an S‑EAS decided ACR according to clause 8.8.2.4, which ACR scenario is to be used for the ACR.

	Service Continuity Planning
	O
	This IE indicates if the EAS discovery request is made for service continuity planning.

	…


Table 7.x.2-2: EAS discovery response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EAS discovery request was successful.

	> Discovered EAS list
	O
	List of discovered EAS(s). Each element includes the information described below.

	>> EAS profile
	M
	Profile of the EAS. Each element is described in clause 8.2.4

	>> Lifetime
	O
	Time interval or duration during which the information elements in the EAS profile is valid and supposed to be cached in the EEC (e.g. time-to-live value for an EAS Endpoint)

	>> Service continuity planning time 
	C 

(NOTE)
	This IE is included for Service Continuity planning. It indicates the relative time interval to when the UE is expected to move into the service area of the discovered EAS after making an ACR request. 

	Failure response
	O
	Indicates that the EAS discovery request failed.

	> Cause
	O
	Indicates the cause of EAS discovery request failure.

	NOTE:  This IE will be present if the Service Continuity Planning IE was present in the EAS discovery request.


7.x.3
Solution evaluation

TBD.
