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This paper discusses the possible alignment between ETSI MEC and EDGEAPP to identify the possible solution of key issue #5
Currently, TS 23.558 Annex C2 discusses the alignment between ETSI MEC and EDGEAPP as below:
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According to TS 23.558 Annex C2:
Both EAS and MEC application are application servers and can provide similar application specific functionalities. EAS utilizes the services of EES as specified in this document whereas MEC application utilizes the services provided by MEC platform as specified in ETSI GS MEC 003 [15]. The EAS and MEC application can be collocated in an implementation.

NOTE:
The details of the functionalities of application servers and alignment are implementation specific.

Both EES and MEC platform provide application support capabilities towards the application servers. How EES and MEC platform are implemented or aligned is implementation specific. Likewise, alignment of the EDGE-3 and Mp1 reference points and EDGE-9 and Mp3 reference points is implementation specific. The EES and MEC platform can be collocated in an implementation.
In FS_eEDGEAPP, a new key issue has been agreed in the direction of elaborating more on the possible interactions between the two systems.

Key issue #5: Alignment of EDGEAPP and ETSI MEC

As described in Annex C of 3GPP TS 23.558 [2] (Rel-17), both EDGEAPP and ETSI MEC can provide support for hosting different edge applications. According to Annex C: "Both EAS and MEC application are application servers and can provide similar application specific functionalities. EAS utilizes the services of EES as specified in this document whereas MEC application utilizes the services provided by MEC platform as specified in ETSI GS MEC 003." As discussed in Annex B.2 of draft GS MEC 003 [3] (v3.0.4), the EES and MEC platform can also be collocated in an implementation.

While the 3GPP TS 23.558 [2] and ETSI GS MEC 003 [3] provide an initial view about the alignment of the two platforms, this KI intends to address the following: 
1.
Study and analyse different deployment options of EDGEAPP and ETSI MEC platforms.

2.
Functional architecture and gap analysis between EDGEAPP and ETSI MEC to determine complementary and possibly overlapping APIs and other related functionalities.

3.
Recommendation and enhancements based upon the outcome of (1) and (2).

NOTE:
Backward compatibility is an important aspect of any recommendations & enhancements and will be considered during the study of this KI.
An edge host may comprise both MEC platform (MEP) services and EDGEAPP services (EES). There could be some overlapping related to the enablement aspects, but some gaps are the following:

· Some MEP services like RNIS which expose near real-time measurements (e.g. L2 measurements, cell change notification) are not supported by EDGEAPP, since the EEL interacts with 5GC to get network related exposure. Such services would allow the EEL to enhance its services by capturing real-time/near real-time data on the radio access conditions.
· MEP doesn’t interact with the UE side application (so, edge awareness at the UE is not assumed), whereas EES considers inputs from device side (EEC) and provides services to be consumed by the EEC. 
· In some deployments, e.g. if EES is deployed by the MNO at the edge, and MEP services are deployed by the ECSP, a MEC App may not be compatible (or may not have agreement) to use EES and vice versa (an EAS may not have access to MEP services).
· An EES/EAS service area, can be the same as an EDN / MEC service area, but it could also be the case that within the EDN different EES/EAS service areas corresponding to different DNAIs (see deployment models in Annex A2 of 23.558). So, an EES/EAS and MEP may have different service area coverages and the cardinality of  MEP service and EES/EAS will be 1:N in certain deployments. 

For the above gaps, the possible use cases requiring interaction between EDGEAPP services and MEC platform can be to: 

· allow the MEC app to register and consume EEL services without prior configuration of APIs / direct service agreement between ASP and MNO.

· allow the EAS to register and consume MEC platform services without prior configuraiton of APIs / direct service agreement between ASP and ECSP.

· allow the consumption of EEL services by MEC platform services 
· allow the consumption of MEC platform services by EEL (e.g. RNIS)
There can be different ways of expressing the interactions between MEP and EES:
Option 1: implementation specific interactions (ECSP solves any interoperability issues among modules without any need for specification)
Option 2: re-use existing EDGEAPP interfaces (EDGE-3 and EDGE-9) 
Option 3: define a new API between MEP and EES 

Option 4: define new API per MEP service interaction and allow service-based interaction among EES and MEC services independently
Option 5: define an edge interworking service (EIS) at EDGEAPP to support the interworking of MEP and EES without exposing MEP service information to EES (and vice versa). 
Option 6: define an EIS at EDGEAPP, which acts as a middle layer between MEP/EES and MEC App/EAS to allow the MEC App/EAS consume services from both MEC services and EES. 
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Figure 1 Options 3/4/5/6
Observation 1: Option 1 is not favourable due to the different stakeholders that may be involved in different deployments (ASP, ECSPs, MNOs), and the need for specifying interactions in cross-vendor deployments (modules provided by different vendors).
Observation 2: Option 2 is not favourable since it assumes that the MEP and EES are similar entities and the requirements over the EDGE-3/9 APIs are the same (which is not the case since MEP and EES expose different capabilities). 
Observation 3: In Option 3, an API between MEP and EES would be beneficial and simpler in implementation, but since the API termination point is the MEP, still there needs to be a way of routing the messages within the MEP (from MEP to the MEP services e.g. via messaging infrastructure to support the message distribution)

Observation 4: In Option 4, an API between each MEP service and EES would be beneficial but potentially more complex for EDGEAPP (since multiple APIs need to be defined). However, it could allow the service-based interaction between modules at the edge host, and could lower the complexity / overhead within MEP.
Observation 5: Option 5 and 6 could be a good compromise for allowing the MEP interaction with EES, so as to minimize the overhead at MEC as well as at EES/EAS, by introducing an Edge Interworking Service (EIS) to translate the MEC APIs / EDGE-x APIs and exposing edge services to both MEC Apps/EASs. Such options could ease the EAS/MEC App portability over different edge platforms and support federated edge deployments. 
Proposal : It is proposed to investigate Options 3/4/5/6 as possible architecture enhancements at EDGEAPP for the expected interactions between MEP and EES based on the type of interaction, the use case and the deployment model.
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