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1. Introduction
The private call setup procedure shows the following editor’s note :
Editor's Note:
Further study is needed when the target address is a functional alias and end-to-end encryption is used for this call.

This contributions resolves the editor’s notes by indicating that end-to-end encryption is not supported when the target address is a functional alias.
2. Reason for Change
Resolving an editor’s note.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-90 version 1.0.0.
* * * First Change * * * *

7.3.2.4
Procedure

The MCPTT private call setup procedure between MCPTT servers is modified to allow using the functional alias as called party address, i.e. the MCPTT ID address is not resolved by the primary MCPTT system, instead the primary MCPTT server uses the functional alias mask information configured in the MCPTT service configuration data to send the request towards the proper MCPTT system.

Proposed changes against 3GPP TS 23.379 [2] clause 10.7.2.3.1: Private call setup in automatic commencement mode - MCPTT users in multiple MCPTT systems:

NOTE: The changes are applicable when using manual commencement mode as well.
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Figure 7.3.2.4-1: Private call setup in automatic commencement mode - users in multiple MCPTT systems

1./2.
No change.

3.
The MCPTT private call request contains the MCPTT ID or functional alias of invited user.


NOTE:
End-to-end encryption requires the target MCPTT ID.
4./5.
No change.

6.
If the MCPTT private call request is initiated by using a functional alias as called party address, then the target MCPTT system is identified by help of configured functional alias mask in the MCPTT service configuration data.

7.
If the MCPTT server private call request contains a functional alias as called party address, the MCPTT server resolves the MCPTT ID of the called MCPTT user by using the functional alias address.

8.-12.
No change.

* * * End of Change * * * *

