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1. Introduction

The KPI and analytics report related specifications is referred to in the key issue of  network slice related performance and analytics exposure. However, the referred specifications are not correct.
2. Reason for Change

The referred specifications are not correct.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.2.0.

* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications". 

[2]
3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".

[3]
3GPP TS 23.501: "System architecture for the 5G System (5GS)"

[4]
3GPP TS 23.502: "Procedures for the 5G System (5GS)".
[5]

3GPP TS 28.531: "Management and orchestration; Provisioning".

[6]
3GPP TS 28.533: "Management and orchestration; Architecture framework".

[7]
3GPP TS 22.261: "Service requirements for the 5G system".
[8]
3GPP TS 28.533: "Management and orchestration; Generic management services".
[9]
3GPP TR 22.835: " Study on enhanced access to and support of network slices".
[10]
3GPP TS 28.545: "Management and orchestration; Fault Supervision (FS) ".
[11]
3GPP TS 28.535: "Management and orchestration; Management services for communication service assurance; Requirements".
[12]
3GPP TS 28.552: "Management and orchestration; 5G performance measurements".
[13]
3GPP TS 28.550: "Management and orchestration; Performance assurance".
[14]
3GPP TS 28.541: "Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3".
[15]
3GPP TS 28.532: "Management and orchestration; Generic management services".
[x] 
3GPP TS 28.104: "Management and orchestration; Management Data Analytics".
* * * Next Change * * * *

5.7
Key issue 7: Network slice related performance and analytics exposure 
As specified in clause 6.10 of 3GPP TS 22.261 [7], 5G network is requested to support a 3rd party to get the network status information of a private slice dedicated for the 3rd party. The 5G network collects various kinds of data, such as performance measurements in TS 28.552 [12] and analytics data as specified in 3GPP TS 28.104 [x] and the analytics data from NWDAF and NSACF exposed by NEF. However, to get the information efficiently, the verticals are supposed to know, which entity to interact with to get the desired information, how to extract useful information from data which is collected using different statistical methods from different entities, which is challenging for some verticals. The network slice capability exposure enabler layer can aggregate and process the data from different source, making the network information exposure more orderly and easier to read. For example, for the slice related performance and analytics come from multiple sources, the enabler layer could help to organize and aggregate the information. For some applications utilizing multiple S-NSSAI, the enabler layer could help to organize and aggregate the information so that it is exposed and displayed based on the application level rather than slices level.  
Editor’s note: Whether this SID is going to study the interface which is used to get the performance measurements and analytics is FFS.
 Hence, it is required to study the following:

-
Whether and how information about available (SA2 and SA5) slice performance and analytics should be exposed to a third party with added value?

-
Whether and how available slice performance and analytics related information could be aggregated or processed to support an efficient information exposure?

-
Whether and how additional service APIs are required to be supported at SEAL for the network slice measurements and analytics exposure?
-
Whether and how CAPIF can be leveraged for additional service APIs?
