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1. Introduction
This contribution introduces a Key Issue for enabling configuration of Traffic Patterns on SEAL IoT Platforms.
2. Reason for Change
Enables IoT Platforms to provide configuration of Traffic Pattern services to the IoT Servers.
3. Proposal
It is proposed to agree the proposed changes to 3GPP TR 23.700-97 v.0.2.0
* * * First Change * * * *
4.X
Key issue #X: Configuration of Traffic Patterns.

Many IoT  devices have predicable communication behaviour. The Traffic Pattern network exposure API has been introduced to make this information available to the network for resource planning and optimizations. This provides optimizations for the devices as well, by way of reduction of signalling, energy saving, fewer sleep/awake transitions, etc.
IoT Servers should  be able to provide information on the communication behavior of the application supported to the IoT Platform. In turn, the IoT platform should be able to aggregate the patterns of multiple applications interacting with the same UE before providing them to the underlying network. 
Given the scale and the importance of this functionality, the Traffic Pattern network exposure API also supports providing single configurations for UE groups, e.g., for support of MIoT. Given that a SEAL implementation of an IoT platform may implement group management, enabling this functionality at the IoT Platform level on behalf of IoT Servers, would provide related functionality by also implementing group-related Traffic Pattern configuration services. However, the IoT Platform needs to be enabled to be provided with corresponding input by the individual IoT Servers.
Hence, it is required to study:

·  whether and how use of Traffic Pattern network exposure API use can be enabled on SEAL IoT Platforms, for configurations provided by multiple IoT Servers for the same UE.  
· whether and how use of Traffic Pattern network exposure API use can be enabled on SEAL IoT Platforms for configuration of Traffic Patterns for groups managed via the IoT Platform .  
