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1. Introduction
This contribution introduces a Key Issue for Background Data Transfer (BDT) for IoT Platforms.
2. Reason for Change
Enables IoT Platforms to negotiate BDT Policies with the Core Network on behalf of the IoT Servers.
3. Proposal

It is proposed to agree the proposed changes to 3GPP TR 23.700-97 v.0.0.0
* * * First Change * * * *
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[x]
3GPP TR 23.503: " Policy and charging control framework for the 5G System (5GS)".

* * * Next Change * * * *

3
Definitions of terms, symbols and abbreviations

Editor’s Note: This clause is mandatory. The terms, symbols and abbreviations needed are to be determined as the work progresses, and the current examples are to be deleted.

3.1
Terms

For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Internet of Things (IoT):  Network supporting interconnection of devices, machines, and low complexity entities. 

IoT Application: An application catering to one or more vertical domains which includes communication functionality for the Internet of Things.
IoT Client: An entity that provides the client side functionalities corresponding to a specific IoT Application.
IoT Platform: An entity hosting a collection of services and enabling capabilities that supports IoT Applications.
IoT Platform service: A generic name for a common service or enabling capability provided by an IoT Platform.
IoT Platform Provider: A mobile network operator or a 3rd party service provider offering IoT Platform services to multiple 3rd party service providers or ASPs.
IoT Server: An entity that provides the server side functionalities corresponding to a specific IoT Application.

Editor’s Note: Mapping of these entities with SEAL is FFS.
3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].


ASP
Application Service Provider

BDT
Background Data Transfer
SEAL
Service Enablement Application Layer
* * * Next Change * * * *

4.X
Key issue #X: Background Data Transfer negotiation

The cellular network provides background data transfer (BDT) capabilities which save network resources and reduce device energy consumption. The 5GS provides procedures for BDT negotiation services as described in TS 23.502 [2] clause 4.16.7. The corresponding NEF services (see TS 23.502 [2] clause 5.2.6.6) allow the servers to provide parameters for requesting or optimizing the background data traffic for a set of UEs.  
Scenarios in which an IoT Platform interfaces with the Core Network to request future Background Data Transfer (BDT) Policies on behalf of IoT Servers need to be investigated further. In such scenarios the IoT Platform Provider leverages for its services a different business relationship with the MNO than the ASPs providing the individual IoT Applications. For example, a Smart City Platform may be configured to understand the reference to a charging rate based on the agreement with the operator (see TS 23.503 [x] clause 6.1.2.4). At the same time, the ASP providing green building IoT applications hosted by the IoT Platform may rely on no special operator agreements.
In such scenarios,  the IoT Servers provide the IoT Platform information such as expected data volume per UE, preferred time window or optional location, for a set of targeted IoT Clients. The IoT Platform negotiates future BDT policies with the Core Network as detailed in TS 23.502[2] clause 4.16.7. Then the relevant information from the selected BDT policy is provided to the initiating IoT Servers, in order to initiate the data transfer.

Hence, it is required to study:
· How the SEAL functional model and deployment options may be leveraged for the implementation of IoT Platforms supporting such scenarios. 
· Whether and how the IoT Platform in this scenario can:
· determine the reference to the charging rate (based on agreement with the operator) without exposure of this information to the IoT Servers.

· aggregate requirements/ requests from multiple IoT Servers resulting in a single future BDT negotiation request, e.g. when the same group of UEs is targeted.

· select a BDT Policy from a set of Possible Transfer Policies provided by the Core Network, based on IoT Server input.

