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1. Introduction

Clause 5.15 of TS 22.280 captures the gateway requirements:

5.15
Gateway requirements

[R-5.15-001] The MCX Service system shall be accessible via gateway MCX UEs by MCX Users.

[R-5.15-001a] The MCX Service system shall provide a mechanism to uniquely identify a gateway MCX UE.[R-5.15-002] Gateway MCX UEs shall ensure that the content of communications between the MCX Service System and an MCX User attached to the gateway MCX UEs is unaltered.

[R-5.15-003] Gateway MCX UEs shall handle the communication traffic attributes, e.g. priority and QoS, of an MCX User attached to a gateway MCX UE independently of other MCX Users concurrently attached to the same gateway MCX UE.

[R-5.15-004] Multiple Gateway MCX UEs shall be able to operate within the same area (e.g., site of an incident or accident, overlapping coverage, adjacent cells, etc.).

[R-5.15-005] MCX Users shall be able to select gateway MCX UEs, in case multiple, accessible gateway MCX UEs are available.
[R-5.15-006] An MCX User shall be able to access multiple gateway MCX UEs simultaneously from a single device while restricting a MCX Service to one gateway (e.g., MCPTT on gateway UE 1, MCData and MCVideo on gateway UE 2).

This document addresses requirement [R-5.15-005], and covers key issues identified in TR 23.700-79, under clause 5.2 Key issue 2:

· In addition to MC Service identification/recognition by MC gateway UE, the MC gateway UE should check the required criteria needed to provide the requested service with the requested quality.

· If multiple MC gateway UEs are available within the same area, the selection of an appropriate MC gateway UE to provide the service requested by the MC service user should be clarified.

2. Reason for Change

-
Modify the discerption of Connection authorization response in table 7.2.2.2-1 and table 7.3.2.2-1

-
Addressing MC gateway UE selection in clause 7.2.5 and clause 7.3.5.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-79 v1.0.0.

* * * First Change * * * *

7.2.2.2
Connection authorization response

Table 7.2.2.2-1 describes the information flow connection authorization response sent from the MC gateway UE to the MC client.

Table 7.2.2.2-1: Connection authorization response

	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user.

	Response
	M
	Result of the connection authorization request, service feasibility, and connection evaluation.


* * * Next Change * * * *

7.2.5
Procedure

The procedure for connection authorisation with an MC gateway UE is shown in figure 7.2.5-1.

Pre-conditions

-
The MC service user wishes to have access to MC services by using a non-3GPP device.

-
The MC client has been configured with the necessary parameters needed for connectivity with the MC gateway UE.

-
The MC client has been provided with an appropriate GW MC service ID.

-
The MC gateway UE has performed service authorization for one or more MC services with the MC system.

-
The MC service user has selected an MC gateway UE or alternatively, the MC client has performed a selection by internal criteria.

NOTE 1:
The internal criteria are outside the scope of the present document.
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Figure 7.2.5-1: Connection authorisation with the MC gateway UE

1.
The MC client requests connection authorization with the MC gateway UE. The MC client of the MC service user provides the GW MC service ID.

2.
The MC gateway UE performs an authorization check by using the provided GW MC service ID to verify that the MC service user is permitted to use the MC gateway UE to access an MC server. 

In addition, the MC gateway UE checks whether:
· -
the requested MC service, as indicated by the GW MC service ID, is supported by the MC gateway UE; 
· a network status information is available, the MC gateway UE should check if the resources and network coverage are sufficient for the requested service at the current location for the specific MC client sending the connection authorization request;

· a roaming scenario has been identified (e.g. switch between EPC and 5GC), then depending on operator policy, roaming agreements, and on national/regional regulatory requirements further check on the received request should be performed (e.g. a decision on how to handle the IP connectivity, the QoS Flows, etc.);

· the number of UEs present in a geographical area indicates that the maximum capacity is reached or a congestion status is occurred (i.e. in such situation pre-defined access control, access identities & access category rules will be used to handle the communication priority);

· the requested QoS can be provided under the current network operating conditions;

· a release mismatch is identified between the MC gateway UE and MC client, or has been identified between the MC gateway UE and the MC server.
NOTE 2:
The authorization check mechanism is outside the scope of the present document.  Further checks, for example, could be based on a pre-configured list of users who are expected to request connection authorization with the MC gateway UE.
3.
The MC gateway UE sends the connection authorization response to the MC client.

After successful connection with the MC gateway UE, the MC client has access to an MC server and may continue with user authentication and service authorization.

If the MC service user wishes to have access to another MC service, the above procedure is repeated. The MC service user may select a different MC gateway UE for the new MC service, if multiple MC gateway UEs are available.

* * * Next Change * * * *

7.3.2.2
Connection authorization response

Table 7.3.2.2-1 describes the information flow connection authorization response sent from the MC server to the MC gateway UE, and from the MC gateway UE to the MC client residing on a non-3GPP device.

Table 7.3.2.2-1: Connection authorization response

	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user.

	Response
	M
	Result of the connection authorization request, service feasibility, and connection evaluation.


* * * Next Change * * * *

7.3.5
Procedure

The procedure for connection authorisation via an MC gateway UE towards an MC server is shown in figure 7.3.5-1.

Pre-conditions

-
The MC service user wishes to have access to MC services using a non-3GPP device.

-
The MC client has been configured with the necessary parameters needed for connectivity with the MC gateway UE.

-
The MC client has been provided with an appropriate GW MC service ID.

-
The MC gateway UE has performed service authorization for one or more MC services with the MC system.

-
The MC service user has selected an MC gateway UE or alternatively, the MC client has performed a selection by internal criteria.

NOTE:
The internal criteria are outside the scope of the present document.
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Figure 7.3.5-1: Connection authorisation with an MC server via an MC gateway UE

1.
The MC client requests connection authorization via the MC gateway UE with an MC server. The client of the MC service user provides the GW MC service ID.

2.
The MC gateway UE checks whether: 
-
the requested MC service, as indicated by the GW MC service ID, is supported by the MC service gateway;
· a network status information is available, the MC gateway UE should check if the resources and network coverage are sufficient for the requested service at the current location for the specific MC client sending the connection authorization request;

· a roaming scenario has been identified (e.g. switch between EPC and 5GC), then depending on operator policy, roaming agreements, and on national/regional regulatory requirements further check on the received request should be performed (e.g. a decision on how to handle the IP connectivity, the QoS Flows, etc.);

· the number of UEs present in a geographical area indicates that the maximum capacity is reached or a congestion status is occurred (i.e. in such situation pre-defined access control, access identities & access category rules will be used to handle the communication priority);

· the requested QoS can be provided under the current network operating conditions;

· a release mismatch is identified between the MC gateway UE and MC client, or has been identified between the MC gateway UE and the MC server.
If the MC service is supported, the procedure continues with step 3, otherwise the procedure proceeds with step 7.

3.
The MC gateway UE sends the connection authorization request to the MC server.

4.
The MC server performs an authorization check, to verify that access via the MC gateway UE is permitted.

5.
The MC server sends the connection authorization response to the MC gateway UE.
6.
The MC gateway UE marks the MC client as authorized to have MC service access via the MC gateway UE.

7.
The MC gateway UE sends the connection authorization response to the MC client.

After successful connection with the MC gateway UE, the MC client has access to the MC server and may continue with user authentication and service authorization.

If the MC service user wishes to have access to another MC service, the above procedure is repeated. The MC service user may select a different MC gateway UE for the new MC service, if multiple MC gateway UEs are available.

* * * End of Change * * * *

