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1. Introduction

This document proposes text for the Key Issue section of Study on Network Slice Capability Exposure for Application Layer Enablement.

2. Reason for Change

To allow a trusted third-party to efficiently manage the network slices used for the third-party, which is specified in TS 22.261, the key issue of Application layer slice management capability exposure used for the third-party should be studied. The TS 28.531 has defined the basic operations of network slice lifecycle management from network slice instance perspective, including creating, allocating, modifying, and deleting slices, but some verticals do not need to know the detail operation of the NSI creation/allocation etc. It is also impossible for the network to be customized and open for every vertical. The network slice capability exposure layer can provide a more concise and easy-to-understand application layer exposed network slice lifecycle management (for example, containing slice creation, modification, and deletion only) for vertical. It can help vertical do the lifecycle management without knowledge of SA5 or even the 5GS (for example, when the vertical wants to get a slice, it does not need to consider which operation, the slice creation or allocation should be triggered). 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.0.1. 

* * * First Change * * * *

5
Key issues

5.X
<key issue x>Application layer exposed network slice lifecycle management 
It is specified in clause 6.10 of 3GPP TS 22.261[x] that 5G network is required to provide suitable APIs to allow a trusted third-party to create, modify, scale and delete network slices used for the third-party. As specified in 28.531[y], SA5 has defined the network slice lifecycle management service from network slice instance perspective. However, some verticals do not need to know the detailed operation of the NSI creation/allocation etc. The network slice capability exposure layer can provide a more concise and easy-to-understand application layer exposed network slice lifecycle management for verticals. It can help vertical do the lifecycle management without knowledge of SA5 O&M defined interfaces and APIs. It is not clear how to expose the network slice management capability from application perspective.
Editor’s note: The interface which may be used in this KI specified in TS 23.532 is still under the discussion of SA5, and whether the enabler layer could use the interface directly or act as an entity to trigger the relevant procedures is depends on SA5’s decision.
Hence, it is required to study the following issues:

-
How to integrate and expose the slice lifecycle management capability from application layer? 
-
Whether and how additional service APIs are required to be supported at the network slice capability exposure application enabler layer.

-
Whether and how CAPIF can be leveraged for additional service APIs.
* * * End Change * * * *
