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1. Introduction
This pCR is proposed to introduce new key issue on SEAL enhancement for better use of UE network slice capability. 
2. Reason for Change
The vertical applications have many request for the management of network slicing services, while SA2 and SA5 have defined NEF capability exposure and management aspects exposure, it is recommended to study whether the current SEAL needs enhancement to provide network slicing related services for vertical applications and identify the places where needs improvement.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.0.0.
* * * First Change * * * *

4.x
Key issue x – SEAL Enhancement
SEAL is the service enabler architecture layer common to all vertical applications over 3GPP systems. It provides the functions like location management, group management, configuration management, identity management, key management, network resource management and network slice capability management as defined in 3GPP TS 23.434 [x].

Network slicing is a general network capability which can be applied for many vertical industries. Section 6.10 of 3GPP TS 22.261 [y] defines relevant requirements of the open network slicing capability for trusted third parties. The network slice capability management service in 3GPP TS 23.434 [x] only provides capability of network slice adaptation between NSCM server and the NSCM client, there are gaps between open network slicing capability required in TS 22.261 [y] and current NSCM functions defined in SEAL functional architecture and information flows.
Open issues:
1) Whether and which new network slice capability exposure services are needed to meet the vertical’s requirement or enhancement to SEAL network slice capability management service is required?
2) SEAL architecture enhancement, whether a new network slice capability exposure functional model is needed or potential enhancement to SEAL network slice capability management functional model is required?
3) SEAL API enhancement, whether new APIs are needed to support the network slice capability exposure service or enhancement to SEAL network slice capability management APIs is required?
4) How the network slice capability (such as management service (MnS)) consumption may trigger and impact the value-add services provided by the SEAL layer?
* * * End of Changes * * * *






















