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1. Introduction
This contribution introduces a Key Issue for enabling monitoring services at SEAL IoT Platforms.
2. Reason for Change
Enables IoT Platforms to provide monitoring services to the IoT Servers.
3. Proposal

It is proposed to agree the proposed changes to 3GPP TR 23.700-97 v.0.0.0
* * * First Change * * * *
4.X
Key issue #X: IoT Platform monitoring service

The cellular network exposes capabilities for monitoring of IoT devices using a variety of Core Network events. Monitoring Events configuration in the Core Network may be initiated for individual or group UEs. In some may be obtained with more than one type of monitoring event, e.g. the idle status notification of when a UE, for which PSM is enabled, transitions into idle mode, may be obtained using  either "UE reachability” or "Availability after DDN failure" monitoring types.

IoT Platforms provide management and coordination of IoT devices on behalf of multiple IoT Servers which may have different capabilities and offer different services. Scenarios in which an IoT Platform interfaces with the Core Network to request Monitoring Events Configuration on behalf of one or more IoT Servers need to be investigated further. 
In these scenarios, information from multiple IoT Servers is used by the IoT Platform to create aggregate monitoring configurations, with the advantage of reducing the number of subscriptions in the Core Network. The IoT Platform receives the Core Network notifications and forwards them to the IoT Servers. This enables services involving server coordination to be provided by the IoT Platform.

Hence, it is required to study whether and how a SEAL IoT Platform can provide monitoring services to multiple IoT Servers. This includes providing the IoT Platform with:

·  the information necessary to determine the corresponding SCEF/NEF and to be authorized to perform Monitoring Event configuration, without exposure of this information to the IoT Servers.

· capability to determine which exposure API may be most optimal for providing notifications which may be obtained with more than one type of monitoring event.
