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1. Introduction
This contribution addresses to ENs in the MSGin5G device triggering procedure, as follows :
Editor's Note:
It is FFS how the reachability status of the MSGin5G Client is determined.

and

Editor's Note:
Addressing the MSGin5G Client requires UE ID and port number, based on TS  23.682 [8]. Description of how this information is provided is FFS.

2. Reason for Change
The changes clarify how UE reachability status monitoring and/or the MSGin5G Client Availibility information provided at registration are used in MSGin5G device triggering. It also clarifies where the MSGin5G Client Triggering Information IE is used, i.e. for creating the device triggering request to SCEF/NEF. 
3. Proposal

It is proposed to agree the proposed changes to 3GPP TS 23.554 v.1.0.0
* * * First Change * * * *
8.9.3
MSGin5G device triggering

8.9.3.1
General 

MSGin5G device triggering is the means by which an Application Server sends an MSGin5G message and the 3GPP network device triggering capabilities exposed via T8 /N33 reference point are leveraged.  For example, when an Application Server initiates a MSGin5G message request, but the target UE is not reachable, the MSGin5G Server may use the 3GPP network device triggering mechanism to wake up the device and provide the payload to the destination.
8.9.3.2
Procedure

Figure8.9.3.2-1 shows the MSGin5G device triggering procedure.

Pre-conditions:

1.
A UE hosts a MSGin5G Client and/or Application Client which are supported by the MSGin5G Service. 

2.
The MSGin5G Client registers with the MSGin5G Server.   

3.
At a later time, the UE becomes unreachable by the MSGin5G Server. 
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Figure 8.9.3.2-1: MSGin5G Triggering Procedure

1.
The Application Server sends an API request to the MSGin5G Server for sending a MSGin5G message, the API request includes the IEs as detailed in clause 8.3.2.

2.
The MSGin5G Server determines that the recipient MSGin5G Client is not reachable at the time and to initiate a device trigger request via the SCEF/NEF as a result of the step 1 request. Alternatively, the MSGin5G Server determines to initiate a trigger to the UE independent of receiving an API request from an Application Server.  

The MSGin5G Server may use the UE reachability status monitoring procedure in clause 8.9.2 to determine the reachability of the hosting UE. The MSGin5G Server may also use availability information provided by the MSGin5G Client at registration in the MSGin5G Client Communication Availability IE, as detailed in Table 8.2.1-1.
NOTE 1: How the MSGin5G Server uses the MSGin5G Client Communication Availability IE, the UE reachability status monitoring procedure, or a combination thereof to make this determination is implementation specific.
NOTE 2:
If the recipient MSGin5G Client is reachable then the trigger request is not required, the MSGin5G Server sends the MSGin5G message as detailed in clause 8.3.3. and the rest of the steps in this procedure are skipped. 


3.
The MSGin5G Server sends a request for Device Triggering via SCEF/NEF and determines the flow as detailed in clause 8.9.3.3.2. The Device Triggering request uses the UE Identifier, port number(s) and associated protocol information provided by the MSGin5G client at registration in the MSGin5G Client Triggering Information IE.
The MSGin5G Server may use MSGin5G Client Communication Availability and/or pre-configured information to determine the timing of the Device Triggering request, e.g. the tigger may be sent to ensure that the hosting UE is reachable prior to MSGin5G communications.
4.
The MSGin5G Server receives a response from SCEF/NEF indicating the success or failure status of the request, as detailed in clause 8.9.3.3.

5.
The device trigger is delivered to the target via SCEF/NEF and the Core Network. The targeted MSGin5G Client or Application Client receives the device trigger request.  The targeted MSGin5G Client or Application Client parses the payload of the trigger request and determined the device trigger purpose.


6.
The MSGin5G Server receives a Device Triggering delivery report from SCEF/NEF indicating the success of the delivery, as detailed in clause 8.9.3.3.

7.
The MSGin5G Server send a Device Triggering delivery report response to SCEF/NEF to acknowledge the delivery report, as detailed in clause 8.9.3.3.

8.
If the device triggering procedure was initiated by an Application Server in step 1, the MSGin5G Server may respond to the request received in step 1.

Based on the trigger purpose derived from the payload, the targeted MSGin5G Client or Application Client performs the corresponding actions (e.g. establish access network connectivity, contact the Application Server etc). 

8.9.3.3
Flows 

The following information flows are specified for MSGin5G triggering:

1.
request for device triggering; 

2.
response to device triggering;

3.
device triggering delivery report; and

4.
device triggering delivery report response.

All device triggering interactions from MSGin5G Server (acting as SCS/AS) to SCEF/NEF occur over T8/N33 reference points, using capabilities detailed in 3GPP TS 23.502 [7] and TS 29.522[10]. As specified in TS 29.522[10] clause 4.4.3, all device triggering flows use APIs specified in TS 23.682 [8] clause 5.17.1 and 3GPP TS 29.122 [9] clause 4.4.6.
