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1. Introduction
This contribution provides a new key issue to study the  discovery and registration aspects for slice management service exposure via the enabler layer.

2. Reason for Change
There are use cases (being discussed also in SA1, TR 22.835), where the applications (e.g. gaming or online video applications) may access the 5GS over multiple slices for different services (e.g. based on the user membership); or have different priorities on different slices based on Application Service Provider (ASP) request. As an example, a mobile network operator has provisioned a set of network slices (Slice#1, Slice#2, Slice#3) which may be used by different ASPs (e.g. Slice#1 for online video services, Slice#2 for gaming.  Slice#3 for eMBB or IOT service). Different ASPs may use these slices (or a subset of them) for different services that they offer. Furthermore, when an application changes the network slices to be accessed, it should be agnostic to the UEs accessing the service and should be performed automatically. 
In such use cases, the vertical enabler layer can be seen as a trusted application entity, which can enable the exposure of management services to the ASP, related to the subscribed slices for allowing the ASP to monitor and manage the slices used by the UEs. In this scenario, the ASP (who is the slice customer) needs to be able to 1) discover the relevant Network Slice Instances and the respective capabilities such as coverage offered, RAT/ frequencies, to 2) discover the management services which can be exposed as part of the offered slices, and 3) register to the management system via the vertical enabler layer  for consuming the management services.
However, to be able to consume management services for these applications, the vertical enabler layer needs to be configured in the respective management system; and this requires that the management system is aware of the applications behind the vertical enabler layer. 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.0.1.
* * * Change * * * *

4.x
Key issue x –Discovery & registration aspects for management service exposure
The vertical enablement layer (SEAL, vertical-specific enablers) supports the exposure of telco provided services to the vertical / application service provider (ASP). Such telco-provided services traditionally covered the control plane services; however, these can be extended to management services (MnS) which may be useful for allowing the ASP to monitor and manage the slices used by the UEs. 
In this extended notion of vertical enablement (to cover the management aspects), the vertical/ slice customer needs to be able to 1) discover the relevant Network Slice Instances and the respective capabilities such as coverage offered, RAT/ frequencies, to 2) discover the management services which can be exposed as part of the offered slices, and 3) register to the management system via the vertical enabler layer for consuming the management services.
This study needs to investigate:
- Whether and how the enabler layer needs to be enhanced to support the discovery of the offered slices and the offered management services related to these slices, to the vertical/ASP; 

- Whether and how the enabler layer needs to be enhanced to support the registration of the vertical applications to the management system. 

* * * End of Change * * * *
