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1. Introduction
This contribution provides a new key issue on MnS exposure requirement at the network slice capability exposure layer for SEAL services.
2. Reason for Change
In this contribution a new key issue is proposed for capturing the required management capability exposure for enhancing SEAL services. 
In R17 SEAL specification, NSCM service was introduced, mainly to influence the application the slice remapping; however, we need to capture further slice related inputs which may be needed from the management system, in particular 1) slice provisioning parameters (e.g. NSI/NSSI configuration) which need to be provided to the NSCM layer, and 2)  slice-specific monitoring which needs to be provided at the SEAL/NSCM layer to allow for optimized actions (considering PM/FM measurements and analytics). Based on these inputs, the proposed key issue will also capture what is the impact of management service exposure to the SEAL services (covering also the impact on other SEAL functions). 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.0.1.
* * * Change * * * *

4.x
Key issue x – Slice management capability exposure requirement for SEAL services  
In SEAL specification (3GPP TS 23.434) network slice capability management (NSCM) service is one new SEAL service that offers network slice capability management capabilities, such as support for vertical application to slice re-mapping (which can be defined as the mapping of the UEs running a vertical application to different slice), to one or more vertical applications. Such remapping mainly has impact on the control plane, where the NSCM server acting as AF influences the URSP rules for the application traffic per UE by providing a guidance on the route selection parameters (including the S-NSSAI and DNN mapping). 
However, for such capability both control plane and management plane interactions need to be considered since there is close coupling between the per UE session and the per slice related actions. As example, the SEAL/NSCM layer may need to be aware of the slice provisioning parameters (NSI/NSSI configuration) which can be provided by the slice management system. Furthermore, NSI/NSSI performance monitoring from management system (e.g. NSI/ NSSI status) may be useful to be known at the middleware layer, since this may affect the application to slice re-mapping triggering (e.g. to re-map to the least congested slice); and may also impact other SEAL provided functionalities (e.g. QoS/resource control, group management etc).

This key issue will further investigate the following open issues:

· Whether and how slice provisioning parameters (e.g. NSI/NSSI configuration) need to be provided to the NSCM layer

· Whether and how slice-specific monitoring needs to be provided at the SEAL/NSCM layer to allow for optimized actions (considering PM/FM measurements and analytics).

· How the MnS consumption may trigger and impact the value-add services provided by the SEAL layer.
* * * End of Change * * * *
