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1. Introduction
The use of the local IP address for the MC client associated with the non-3GPP device or the mapping between local IP address and MC GW UE IP address enables different approaches as listed in clause 7.7.3.
In accordance to 3GPP TS 23.501 and 3GPP TS 29.244 the following functionality are considered for the operation of an MC GW UE:

5.16
Framed Routing

Framed routing allows to support an IP network behind a UE, such that a range of IP addresses or IPv6 prefixes is reachable over a single PDU session, e.g. for enterprise connectivity. Framed routes are IP routes behind the UE. The UPF advertizes relevant IP routes to receive packets destined to these destination IP addresses or IPv6 prefixes and to forward these packets over the PDU session. See clause 5.6.14 of 3GPP TS 23.501 [28], IETF RFC 2865 [37], IETF RFC 3162 [38]) and the Framed-Route, Framed-Routing and Framed-IPv6-Route AVPs specified in 3GPP TS 29.061 [39] and 3GPP TS 29.561 [49].

Framed routing is defined only for PDN connections and PDU sessions of the IP type (IPv4, IPv6, IPv4v6).

A UPF may indicate support of framed routing by setting the FRRT flag in the UP Function Features IE. If so, the CP function may include Framed-Route IEs, the Frame-Routing IE and Framed-IPv6-Route IEs in PDRs to describe framed routes associated to the PDU session.
The UP function shall:

-
match the source IP address of packets with IP Address(es) or IPv6 prefixes as indicated in the the Framed-Route IE or Framed-IPv6-Route IE if it is provisioned in a UL PDRs;

-
match the destination IP address of packets with IP Address(es) or IPv6 prefixes as indicated in the the Framed-Route IE or Framed-IPv6-Route IE if it is provisioned in a DL PDRs.

2. Reason for Change
Resolving Editor’s Note in clause 7.7.3 and 7.7.4.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-79 1.0.0.
* * * First Change * * * *
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* * * Next Change * * * *

7.7.3
MC client uses an own IP address

For communications between the MC client and the MC server via an MC gateway UE, the MC client's IP address is also used for communications between the MC gateway UE and the MC server. For this, the IP address range must be known by the MC service environment beforehand to enable the MC client's host (non-3GPP device) routing. In addition, it requires a correlation between the MC client's IP address and the MC gateway UE's IP address as the next hop. The advantage would be the independence between an MC gateway UE IP address and the MC client IP address.
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Figure 7.7.3-1: MC client uses local IP address


The approach below is referred to as routing behind the UE on an APN/DNN basis enables the routing of packets to IP addresses that do not belong to the PDN session or PDU session, but exist behind it. The routing behind (framed routing) the UE functionality enables the routing of packets to IP addresses that do not belong to the PDN/PDU session of the UE. The IP address of the MC client associated with the non-3GPP device can be different than the MC GW UE address.
The approach of framed routing in which the prefix, i.e. IPv6 prefix, of the route to the corresponding host IP adress is marked behind the UE. Such an approach results from enterprise connectivity and enables the accessibility of the IP addresses or IPv6 prefixes using a single PDN session or PDU session. In this context, the corresponding UPF advertises relevant IP routes to receive packets destined to these destination IP addresses or IPv6 prefixes and to forward these packets over the PDN/PDU session. See clause 5.6.14 of 3GPP TS 23.501 [XX], IETF RFC 2865 [xx], IETF RFC 3162 [xx]) and the Framed-Route, Framed-Routing and Framed-IPv6-Route Attribute-Value-Pairs specified in 3GPP TS 29.061 [xx] and 3GPP TS 29.561 [xx]. The use of framed routing is defined only for PDN connection and PDU sessions of the IP type (IPv4, IPv6, IPv4v6).
A UPF may indicate support of framed routing by setting the FRRT flag in the UP Function features information element. If so, the CP function may include Framed-Route information elements, the Frame-Routing information elements and Framed-IPv6-Route information elements in Packet Data Rules to describe framed routes associated to the PDU session.

NOTE:
The functionality of framed routing is provided since 3GPP Rel-15.
* * * Next Change * * * *

7.7.4
Solution evaluation


The options described in clause 7.7.2. and clause 7.7.3 take different approaches. In the first approach, only the IP address of the MC gateway UE is used for CP and UP traffic of the MC clients in relation to the SIP core and the MC service servers. The MC gateway UE must provide additional functions for routing and address mapping. Another disadvantage is that when the MC gateway UE changes its IP address, all MC clients behind the MC gateway UE are always affected. The use of the MC gateway UE IP address also requires the detection of characteristics unique to a MC client, e.g. port mapping, in order to be able to differentiate between the MC clients.

The second approach, using framed routing, enables the MC clients to act independently of the MC gateway UE IP address. This also eliminates the necessary IP address mapping function in the MC gateway UE and any type of traffic, CP and UP, is uniquely associated with the MC client’s IP address. This option has been available since Release 15 and is available for the use of PDN session and PDU session.
* * * *End of changes * * * *
