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1. Introduction

This document proposes text for the Key Issue section of Study on Network Slice Capability Exposure for Application Layer Enablement.

2. Reason for Change

To provide the network status information of a private slice as specified in TS 22.261, SA2 and SA5 provide information exposure services, but key issues including how to aggregate or process data from SA2 and SA5, how to shield confidential information need to be studied.

3. Proposal

It is proposed to agree the following changes to 3GPP TR TR 23.700-99 v0.0.1. 
* * * First Change * * * *

5
Key issues

5.X
<key issue x>Network slice related information exposure 

As specified in clause 6.10 of 3GPP TS 22.261 [x] that 5G network is requested to be support a 3rd party to get the network status information of a private slice dedicated for the 3rd  party. 

Hence, it is required to study the following:

-
Information could be exposed to 3rd party, such as: network slicing load, throughput，network analytics, maximum number of UEs per network slice;

-
Gaps between the information required by the vertical industry and the information that could be exposed..
-
Whether and what network slicing related information could be aggregated or processed to support an efficient information exposure?
-
Methods to expose the information, e.g. request-response or event subscribe-notice.
-
Whether and how additional service APIs are required to be supported at the network slice capability exposure application enabler layer.

-
Whether and how CAPIF can be leveraged for additional service APIs.
* * * End Change * * * *
