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1. Introduction
Correction of various (straightforward) typos.
2. Reason for Change
Typos
3. Conclusions

-
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.554 v1.0.0.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.262: "Message Service within the 5G System".
[3]
GSMA PRD RCC.07: "RCC.07 Rich Communication Suite 9.0 Advanced Communications Services and Client Specification".
[4]
OMA OMA-ERELD-LightweightM2M-V1_1-20180612-C: "Enabler Release Definition for LightweightM2M".
[5]
3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals".
[6]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".

[7]
3GPP TS 23.502: "Procedures for the 5G System".

[8]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[9]
3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)".

[10]
3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[11]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[12]
3GPP TS 23.501: "System Architecture for the 5G System (5GS); Stage 2".

[13]
3GPP TS 23.204: "Support of Short Message Service (SMS) over generic 3GPP Internet Protocol (IP) access; Stage 2".

* * * Next Change * * * *

5.3.2.1
General functionalities
A MSGin5G Server provides server-side functionality to assist MSGin5G Clients with the sending and receiving of messages via the MSGin5G Service to/from Application Servers and/or other MSGin5G Service endpoints on other UEs.

Functionalities of MSGin5G Server:
-
To resolve message delivery mechanism for the MSGin5G Service endpoint based on the terminating MSGin5G Service ID to determine if the message is to be delivered to a MSGin5G UE, an Application Server or a Message Gateway for final delivery;

-
Interworking with non 3GPP messaging service through the Non-3GPP Message Gateway;
-
Interworking with legacy 3GPP messaging service through the Legacy 3GPP Message Gateway;
-
Exchanging MSGin5G messages with application servers, MSGin5G Clients, Legacy 3GPP Message Gateway and Non-3GPP Message Gateway; 
-
Supporting MSGin5G message segmentation according to Service Provider policy;

-
Supporting UE configuration procedures as specified in TS 23.434 [5] or communicating with the SEAL Configuration Management Server to provide MSGin5G configuration data on a UE to be ready for the MSGin5G Service; and
-
Managing information related to the MSGin5G Service, such as MSGin5G Client availability, Legacy 3GPP Message Gateway and Non-3GPP Message Gateway.
Editor's Note:
What MSGin5G Client information related to the MSGin5G Service will be managed by the MSGin5G Server is FFS.

* * * Next Change * * * *

5.4.2
MSGin5G-1

The interactions related to enabling MSGin5G message exchange between a MSGin5G Client and a MSGin5G Server are supported by the MSGin5G-1 reference point. This reference point supports:

-
Registration of a MSGin5G Client to a MSGin5G Server when not using IMS based solution; and

-
The exchange of MSGin5G messages.

* * * Next Change * * * *

5.5.1
MSGin5G application enabler layer adaptation to CAPIF

The MSGin5G Server and Application Server may support CAPIF. When CAPIF is supported:

-
The MSGin5G Server shall support the CAPIF API provider domain functions (i.e. CAPIF-2/2e, CAPIF-3/3e, CAPIF-4/4e and CAPIF-5/5e as specified in 3GPP TS 23.222 [6]) as shown in Figure 5.5.1-1;

-
The Application Server shall act as API invoker and support the API invoker functions (i.e. CAPIF-1/1e and CAPIF-2/2e as specified in 3GPP TS 23.222 [6]) as shown in Figure 5.5.1-1.
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Figure 5.5.1-1: MSGin5G adaptation to the CAPIF architecture

* * * Next Change * * * *

8.1.1
General

The configuration procedure is used to get the MSGin5G Service configuration information (e.g. UE Service ID), The configuration procedure is used by the MSGin5G UE or used by Message Gateway on behalf of the non-MSGin5G UE. The MSGin5G Service configuration information is used in the future messaging communication.

The VAL UE configuration data specified in TS 23.434 [5] is used in this configuration procedure. After the configuration procedure, the MSGin5G UE, or the Message Gateway on behalf of the Non-MSGin5G UE can register to MSGin5G Server.

NOTE:
The configuration on the Message Gateway to support the non-MSGin5G UE for MSGin5G Service can also be done without using the SEAL configuration procedures and is implementation specific.

Editor's Note:
Alternative configuration procedures are FFS.
* * * Next Change * * * *

8.1.2
MSGin5G UE Configuration
In the MSGin5G UE configuration procedure, the MSGin5G UE acts as Configuration management client specified in 3GPP TS 23.434 [5].

The following steps of configuration management service apply for the MSGin5G UE:

-
Send the Get VAL UE configuration request specified in clause 11.3.2.1 of 3GPP TS 23.434 [5];

-
Receive the related Get VAL UE configuration response specified in clause 11.3.2.2 of 3GPP TS 23.434 [5];
The usage of the above information flows is clarified as below:

-
The MSGin5G UE ID works as VAL UE ID which is mandatory in the Get VAL UE configuration request;

-
The UE Service ID works as VAL user ID; 
-
The service identifier of MSGin5G Service works as VAL service ID;

Besides the IEs specified in clause 11.3.2.1 of 3GPP TS 23.434 [5], the information in table 8.1.2-1 is also included in the Get VAL UE configuration request.
Table 8.1.2-1: Additional Information in the Get VAL UE configuration request

	Information element
	Status
	Description

	MSGin5G UE information
	O
	Other information needed by the configuration procedure. (NOTE 1)


NOTE 1:
The information can be the device type, device Vendor, etc. It is specified by application provider or MSGin5G Service Provider and is out of scope of this document. The MSGin5G Service Provider can configure the MSGin5G UE with different configuration data based on this IE. E.g. all sensors can be configured to a same MSGin5G Server.
Editor's Note:
It is recommended that a new generic container IE is needed to be added in clause 11.3.2.1 of 3GPP TS 23.434 [5] to cover the MSGin5G UE information 

The information in table 8.1.2-2 is included in the Get VAL UE configuration response as a part of VAL UE configuration data.
Table 8.1.2-2: Information in the Get VAL UE configuration response
	Information element
	Status
	Description

	UE Service ID
	M
	UE Service ID assigned to the requesting MSGin5G UE.

	MSGin5G Server
	M
	The MSGin5G Server which serves this MSGin5G UE.

	MSGin5G Service specified information
	O
	The specific information of the MSGin5G Service specified by the MSGin5G Service Provider. (NOTE 2)


NOTE 2:
e.g. the segment size of MSGin5G message in this Service Provider, The detailed definition is out of scope of this document.

Besides the functionalities of Configuration Management Server specified in 3GPP TS 23.434 [5], the MSGin5G Configuration Function should also checks whether the MSGin5G UE ID (i.e. VAL UE ID) is included in a former Get VAL UE configuration request. 
-
If so, the MSGin5G Configuration Function included the UE Service ID assigned to the MSGin5G UE in the former configuration procedure as a part of VAL UE configuration data, 

-
Otherwise, a new UE Service ID is assigned to the MSGin5G UE and included in the VAL UE configuration data. 

Then the MSGin5G Configuration Function processes the configuration request according to the service policy.
8.1.3
Non-MSGin5G UE Configuration

When a Non-MSGin5G UE interacts to the Message Gateway first time (e.g. a Non-MSGin5G UE sends a message to a MSGin5G UE/Application Server or vice versa), the Message Gateway records the Non-MSGin5G UE ID and performs the configuration procedure on behalf of the Non-MSGin5G UE to get the MSGin5G Service configuration information (e.g. MSGin5G Service ID).

NOTE 1:
All the necessary service information (including the MSGin5G Service ID) of a non-MSGin5G UE can be pre-configured with the Message Gateway before the non-MSGin5G UE first uses the MSGin5G Service. This configuration procedure is outside the scope of the current specification.
In the Non-MSGin5G UE configuration procedure, the Message Gateway acts as Configuration management client specified in 3GPP TS 23.434 [5] on behalf of each Non- MSGin5G UE. 
The following steps of configuration management service may apply for the Message Gateway:

-
Send the Get VAL UE configuration request specified in clause 11.3.2.1 of 3GPP TS 23.434 [5];

-
Receive the related Get VAL UE configuration response specified in clause 11.3.2.2 of 3GPP TS 23.434 [5];
The usage of the above information flows is clarified as below:

-
An Information Element contains both Non-MSGin5G UE ID and GW Service ID works as VAL UE ID which is mandatory in the Get VAL UE configuration request;
NOTE 2:
The non-MSGin5G UE ID may differ among different VALs and may not unique among different Gateways. It is not enough to use only non-MSGin5G UE ID as VAL UE ID. 
-
The UE Service ID works as VAL user ID; 
-
The service identifier of MSGin5G Service works as VAL service ID;
Besides the IEs specified in clause 11.3.2.1 of 3GPP TS 23.434 [5], the information in table 8.1.3-1 is also included in the Get VAL UE configuration request.
Table 8.1.3-1: Additional Information in the Get VAL UE configuration request

	Information element
	Status
	Description

	Non-MSGin5G UE information
	O
	Other information needed by the configuration procedure. (NOTE 3)


NOTE 3:
The information can be the device type, device Vendor, etc. It is specified by application provider or MSGin5G Service Provider and is out of scope of this document. The MSGin5G Service Provider can configure the Non-MSGin5G UE with different configuration data based on this IE. E.g. all sensors can be configured to a same MSGin5G Server.

Editor's Note:
It is recommended that a new generic container IE is needed to be added in clause 11.3.2.1 of 3GPP TS 23.434 [5] to cover the Non-MSGin5G UE information 

The information in table 8.1.3-2 is included in the Get VAL UE configuration response as a part of VAL UE configuration data.
Table 8.1.3-2: Information in the Get VAL UE configuration response

	Information element
	Status
	Description

	UE Service ID
	M
	UE service ID assigned to the requesting Non-MSGin5G UE.

	MSGin5G Server
	M
	The MSGin5G Server which serves this MSGin5G UE.

	MSGin5G Service specific information
	O
	The specific information of the MSGin5G Service specified by the MSGin5G Service Provider. (NOTE 4)


NOTE 4:
E.g. the segment size of MSGin5G message in this Service Provider, The detailed definition is out of scope of this document.
Besides the functionalities of Configuration Management Server specified in 3GPP TS 23.434 [5], the MSGin5G Configuration Function should also checks whether the MSGin5G UE ID (i.e. VAL UE ID) is included in a former Get VAL UE configuration request. 
-
If so, the MSGin5G Configuration Function included the UE Service ID assigned to the MSGin5G UE in the former configuration procedure as a part of VAL UE configuration data, 
-
Otherwise, a new UE Service ID is assigned to the MSGin5G UE and included in the VAL UE configuration data. 
Then the MSGin5G Configuration Function processes the configuration request according to the service policy.
* * * Next Change * * * *
[…. First part of clause not shown for brevity ….]

Table 8.3.2-1: Request to MSGin5G Server for sending MSGin5G message

	Information element
	Status
	Description

	Originating MSGin5G Service ID
	M
	The service identity of the sending MSGin5G Client, Legacy 3GPP UE, Non-3GPP UE or the sending Application Server.

	Recipient MSGin5G Service ID
	O
	The service identity of the receiving MSGin5G Client, Legacy 3GPP UE, Non-3GPP UE or the receiving Application Server.

This IE is mandatory for Point-to-Point messaging, Application-to-Point messaging, AOMT messaging and MOAT messaging and is not present in other message scenarios.

	Recipient Group Service ID
	O
	The service identifier of the target MSGin5G Group. 

This IE is mandatory for a Group Message and is not present in other message scenarios.

	Recipient Broadcast Area ID
	O
	The service identifier of the Broadcast Service Area where the message needs to be broadcast. 

This IE is mandatory in the Broadcast Message and is not present in other message scenarios.

	Messaging Topic
	O
	Indicates which Messaging Topic this message is related to. 
This IE is mandatory for a message distribution based on topic and is not present in other message scenarios.

	Application ID
	O
	Identifies the application(s) for which the payload is intended.

This list of Application IDs IE is required when the message is sent to one or multiple Application Clients served by same MSGin5G Client.
This  list of Application IDs IE may be included when the message is sent to an Application Server or to an Application Client.

MSGin5G Server is unaware of the content.

	Message ID
	M
	Unique identifier of this message.

If the request is a delivery report (as shown in step 6) the Message ID IE is copied from the MSGin5G message that is being acknowledged.

	Security Credentials
	O
	Security information required by the MSGin5G Server.

This is a placeholder for SA3 security information.

	Delivery status required
	O
	Indicates if delivery acknowledgement from the recipient is requested.

This IE is not present if the MSGin5G message request is a delivery report (as shown in step 6).

	Failure Cause
	O
	If the request is a delivery report (as shown in step 6) the Failure Cause indicates the failure reason, if applicable.

	Payload
	O
	Payload of the message.

MSGin5G Server/Client is unaware of the content.

If the Request is a delivery report (as shown in step 6) the Payload IE is not included.

If the request is sent from MSGin5G Client or Message Gateway to the MSGin5G server, the maximum size of this IE is a configurable value that shall not exceed 2048 octets.

	Priority type
	O
	Application priority level requested for this message. 

If the Request is a delivery report (as shown in step 6) the Priority type IE is copied from the message that is being acknowledged.

	Message is segmented
	O
	Indicates this message is part of a segmented message.

	Segmentation Set Identifier
	O
	All segmented messages associated within the same set of segmented messages (i.e. associated with the same MSGin5G message) are assigned the same unique identifier.

Mandatory IE to be present in every segmented message.

	Total number of message segments
	O
	Indicates the total number of segments for the message.
The Total Segments needs to be included only in the first segment of the message.

	Message segment number
	O
	An incrementing message segment number that indicates segmented message number of each segmented message within a set of segmented messages

	Last Segment Flag 
	O
	An indicator of whether this segmented message is the last segment in the set of segmented messages or not.

The Last Segment Flag needs to be included only in the last segment of the message. Message segment number of the segment with "Last Segment Flag" set can be considered as total segments.


3.
The MSGin5G Server determines if the recipients are available to receive the message or if the message needs to be stored for deferred delivery. If the request includes the Message Topic IE, and the MSGin5G Server determines that corresponding subscriptions have been created and are within validity period, then Messaging Topic handling is required in step 6.
4.
If the message needs to be stored for deferred delivery, the MSGin5G Server stores the message request with the relevant delivery information.

5.
The MSGin5G Server may return a response to the originating entity and includes the IEs as listed in table 8.1.2‑2 in the response.

Table 8.3.2-2: Information Elements in Response

	Information element
	Status
	Description

	Originating MSGin5G Service ID
	M
	The identity of the MSGin5G Client, Legacy 3GPP UE, Non-3GPP UE or the identity of the Application Server that initiated the previous Request.

	Message ID
	M
	Identifier of the initiating Request.

	Delivery Status
	O
	Indicates if delivery is a failure, or if the message is stored for deferred delivery.

	Failure Cause
	O
	The reason for failure


6.
If in step 3 the MSGin5G Server determines that Messaging Topic handling is required, the MSGin5G Server creates corresponding instances of the message to be provided to the Messaging Topic subscribers. This handling is further described in clause 8.7.2.

7.
If requested, the MSGin5G Server may provide a MSGin5G Message Delivery report to the Message Gateway.

NOTE
 Step 7 can be started before step 6 is completed.
* * * Next Change * * * *
[…. First part of clause not shown for brevity ….]

Table 8.3.3-1: MSGin5G message request from MSGin5G Server

	Information element
	Status
	Description

	Originating MSGin5G Service ID
	M
	The service identity of the originating MSGin5G Client, Legacy 3GPP UE, Non-3GPP UE or the originating Application Server.

This IE is copied from the associated inbound message.

	Recipient MSGin5G Service ID
	O
	The service identity of the receiving entity.

This IE is mandatory for 
Point-to-Point messaging, Application-to-Point messaging, AOMT messaging and MOAT messaging and is not present in other message scenarios.

This IE is copied from the associated inbound message.

	Recipient Broadcast Area ID
	O
	The identifier of the Service Area where the message needs to be broadcast. 

This IE is mandatory in the Broadcast Message and is not present in other message scenarios.

This IE is copied from the associated inbound message.

	Application ID
	O
	Identifies the application for which the payload is intended.

This list of Application ID(s) IE is required when the message is sent to one or multiple Application Clients served by same MSGin5G Client.
This list of Application ID(s) IE may be included when the message is sent to an Application Server or to an Application Client.

This list of IEs is copied from the associated inbound message.

	Message ID
	M
	Unique identifier of this message.

This IE is copied from the associated inbound message.

	Security Credentials
	O
	Security information.

	Delivery status required
	O
	Indicates if delivery acknowledgement from the recipient is requested.

This IE is copied from the associated inbound message.

	Failure Cause
	O
	If the MSGin5G message is a delivery report the Failure Cause indicates the failure reason, if applicable.

This IE is copied from the associated inbound message.

	Payload
	O
	Payload of the message.

This IE is copied from the associated inbound message.

	Message is segmented
	O
	Indicates this message is part of a segmented message.

	Message delivery based on Messaging Topic indication
	O
	Indicates this message delivery is based on a Messaging Topic subscription and the receipt of a Messaging Topic message.

	Segmentation Set Identifier
	O
	All segmented messages associated within the same set of segmented messages (i.e. associated with the same MSGin5G message) are assigned the same unique identifier.

Mandatory IE to be present in every segmented message.

	Total number of message segments
	O
	Indicates the total number of segments for the message.
The Total Segments needs to be included only in the first segment of the message.

	Message segment number
	O
	An incrementing message segment number that indicates segmented message number of each segmented message within a set of segmented messages.

	Last Segment Flag 
	O
	An indicator of whether this segmented message is the last segment in the set of segmented messages or not.

The Last Segment Flag needs to be included only in the last segment of the message. Message segment number of the segment with "Last Segment Flag" set can be considered as total segments.


If the received MSGin5G message request is for Group Message, the MSGin5G Server shall replace the Recipient Group Service ID IE with the Recipient MSGin5G Service ID of each individual group member.
* * * Next Change * * * *

8.4.1
General

Based on maximum segment size allowed to transmit over available transport, the MSGin5G Service can optimize communications by aggregating one or more messages towards the target.
The following pre-conditions apply for message aggregation:

1.
The recipient UE(s) support a MSGin5G Client or the (Legacy-3GPP and non-3GPP) Message Gateway supports the MSGin5G Client capability.

2.
The MSGin5G Client 1 and MSGin5G Client 2 are registered with the MSGin5G Server.

* * * Next Change * * * *

In clause 8.7.1.2, 8.7.1.4, 8.7.3.2 are three occurences of reference [x3] which should be reference [13] as below:

3GPP TS 23.204 [13]
* * * Next Change * * * *

9.1.1.5.2
Registration operation
API operation name: Registration
Description: Do registration or update registration to a MSGin5G Server, by using this API, the AS provides/updates its information, including the URL used for the message delivery from MSGin5G Server to AS. 
Known Consumers: Application Server

Inputs: Refer subclause 9.1.2.3
Outputs: Refer subclause 9.1.2.4
Editor's Note:
The procedure of AS registration is to be added.
* * * Next Change * * * *

9.1.2.1
M5S AS originating message send request
The information flows from the Application Server to the MSGin5G server for message delivery includes the IEs in table 8.3.2-1, additionally, the following information in table 9.1.2.1-2 elements needs to be included:

Table 9.1.2.1-2: M5S Northbound Message Delivery Send request
	Information element
	Status
	Description

	Latency 
	O
	The latency requirement for the message.

	Authorization Information
	O
	The authorization information used to determine whether the AS is allowed to send the message

	Store and forward indicator
	O
	Whether this message may be store for further delivery when the target UE is unavailable.


9.1.2.2
M5S AS originating delivery status report request
The information flows from the Application Server to the MSGin5G server for message delivery report includes the IE in table 8.3.2-3, and the following information in table 9.1.2.2-1 elements needs to be included:

Table 9.1.2.2-1: M5S Northbound Message Delivery Send request
	Information element
	Status
	Description

	Authorization Information
	O
	The authorization information used to determine whether the AS is allowed to send the message


9.1.2.3
M5S AS registration request

The information flows from the Application Server to the MSGin5G server for registration request includes the information elements in Table 9.1.2.3-1.
Table 9.1.2.3-1: AS Registration request
	Information element
	Status
	Description

	AS service ID
	M
	The MSGin5G identifier of the Application Server.
This ID is configured before registration.

	Application ID
	M
	The identifier of the application specified by the application provider. 

	Authorization Information
	O
	The authorization information used to determine whether the AS is allowed to send the message

	Security Credentials
	O
	Security information required for the Application Server to register to the MSGin5G Server.

	Recall URLs
	
	The URL for receiving message, message delivery status report, etc. The MSGin5G Server uses this URL to interact to AS.

	Application Profile (NOTE)
	O
	The elements in Application Profile include the information of the Application Server, e.g. application name, application provider, application scenario description, application category, etc. 
This IE is used by MSGin5G Server to compare with application client information. 

	NOTE:
The detailed definition of Application Profile is out of scope of this document.


* * * Next Change * * * *

9.1.2.4
M5S AS registration response

The information flows from the MSGin5G server to the Application Server for registration response includes the information elements in Table 9.1.2.4-1.
Table 9.1.2.4-1: AS registration response
	Information element
	Status
	Description

	AS service ID
	M
	The MSGin5G identifier of the Application Server.

	Registration result
	M
	Indication if the registration is success or failure

	UE Service ID list
	O
	list of identifiers of UEs which may communicate with the Application Server. 


* * * End of Changes * * * *
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