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1. Introduction
The contribution is proposed to solve failure in discovery T-EAS procedure.

2. Reason for Change
In current business case, the target EDN and source EDN may be operated by different ECSP which could have the policy only to support communicate between their own EDNs, since the T-EES and S-EES is part of an EDN, so that the S-EES may not be able to communicate with the T-EES. 
In discovery T-EAS procedure, the S-EES sends "retrieve the target EES" message to ECS, and the ECS returns the T-EES which belongs to different EDN and may not have the connectivity with S-EES. So in step3 of discovery T-EAS procedure, if the S-EES does not have the connectivity with the S-EES, the S-EES may not be able to send EAS discovery request message to T-EES, and causing the failure of the discovery T-EAS and ACR.

In order to solve the failure of discovery T-EAS, the key point is to discover/select a suitable EES which can communicate with the source EES
This pCR is proposing to enhance the service provisioning procedure and EES retrieve procedure to indicate the ECS that a target EES which needs to communicate with the source EES.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v2.1.0.
* * * First Change * * * *

8.3.3.2.2
Request-response model

Figure 8.3.3.2.2-1 illustrates service provisioning procedure based on request/response model.

Pre-conditions:

1.
The EEC has been pre-configured or has discovered the address (e.g. URI) of the ECS;

2.
The EEC has been authorized to communicate with the ECS;

3.
The UE Identifier is either preconfigured or resulted from a successful authorization; and

4.
The ECS is configured with ECSP's policy for service provisioning.
5.
The ECS is configured with business agreement between ECSPs.
NOTE 1:
Details of ECSP's policy are out of scope.

Editor's Note:
[SA2] [SA3] Whether the UE's subscription data may contain the endpoint information of ECS is FFS and requires SA2 and SA3 coordination.

Editor's Note:
[SA3] The authorization procedure required to enable communication with the ECS is FFS.
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Figure 8.3.3.2.2-1: Service provisioning – Request/Response

1.
The EEC sends a service provisioning request to the ECS. The service provisioning request includes the security credentials of the EEC received during EEC authorization procedure and may include the UE identifier such as GPSI, connectivity information, UE location and AC profile(s) information.
If service provisioning procedure is triggered for ACR, the service provisioning request also includes source EES ID, source EES endpoint, indication of connectivity with S-EES, and ACR indicator which indicates service provisioning request is used for discovering a target EES for ACR.
2.
Upon receiving the request, the ECS performs an authorization check to verify whether the EEC has authorization to perform the operation. The ECS may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.10.2. If AC profile(s) are provided by the EEC, the ECS identifies the EES(s) based on the provided AC profile(s) and the UE location. When AC profiles(s) are not provided, then:

-
if available, the ECS identifies the EES(s) based on the UE-specific service information at the ECS and the UE location;

-
ECS identifies the EES(s) by applying the ECSP policy (e.g. based only on the UE location);
If service provisioning procedure is triggered for ACR, the ECS identifies the target EES(s) which has connectivity with the S-EES based on EES topology and connectivity information or local policy available at the ECS.
NOTE 2:
Details of the UE-specific service information and how it is available at the ECS is out of scope.

NOTE 3:
Both steps are evaluated prior to sending a response.
The ECS also determines other information that needs to be provisioned, e.g. identification of the EDN, EDN service area, EES endpoints.

3.
If the processing of the request was successful, the ECS responds to the EEC's request with a service provisioning response which includes a list of EDN configuration information, e.g. identification of the EDN, EDN service area, and the required information (e.g. URI, IP address) for establishing a connection to the EES.

If the ECS is not provisioned with any EDN configuration information or is unable to determine the EES information using the inputs in service provisioning request, UE-specific service information at the ECS or the ECSP's policy, the ECS shall reject the service provisioning request and respond with an appropriate failure cause. 
If the EDN configuration information includes an LADN DNN as an identifier for the EDN, the EEC considers the LADN as the EDN. Therefore, the service area of EDN is the LADN Service Area which can be discovered using the UE Registration Procedure. 

The EEC may cache the service provisioning information (e.g. EES endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the Service provisioning response, then the EEC may cache and reuse the Service provisioning information only for the duration specified by the Lifetime IE, without the need to repeat step 1.

If the ECS provided information regarding the service continuity support of individual EESs, the EEC may take this information into account when selecting an EES for EEC registration, EAS discovery or T-EAS discovery, respectively.
NOTE 4:
If the service provisioning request fails, the EEC can resend the service provisioning request again, taking into account the received failure cause.

NOTE 5:
Even after the EEC establishes a connection to the EES using information received in step 3, the EES can issue AF request to influence traffic routing from EEC to EES as specified in 3GPP TS 23.502 [2] clause 5.6.7.
* * * Next Change * * * *
8.3.3.3.2
Service provisioning request

Table 8.3.3.3.2-1 describes the information elements for service provisioning request from the EEC to the ECS. 

Table 8.3.3.3.2-1: Service provisioning request

	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	Source EES ID
	O
	The identifier of the source EES.

	Source EES Endpoint
	O
	The endpoint address (e.g. URI, IP address) of the source EES.

	ACR indicator
	O
	Indicates service provisioning procedure is used for target EES discovery to perform application context relocation with source EES.

	Indication of connectivity with S-EES
	O
	Indicates the EES need to have connectivity with S- EESs.


Editor's Note: [SA3] Whether the EECID and the UE ID included in request of EDGE-1 & 4 interactions is part of the security credential is SA3's responsibility.

* * * Next Change * * * *
8.8.3.3
Retrieve T-EES procedure

Figure 8.8.3.3-1 illustrates the procedure for the S-EES to retrieve the T-EES information from the ECS.

Pre-condition:

1.
The S-EES has been pre-configured with the address of the ECS; and

2.
The AC at the UE already has on-going application traffic with the S-EAS.
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Figure 8.8.3.3-1: Retrieve T-EES procedure

1.
The S-EES sends the Retrieve EES request (UE location information or UE identity, EASID of the S-EAS, target DNAI) to the ECS in order to identify the T-EES which has an EAS available to serve the given AC in the UE.
2.
If the request contains the UE identity (e.g. GPSI) but the UE location is not known to the ECS, then the ECS interacts with 3GPP core network to retrieve the UE location. The ECS determines T-EES(s) which has connectivity with the S-EES and as per the parameters (e.g. EASID, target DNAI) in the request and the UE location information.
3.
The ECS sends the Retrieve EES response (EASID of the S-EAS, list of T-EES(s) information) to the S-EES. The list of T-EES(s) information includes the endpoint for each of the T-EES(s), e.g. IP address determined in step 2.

NOTE:
The EES discovery initiated by the S-EES can be restricted only to its registered ECS.

* * * End of Change * * * *
