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1. Introduction
The application archiecture in clasue 5.2 supports constrained device to access MSGin5G service via MSGin5G UE-1 which is non-consrained devvice having access to network. This pCR provides procedures for constrained device to register, deregister, sending messages and receiving messsages using MSGin5G UE-1.
2. Reason for Change
Adding solution that was studied in TR 23.700-24 clause 6.28- Support for constrained devices in MSGin5G service
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.554 v0.3.0.
* * * First Change * * * *

8.2.2
MSGin5G inbound messages into the MSGin5G Server

Figure 8.2.2-1 shows the procedure for a MSGin5G UE that initiates a MSGin5G message request.
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Figure 8.2.2-1: New MSGin5G Message Request from UE
Figure 8.2.2-2 shows the procedure for an Application Server that initiates an API request for sending a MSGin5G Message to UE.

Editor's Note:
The APIs provided by MSGin5G Server to App Server is to be specified in another section of the TS.
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Figure 8.2.2-2: Application Server initiates a request for sending a MSGin5G message

Figure 8.2.2-3 shows the procedure for a Legacy 3GPP Message Gateway or a non-3GPP Message Gateway that sends a new MSGin5G message request to the MSGin5G Server on behalf of a Legacy 3GPP UE or Non-3GPP UE.


[image: image3.emf]Message

Gateway

MSGin5G 

Server

3. Determine whether message storage is 

required for any client

4. Stores Message for offline clients

6. MSGin5G Message Delivery report

2. MSGin5G Message request

5. Message Response


Figure 8.2.2-3: New MSGin5G Message Request sending from Message Gateway

The following procedure applies to the above figures 8.2.2-1, 8.2.2-2 and 8.2.2-3 with the exception that step 1 only applies to figure 8.2.2-1.

1.
The Application Client-1 in the UE sends a request to the MSGin5G Client for invoking the MSGin5G Client to send a new MSGin5G Message to a recipient or to multiple recipients.

Editor's Note:
Whether the APIs provided by the MSGin5G Client to the Application Client is to be specified in another section of the TS is FFS. 

2.
As shown in figure 8.2.2-1 or 8.2.2-3, the MSGin5G Client or Message Gateway sends the MSGin5G Message Request to the MSGin5G Server and includes the IEs as listed in table 8.2.2-1 in the request; or as shown in figure 8.2.2-2, the Application Server sends an API request to the MSGin5G Server for sending a MSGin5G message, the API request includes the IEs as listed in table 8.2.2-1.
Table 8.2.2-1: Request to MSGin5G Server for sending MSGin5G message

	Information element
	Status
	Description

	Originating MSGin5G Service ID
	M
	The service identity of the sending MSGin5G Client, Legacy 3GPP UE, Non-3GPP UE or the sending Application Server.

	Recipient MSGin5G Service ID
	O
	The service identity of the receiving MSGin5G Client, Legacy 3GPP UE, Non-3GPP UE or the receiving Application Server.

This IE is mandatory for point-to-point messaging, application-to-point messaging, AOMT messaging and MOAT messaging and is not present in other message scenarios.

	Recipient Group Service ID
	O
	The service identifier of the target MSGin5G Group. 

This IE is mandatory for a Group Message and is not present in other message scenarios.

	Recipient  Broadcast  Area ID
	O
	The service identifier of the Broadcast Service Area where the message needs to be broadcast. 

This IE is mandatory in the Broadcast Message and is not present in other message scenarios.

	Messaging Topic
	O
	Indicates which messaging topic this message is related to. 
This IE is mandatory for a message distribution based on topic and is not present in other message scenarios.

	Application ID
	O
	Identifies the application(s) for which the payload is intended.

This list of Application IDs IE is required when the message is sent to one or multiple Application Clients served by same MSGin5G Client.
This  list of Application IDs IE may be included when the message is sent to an Application Server or to an Application Client.

MSGin5G Server is unaware of the content.

	Message ID
	M
	Unique identifier of this message.

If the request is a Delivery Report (as shown in step 6) the Message ID IE is copied from the MSGin5G message that is being acknowledged.

	Security Credentials
	O
	Security information required by the MSGin5G Server.

This is a placeholder for SA3 security information.

	Delivery Status Required
	O
	Indicates if delivery acknowledgement from the recipient is requested.

This IE is not present if the MSGin5G message request is a Delivery Report (as shown in step 6).

	Failure Cause
	O
	If the request is a Delivery Report (as shown in step 6) the Failure Cause indicates the failure reason, if applicable.

	Payload
	O
	Payload of the message.

MSGin5G Server/Client is unaware of the content.

If the Request is a Delivery Report (as shown in step 6) the Payload IE is not included.

If the request is sent from MSGin5G Client or Message Gateway to the MSGin5G server, the maximum size of this IE is a configurable value that shall not exceed 2048 octets.

	Priority Type
	O
	Application priority level requested for this message. 

If the Request is a Delivery Report (as shown in step 6) the Priority Type IE is copied from the message that is being acknowledged.

	Message is segmented
	O
	Indicates this message is part of a segmented message.

	Segmentation Set Identifier
	O
	All segmented messages associated within the same set of segmented messages (i.e. associated with the same MSGin5G message) are assigned the same unique identifier.

Mandatory IE to be present in every segmented message.

	Total number of message segments
	O
	Indicates the total number of segments for the message.
The Total Segments needs to be included only in the first segment of the message.

	Message segment number
	O
	An incrementing  message segment number that indicates segmented message  number of each segmented message within a set of segmented messages


	Last Segment Flag 
	O
	An indicator of whether this segmented message is the last segment in the set of segmented messages or not.

The Last Segment Flag needs to be included only in the last segment of the message. Message segment number of the segment with "Last Segment Flag" set can be considered as total segments.

	UE ID
	M
	Identity of the UE hosting the MSGin5G Client (e.g. the External Identifier defined in TS 23.682 [x], or an MSISDN)

	MSGin5G Client Capabilities
	O
	A list of the MSGin5G capabilities supported by the MSGin5G Client (e.g. MOMT, AOMT, MOAT, Group, Broadcast)

	AS service ID
	M
	Identity of the MSGin5G server to which the 5GMSGS client-2 intends to register to. 


3.
The MSGin5G Server determines if the recipients are available to receive the message or if the message needs to be stored for deferred delivery.

4.
If the message needs to be stored for deferred delivery, the MSGin5G Server stores the message request with the relevant delivery information.

5.
The MSGin5G Server may return a response to the originating entity and includes the IEs as listed in table 8.1.2‑2 in the response.

Table 8.2.2-2: Information Elements in Response
	Information element
	Status
	Description

	Originating MSGin5G service ID
	M
	The identity of the MSGin5G Client, Legacy 3GPP UE, Non-3GPP UE or the identity of the Application Server that initiated the previous Request.

	Message ID
	M
	Identifier of the initiating Request.

	Delivery Status
	O
	Indicates if delivery is a failure, or if the message is stored for deferred delivery.

	Failure Cause
	O
	The reason for failure


* * * Next Change * * * *

8.x
Constrained devices in MSGin5G service
8.x.1
General

8.x.2
MSGin5G UE-2 (Constrained device) Registration

The signalling flow for registration of MSGin5G Client-2 on the MSGin5G UE-2 (which is constrained device) is illustrated in figure 8.x.2-1. The solution assumes that the MSGin5G Client-2 is responsible for triggering the registration to the MSGin5G Server.

NOTE 1:
The trigger for registering is based on application service logic and is out of scope of this specification.

Pre-conditions:

1.
The MSGin5G UE-1 is connected to an access network that provides connectivity to the MSGin5G Server.
2.
The MSGin5G UE-2 is constrained device and does not have connection to an access network that provides connectivity to the MSGin5G Server.

3.
The MSGin5G Client-2 has been configured with the MSGin5G Server Identity.

4.
The MSGin5G Server have been configured with the necessary credentials to enable authenticating MSGin5G Client-2.
5.
The MSGin5G UE-2 has discovered MSGin5G UE-1 having connectivity to the MSGin5G server, and have mutually authenticated each other.
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Figure 8.x.2-1: Registration of MSGin5G client-2 residing on the MSGin5G UE-2
1)
Upon receiving a request from an Application Client on the MSGin5G UE-2 to register with MSGin5G server, the MSGin5G Client-2 sends a MSGin5G Request For Registration message to the MSGin5G Client-1. The request includes security credentials required for the MSGin5G Client-2 to register to the MSGin5G Server. 
a)
The MSGin5G Request For Registration message includes following information elements from Table 8.2.2-1: 

i)
Originating MSGin5G Service ID - identifier assigned to the MSGin5G Client by the MSGin5G Server upon initial registration. This element is added while performing registration update;
ii)
UE ID, MSGin5G Client Capabilities and AS serice ID;
2)
Upon receiving the request from the MSGin5G client-2, the MSGin5G Client-1 may reject the MSGin5G Request For Registration based on local condition (like available power or connectivity to access network or any other reason outside the scope of 3GPP). If the MSGin5G Client-1 decides to reject the MSGin5G Request For Registration message, then go to step-3. Otherwise, the MSGin5G Client-1 performs the registration procedure as specified in clause 8.y or 8.z with following clarification and additional information elements defined in Table 8.x.2-2. 
NOTE 3:
Registration procedure as specified in clause 8.y is used when the MSGin5G UE-2 is not aware of its own MSGin5G Service ID, otherwise registration procedure as specified in clause 8.z is used.

Table 8.x.2-2: Additional information for MSGin5G Client Registration request
	Information element
	Status
	Description

	MSGin5G service ID of the UE Message Gateway UE
	O
	MSGin5G Client identifier of the MSGin5G Client-1 who sends registration request for MSGin5G Client-2.


-
UE ID in MSGin5G Client Registration request is set to UE ID received in MSGin5G Request For Registration message;

-
MSGin5G Client Capabilities in MSGin5G Client Registration request is set to the MSGin5G Client Capabilities received in Request for Registration message;

The MSGin5G server accepts the registration request from MSGin5G Client-1 on behalf of MSGin5G Client-2 based on security credentials provided in the registration request message, and further upon successful registration stores the mapping where MSGin5G Client-1 acting as UE Message Gateway to MSGin5G Client-2. The mapping will be used while sending message to MSGin5G Client-2.
NOTE 3:
The MSGin5G Client-1 may decide to use different client ports other than the ports used in its own registration request.

3)
Upon deciding the reject the request for registration message in step 2) or upon receiving a response from MSGin5G Server, the MSGin5G client-1 sends a MSGin5G Response For Registration message to the MSGin5G Client-1 indicating success or failure of the registration. In case of successful registration, the MSGin5G Client-1 includes the MSGin5G Service ID assigned by MSGin5G server to the MSGin5G Client-2. In case of failure, the MSGin5G Client-1 includes reason for the failure in the notification message.

NOTE 4: The MSGin5G Client-1 may act as UE Message Gateway for multiple constrained devices. The MSGin5G Client-1 needs to maintain mapping between UE ID, AS Server ID and MSGin5G service ID of the device initiated the request.

8.x.3
MSGin5G UE-2 (Constrained device) Deregistration

The signalling flow for deregistration of MSGin5G Client-2 on the MSGin5G UE-2 (which is constrained device) is illustrated in figure 8.x.3-1. The solution assumes that the MSGin5G Client-2 is responsible for triggering deregistration to the MSGin5G Server.

NOTE 1:
The trigger for deregistering is based on application service logic and is out of scope of this specification.

Pre-conditions:

1.
The MSGin5G UE-1 is connected to an access network that provides connectivity to the MSGin5G Server.
2.
The MSGin5G UE-2 is constrained device and does not have connection to an access network that provides connectivity to the MSGin5G Server.

3.
The MSGin5G Server have been configured with the necessary credentials to enable authenticating MSGin5G Client-2.
4.
The MSGin5G UE-2 has discovered MSGin5G UE-1 having connectivity to the MSGin5G server, and have mutually authenticated each other.

5.
The MSGin5G Client-2 has been registered with MSGin5G server using MSGin5G UE-1 as a UE Message Gateway.
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Figure 8.x.3-1: Deregistration of MSGin5G client-2 residing on the MSGin5G UE-2
1)
Upon receiving a request from an Application Client on the MSGin5G UE-2 to deregister with MSGin5G server, the MSGin5G Client-2 sends a MSGin5G Request For Deregistration message to the MSGin5G Client-1. 
a)
The MSGin5G Request For Registration message includes following information elements from Table 8.2.2-1: 

i)
Originating MSGin5G Service ID - identifier assigned to the MSGin5G Client by the MSGin5G Server upon initial registration. This element is added while performing registration update;
The MSGin5G server removes the mapping where MSGin5G Client-1 acting as UE Message Gateway to MSGin5G Client-2.

2)
Upon receiving the request from the MSGin5G client-2, the MSGin5G Client-1 performs the deregistration procedure as specified in clause 8.a or 8.b. 
3)
Upon receiving a response from MSGin5G Server, the MSGin5G client-1 sends a MSGin5G Response For Deregistration message to the MSGin5G Client-1 indicating success or failure of the deregistration.

8.x.4
MSGin5G UE-2 (Constrained device) sending point-to-point message using UE Message Gateway
The signalling flow for MSGin5G Client-2 on the MSGin5G UE-2 (which is constrained device) to send point-to-point message is illustrated in figure 8.x.4-1. 
Pre-conditions:

1.
The MSGin5G UE-1 is connected to an access network that provides connectivity to the MSGin5G Server.
2.
The MSGin5G UE-2 is constrained device and does not have connection to an access network that provides connectivity to the MSGin5G Server.

3.
The MSGin5G Client-2 has registered with MSGin5G server using MSGin5G UE-1 which is acting as UE-Message Gateway.
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Figure 8.x.4-1: MSGin5G client-2 residing on the MSGin5G UE-2 sends point-to-point message
1)
Upon receiving a request from an Application Client on the MSGin5G UE-2 to send point-to-point message, the MSGin5G Client-2 sends a Request to Send MSGin5G message to the MSGin5G Client-1. The information elements defined in clause 8.6.1.1 are included in the request.
2)
Upon receiving the request from the MSGin5G client-2, the MSGin5G Client-1 may reject the request to send MSGin5G message based on local condition (like available power or connectivity to access network or any other reason outside the scope of 3GPP). If MSGin5G Client-1 decides to reject the request, then go to step-3. Otherwise, if the size of the received message exceeds the maximum allowed packet size, the MSGin5G Client-1 sends point to point message as specified in clause 8.c. If the size of the received message does not exceed the maximum allowed packet size, the MSGin5G Client-1 sends point to point message as specified in clause 8.d. The 5GMSGS client-1 uses the information elements received in request to send MSGin5G message request from MSGin5G Client-2 to send MSGin5G message request with additional information elements defined in Table 8.x.4-1. 
Table 8.x.4-1: Additional information for MSGin5G message request

	Information element
	Status
	Description

	MSGin5G Service ID of UE Message Gateway
	O
	MSGin5G Client identifier of the MSGin5G Client-1 who sends point to point message for MSGin5G Client-2.


3)
The MSGin5G Client-1 sends Response to Send MSGin5G message to MSGin5G Client-2. If the MSGin5G Client-1 has decided to reject the request to send the message in step 2) or the MSGin5G Client-1 received reject response from MSGin5G Server in step 2), the MSGin5G Client-1 sends failure response to the MSGin5G Client-2 and stops performing further steps. Otherwise, the MSGin5G Client-1 sends success response to the MSGin5G Client-2.

4)
If delivery status is enabled while sending the message, the MSGin5G Client-1 may received delivery report from the MSGin5G service.

5)
Upon receiving the delivery report, the MSGin5G Client-1 sends the delivery report to the MSGin5G Client-2.

8.x.5
MSGin5G UE-2 (Constrained device) sending group message using UE Message Gateway
The signalling flow for MSGin5G Client-2 on the MSGin5G UE-2 (which is constrained device) to send group message is illustrated in figure 8.x.5-1. 
Pre-conditions:

1.
The MSGin5G UE-1 is connected to an access network that provides connectivity to the MSGin5G Server.
2.
The MSGin5G UE-2 is constrained device and does not have connection to an access network that provides connectivity to the MSGin5G Server.

3.
The MSGin5G Client-2 has registered with MSGin5G server using MSGin5G UE-1 which is acting as UE-Message Gateway.
4.
A MSGin5G Group is created by following group management SEAL service procedures as specified in 3GPP TS 23.434 [9], and the MSGin5G UE-2 is member of the group.
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Figure 8.x.5-1: MSGin5G client-2 residing on the MSGin5G UE-2 sends group message
1)
Upon receiving a request from an Application Client on the MSGin5G UE-2 to send point-to-point message, the MSGin5G Client-2 sends a Request to Send MSGin5G Group message to the MSGin5G Client-1. The information elements defined in clause 8.6.4.2 are included in the request.
2)
Upon receiving the request from the MSGin5G client-2, the MSGin5G Client-1 may reject the request to send MSGin5G message based on local condition (like available power or connectivity to access network or any other reason outside the scope of 3GPP). If MSGin5G Client-1 decides to reject the request, then go to step-3. Otherwise, if the size of the received message exceeds the maximum allowed packet size, the MSGin5G Client-1 sends the group message as specified in clause 8.e. If the size of the received message does not exceed the maximum allowed packet size, the MSGin5G Client-1 sends the group message as specified in clause 8.f. The 5GMSGS client-1 uses the information elements received in request to send MSGin5G message request from MSGin5G Client-2 to send MSGin5G message request with additional information elements defined in Table 8.x.5-1. 
Table 8.x.5-1: Additional information for MSGin5G message request

	Information element
	Status
	Description

	MSGin5G Service ID of UE Message Gateway
	O
	MSGin5G Client identifier of the MSGin5G Client-1 who sends group message for MSGin5G Client-2.


3)
The MSGin5G Client-1 sends Response to Send MSGin5G Group message to MSGin5G Client-2. If the MSGin5G Client-1 has decided to reject the request to send the message in step 2) or the MSGin5G Client-1 received reject response from MSGin5G Server in step 2), the MSGin5G Client-1 sends failure response to the MSGin5G Client-2 and stops performing further steps. Otherwise, the MSGin5G Client-1 sends success response to the MSGin5G Client-2.

4)
If delivery status is enabled while sending the message, the MSGin5G Client-1 may received delivery report(s) from the MSGin5G service.

5)
Upon receiving the delivery report(s), the MSGin5G Client-1 sends the delivery report(s) to the MSGin5G Client-2.

8.x.6
MSGin5G UE-2 (Constrained device) receiving message via UE Message Gateway
The signalling flow for MSGin5G Client-2 on the MSGin5G UE-2 (which is constrained device) to receive message (group message, point-to-point message or point-to-application message) is illustrated in figure 8.x.6-1. 
Pre-conditions:

1.
The MSGin5G UE-1 is connected to an access network that provides connectivity to the MSGin5G Server.
2.
The MSGin5G UE-2 is constrained device and does not have connection to an access network that provides connectivity to the MSGin5G Server.

3.
The MSGin5G Client-2 has registered with MSGin5G server using MSGin5G UE-1 which is acting as UE-Message Gateway.
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Figure 8.x.6-1: MSGin5G client-2 residing on the MSGin5G UE-2 receives message
1)
The MSGin5G Client-1 receives either a group message as specified in clause 8.g or a point-to-point message as specified in clause 8.h or application-to-point message as specified in clause 8.i for the MSGin5G Client-2 for which the MSGin5G Client-1 is acting as UE Message Gateway. The MSGin5G Client-1 performs reassembly is the received message is segmented. The MSGin5G Cleint-1 may also perform segment recovery procedure as specified in clause 8.4.6 to recover missing segments.

2)
Upon successfully receiving a message for the MSGin5G Client-2, the MSGin5G Client-1 will send MSGin5G message received request to MSGin5G Client-2. The information elements defined in Table 8.x.6-1 are included in the request.
a)
The MSGin5G message received request includes Originating MSGin5G Service ID, Recipient Group ID and Message ID and Payload information elements from Table 8.2.2-1. The MSGin5G message received request may include Application ID and Priority type information elements from Table 8.2.2-1.
3)
Upon successfully receiving the message, the MSGin5G Client-2 sends MSGin5G send message response to the MSGin5G client-1.

4)
If delivery report is required, the MSGin5G client-2 sends delivery report to the MSGin5G Client-1.

5)
Upon receiving the delivery report, the MSGin5G Client-1 sends delivery report to the MSGin5G server.
* * * End of Change * * * *
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