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1. Introduction
This contribution provides a proposal for overall evaluation of solutions for key issue#4.
2. Reason for Change
Add overall evaluation for key issue#4.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

Solution #22 addresses the setup of the required QoS services including the request for those services. It addresses also the communication of FF application requirements.
* * * First Change * * * *

8.3.1
General
All the key issues and solutions specified in this technical report are listed in table 8.3-1. It includes the mapping of the key issues (clause 5) to the solutions and corresponding solution evaluations. Also it lists the dependency on the ongoing work in the other working groups that will need consideration during the normative phase.
Table 8.3-1: Key issue and solution evaluation

	Key issue
	Solution
	Impact on FAE layer
	Impact on SEAL layer
	Evaluation

(subclause reference)
	Dependency on other working groups

	Key issue 1 - Use of network slicing for FFAPP
	Solution #12: Private Slice
	
	Yes
NRM or new
	7.12.2
	SA2, SA5

	
	Solution #13: Application-triggered slice re-mapping for FF applications
	Yes
	Yes
NRx
	7.13.2
	SA2, SA5

	Key issue 2 - Geographic location and positioning information support
	Solution #7 Geographic location and positioning information support
	
	Yes
LM
	7.7.5
	

	Key issue 3 - Clock synchronization
	Solution #14 clock synchronization
	
	
	7.14.3
	SA2

	
	Solution 15: Time Synchronization Management
	
	Yes
NRM
	7.15.3
	SA2

	Key issue 4 - TSN supporting
	
	
	

	
	

	
	Solution #16: TSN policy negotiation via FAE layer
	Yes
	Yes
NRx(Solution #10)
	7.16.2
	SA2

	
	Solution #17: Support TSN in FF Application Enabler layer
	Yes
	
	7.17.2
	SA2

	
	Solution #22: SEAL support for TSC services
	
	Yes
NRM
	7.22.5
	

	Key issue 5 - QoS monitoring
	Solution #8: QoS monitoring
	Yes
	
	7.8.2
	SA2

	
	Solution #10: QoS monitoring for TSC services
	
	Yes
NRM
	7.10.3
	SA2

	Key issue 6 - 5GLAN group management
	Solution #9: 5GLAN group management
	
	Yes
GM
	7.9.2
	

	Key Issue 7 - Device Onboarding
	
	
	
	-
	SA2

	Key issue 8 - Communication of FF application requirements with 5GS
	Solution #2: Establishing communication with FF application service requirements
	Yes
	
	7.2.2
	

	
	Solution #11: Establishing communication connectivity between FF Enabler Clients with FF application service requirements
	Yes
	
	7.11.2
	

	
	Solution #19: Communicating FF application service requirements with 3GPP system
	
	Yes
NRM
	7.19.2
	

	
	Solution #22: SEAL support for TSC services
	
	Yes
NRM
	7.22.5
	

	Key issue 9 - Communication service on the Edge deployments
	Solution #5: Edge deployment within FFAPP
	Yes
	
	7.5.2
	

	
	Solution #6: Provisioning of FFAPP within Edge Data Network configuration
	Yes
	
	7.6.2
	

	
	Solution #23 (merging Sol#5, #6): Edge computing for FFAPP
	Yes
	Yes
	7.23.2
	

	Key issue 10 - Integration with Existing Operation Technologies
	Annex B: Integration with Operation Technologies
	
	
	
	

	Key issue 11 - QoS coordination
	Solution #2: Establishing communication with FF application service requirements
	Yes
	
	7.2.2
	

	
	Solution #11: Establishing communication connectivity between FF Enabler Clients with FF application service requirements
	Yes
	
	7.11.2
	

	
	Solution #19: Communicating FF application service requirements with 3GPP system
	
	Yes
NRM
	7.19.2
	

	
	Solution #22: SEAL support for TSC services
	
	Yes
NRM
	7.22.5
	

	Key Issue 12 - User authorization
	SA3 scope
	
	
	
	SA3

	Key Issue 13: Capability Exposure related to Private Slice Network Status
	Solution #12: Private Slice
	
	Yes
NRM or new
	7.12.2
	SA2, SA5

	
	Solution #1: FF application layer functional model
	
	
	7.1.2
	

	Key Issue 14 – Device monitoring
	Solution #18: Device monitoring
	Yes
	Yes
NRM
	7.18.2
	

	Key Issue 15 – Support for group communication
	Solution #9: 5GLAN group management
	
	Yes
GM
	7.9.2
	

	Key Issue 16 – Constrained devices
	Solution #20: SEAL support for CoAP to address constrained devices
	
	Yes

	7.20.6
	

	Key Issue 17 – Using 5G CN capabilities for SEAL Groups
	Solution #21: Enabling 5G CN capabilities for SEAL Groups
	
	Yes
GM
	7.21.3
	

	Key Issue 18 – Support for Message communication
	Solution #24: Message communication using MSGin5G service
	Yes
	
	7.24.3
	


* * * Next Change * * * *
8.3.x
Overall evaluation of solutions for key issue#4
Key issue#4 corresponds to TSN support of and translation of TSN application QoS requirements to network QoS parameters of FF applications within the 5G network. Three solutions are proposed in this document.
Solution#16 proposes that a trigger event - based on the monitored QoS parameters (by SEAL / NRx or by the network) -  which can be a policy related to the 1) adaptation of application requirements (e.g. survival time, TSC service area, mobility change) or 2) adaptation of port management policies (DS-TT, NW-TT policies) makes the TSN system to provide a request for adaptation of the configuration based on these requirements, and FAE server will send these policies to the corresponding Devices (FAE clients). There is no valid use case identified for this solution.
Solution#17 proposes to support FAE server acting as TSN AF without SEAL, which depends TSC capabilities specified on Rel-16 3GPP TS 23.501 [7] and solutions currently studied in 3GPP TR 23.700-20 [13].
Solution#22 proposes an architecture to expose Time Sensitive Communication (TSC) capabilities of the 5G system which supports integration with an IEEE TSN system as well as 5G-native (i.e. non-TSN) TSC services. Due to the common nature of these TSC capabilities (which can be used by various verticals), it is proposed to enhance the SEAL. 
Solution#22 will be considered for normative work as the proposed solution addresses the generic service requirements common across different verticals. It provides a solution at the SEAL enabling layer compared to Solutions #2 and #11 which are only applicable for FF applications.
* * * Next Change * * * *
9
Conclusions

Editor's Note:
This clause is intended to list conclusions that have been agreed during the course of the study item activities.

The following solutions address corresponding key issues described in clause 5. Therefore, these solutions can be considered for follow-up normative work, respectively.

1)
The solution for 5GLAN group management described in clause 7.9 can be considered as a candidate solution on SEAL layer with necessary enhancements as appropriate, according to the overall evaluation (clause 8);

2)
The solution for constrained devices described in clause 7.20 can be considered as a candidate solution on SEAL layer with necessary enhancements as appropriate, according to the overall evaluation (clause 8);
3)
The solution for enabling the 5G CN capabilities for SEAL Groups in 7.21 can be considered as a candidate solution on SEAL layer with necessary enhancements as appropriate, according to the overall evaluation (clause 8);
4)
The solution for FF application layer functional model described in clause 7.1 can be considered as the baseline functional model with necessary enhancements as appropriate;

5)
The solution for geographic location and positioning information support described in clause 7.7 can be considered as a candidate solution on SEAL layer with necessary enhancements as appropriate, according to the overall evaluation (clause 8);

6)
The solution for private slice described in clause 7.12 can be considered as a candidate solution on SEAL layer with necessary enhancements as appropriate, according to the overall evaluation (clause 8);
7)
The solution for time synchronization management described in clause 7.15 can be considered as a candidate solution on SEAL layer with necessary enhancements as appropriate, according to the overall evaluation (clause 8);
8)
The solution for edge computing described in clause 7.23 can be considered as a candidate solution on FAE layer and SEAL layer with necessary enhancements as appropriate, according to the overall evaluation (clause 8);

9)
The solution for Message communication support for non-TSN messaging communications described in clause 7.24 can be considered as a candidate solution on FAE layer with necessary enhancements as appropriate, according to the overall evaluation (clause 8);
x) The solution for TSN support and translation of TSN application QoS requirements to network QoS parameters of FF applications within the 5G network described in clause 7.22.
