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1. Introduction
Clause 7.5 of TR 23.700-79 captures the headline "Connection authorisation for non-3GPP devices that do not host an MC client", but any content is missing. This pCR adds a new solution and for the connection authentication scenario when the MC client is hosted by the MC gateway UE.

2. Reason for Change
The solution description is missing.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-79v040.
* * * First Change * * * *

7.5
Connection authorisation for non-3GPP devices that do not host an MC client
7.5.1
General

This solution addresses the key issue 2 described in clause 5.2 on authorisation for connection of non-3GPP devices with an MC gateway UE. The solution is applied to non-3GPP devices which cannot host an MC client.

With this procedure the MC server performs authorization for the use of the MC gateway UE by the MC client, i.e. the binding between the MC gateway UE and the MC client is authorized and controlled by the MC server.

7.5.2
Information flows

7.5.2.1
Connection authorization request
Table 7.5.2.1-1 describes the information flow connection authorization request sent from the MC client, which resides on a MC gateway UE, to the MC server.
Table 7.5.2.1-1: Connection authorization request

	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user.

	NOTE:
The GW MC service ID indicates for which MC service the connection is to be authorised.


NOTE:
The MC service ID used for MC service authorisation and the GW MC service ID used for connection authorization may have different values. Both identities are configured by the Mission Critical Organisation.

7.5.2.2
Connection authorization response
Table 7.5.2.2-1 describes the information flow connection authorization response sent from the MC server to the MC client residing on the MC gateway UE.

Table 7.5.2.2-1: Connection authorization response

	Information element
	Status
	Description

	GW MC service ID
	M
	The GW MC service ID of the requesting MC service user.

	Result
	M
	Success or failure of the connection authorization request (authorization successful/failed; service not supported).


7.5.3
MC server configuration data

Table 7.5.3-1 describes configuration data to be stored in the MC server to perform an authorization check to verify that access via the MC gateway UE is permitted.
Table 7.5.3-1: MC service configuration data (on‑network)

	Reference
	Parameter description
	MC client
	MC server
	Configuration management server

	Subclause 5.15 of 3GPP TS 22.280 [3]
	List of permitted GW MC service ID(s)
	N
	Y
	Y

	
	> GW MC service ID
	N
	Y
	Y


7.5.4
Initial MC gateway UE configuration data
The initial MC gateway UE configuration data is essential to the MC gateway UE to successfully connect MC clients to the MC system. The initial MC gateway UE configuration data can be the same or different across MC gateway UEs.

Data in Table 7.5.4-1 is provided to the MC gateway UE during the bootstrap process and can be configured on the MC gateway UE offline using the CSC-11 reference point or via other means.
Table 7.5.4-1: Initial MC gateway UE configuration data (on-network)
	Reference
	Parameter description

	Subclause 5.15 of 3GPP TS 22.280 [3]
	List of MC GW service IDs for MCPTT

	
	> MC GW service ID

	Subclause 5.15 of 3GPP TS 22.280 [3]
	List of GW MC service IDs for MCVideo

	
	> MC GW service ID

	Subclause 5.15 of 3GPP TS 22.280 [3]
	List of GW MC service IDs for MCData

	
	> MC GW service ID


NOTE:
Configured MC service IDs indicate the support of an MC service.
7.5.5
Procedure

The procedure for connection authorisation of an MC client hosted by the MC gateway UE towards an MC server is shown in figure 7.5.5-1.

Pre-conditions

-
The MC service user wishes to have access to MC services using a non-3GPP device, where the MC client is hosted by the MC gateway UE.
-
The MC service user has selected an MC gateway UE or alternatively, the non-3GPP has performed a selection by internal criteria.
NOTE:
The internal criteria are outside the scope of the present document.

-
The MC client, which is hosted by the MC gateway UE, has been configured with the necessary parameters needed for connectivity with the MC gateway UE.

-
The MC gateway UE has performed service authorization for one or more MC services with the MC system.
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Figure 7.5.5-1: Connection authorisation of an MC client hosted by an MC gateway UE

1.
The MC client, hosted by the MC gateway UE, requests connection authorization with an MC server by providing the GW MC service ID. The MC gateway UE sends the connection authorization request to the MC server.
2.
The MC server performs an authorization check, to verify that access using the MC gateway UE is permitted.

3.
The MC server sends the connection authorization response to the MC client residing on the MC gateway UE.

The MC client has now access to the MC server and may continue with user authentication and service authorization.
If the MC service user wishes to have access to another MC service, the above procedure is repeated. The MC service user may select a different MC gateway UE for the new MC service, if multiple MC gateway UEs are available.
7.5.6
Solution evaluation

The non-3GPP device is not required to host an MC client, instead the MC gateway UE hosts the MC client for the non-3GPP device.
The MC gateway UE acts as an MC application connection node which enables and handles user signalling traffic and media plane traffic individually, i.e. on per MC service user basis, between the non-3GPP device and the corresponding MC server.


* * * End of Change * * * *
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