

	
3GPP TSG-SA WG6 Meeting #43	S6-211241
e-meeting, 24th May – 2nd June 2021	(revision of S6-21xxxx)

	CR-Form-v12.1

	CHANGE REQUEST

	

	
	23.434
	CR
	0065
	rev
	-
	Current version:
	17.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	[bookmark: _GoBack]X



	

	Title:	
	SEAL enable 5G CN capabilties for SEAL groups

	
	

	Source to WG:
	Samsung

	Source to TSG:
	S6

	
	

	Work item code:
	eSEAL
	
	Date:
	2021-05-19

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	As per conclusions in TR 23.745, for the KI#17 (Using 5G CN capabilities for SEAL Groups), it is concluded in clause 9, that the solution #21 (Enabling 5G CN capabilities for SEAL groups) as the way forward for the normative phase and SEAL should be enhanced with this new solution. This CR proposes udpates to SEAL group management procedures with support of external group identifier identified by the 3GPP core network.	

	
	

	Summary of change:
	SEAL group management procedures updated with support for external group Id.

	
	

	Consequences if not approved:
	Enabling 5G CN capabilities for SEAL groups as concluded in FFAP work, will be unspecified.

	
	

	Clauses affected:
	4.4.2, 10.2.2, 10.3.3, 10.3.7, 10.3.8.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	




* * * First Change * * * 
[bookmark: _Toc67960720]4.4.2	Requirements
[AR-4.4.2-a] The SEAL shall enable group management operations (e.g. CRUDN) by the authorized users or VAL server.
[AR-4.4.2-b] The SEAL shall enable creation of group to be used by one or more vertical applications within the same VAL system.
[AR-4.4.2-c] The SEAL shall enable two or more groups to be merged (temporarily or permanently) into a single group by the authorized users or VAL server wherein all the group members of the constituent groups are designated as members of the merged group.
[AR-4.4.2-d] The SEAL shall enable the support of external group identifier (identifying a group of UEs by the 3GPP CN) in group management procedures.

* * * Next Change * * * 
[bookmark: _Toc67960867]10.2.2	On-network functional model description
Figure 10.2.2-1 illustrates the generic on-network functional model for group management.


Figure 10.2.2-1: On-network functional model for group management
The group management client communicates with the group management server over the GM-UU reference point. The group management client provides the support for group management functions to the VAL client(s) over GM‑C reference point. The VAL server(s) communicate with the group management server over the GM-S reference point. 
The group management server interacts with the NEF of the underlying 3GPP network system via N33 reference point to perform group management procedures for 5G Virtual Network (5GVN) groups. The group management server supports the external group identifier within the SEAL group document to enable the SEAL servers to consume the NEF services for the member UEs of the SEAL group.
* * * Next Change * * * 
[bookmark: _Toc67960918]10.3.3	Group creation
Figure 10.3.3-1 below illustrates the group creation operations by authorized VAL user/UE/administrator to create a group. It applies to the scenario of normal group creation by a VAL administrator or by authorized user/UE.
Pre-conditions:
1.	The group management client, group management server, VAL server and the VAL group members belong to the same VAL system.
2.	The authorized VAL user/UE/administrator is aware of the users' identities which will be combined to form the VAL group.






Figure 10.3.3-1: Group creation
1.	The group management client of the authorized VAL user/UE/administrator requests group create operation to the group management server. The identities of the users or UEs being combined and the information of the VAL services that are enabled on the group shall be included in this message.
2.	During the group creation, the group management server creates and stores the information of the group. The group management server performs the check on the policies e.g. maximum limit of the total number of VAL group members for the VAL group(s).
NOTE:	The exact policies are out of scope of the present document.
3.	The external group identifier, identifying the member UEs of the VAL group at the 3GPP core network, is stored in the newly created VAL group’s configuration information.
34.	The group management server may conditionally notify the VAL server regarding the group creation with the information of the group members.
45.	The VAL group members of the VAL group are notified about the newly created VAL group configuration data.
65.	The group management server provides a group creation response to the group management client of the administrator/authorized VAL user/UE.
* * * Next Change * * * 
[bookmark: _Toc67960930]10.3.7	Location-based group creation
Figure 10.3.7-1 below illustrates the location-based group creation.
Pre-conditions:
1.	The group management client, group management server, VAL server, location management server and the VAL group members belong to the same VAL system.
2.	The authorized VAL user/UE/administrator is not aware of the users' or UE identities which will be combined to form the VAL group.






Figure 10.3.7-1: Location-based group creation
1.	The group management client or the VAL server requests location-based group create operation to the group management server. The location criteria for determining the identities of the users or UEs to be combined shall be included in this message.
2.	The group management server requests the location management server for obtaining the users or UEs corresponding to the location information.
3.	The location management server composes the list of users or UEs within the requested location.
4.	The group management server receives the composed list of users or UEs from the location management server.
5.	During the group creation, the group management server creates and stores the information of the location-based group. The group management server performs the check on the policies e.g. maximum limit of the total number of VAL group members for the VAL group(s).
NOTE:	The exact policies are out of scope of the present document.
Editor's Note:	Group updates due to Users or UEs moving in or out of the location is FFS.
6.	The external group identifier, identifying the member UEs of the VAL group at the 3GPP core network, is stored in the newly created VAL group’s configuration information.
67.	The group management server provides a location-based group creation response to the group management client or the VAL server.
* * * Next Change * * * 
[bookmark: _Toc67960933]10.3.8.2	Procedure
Pre-conditions:
1.	The group management client, group management server, VAL server and the VAL clients belong to the same VAL system.
2.	The VAL server is aware of the users' identities and is authorized to form a VAL group.




Figure 10.3.8.2-1: Procedure for establishing VAL group communication between the group management server and group management client1.
1.	The VAL server determines group information and the identity list to which the group announcement shall be sent. The decision can be based on the list of authorized UEs and other criteria (e.g. user consent, service, or vehicle driving profile).
2.	The VAL server configures VAL group for Uu communication defined by VAL Group ID for one or more VAL services with list of VAL Service ID with the group management server.
3.	The group management server creates an empty group based on the information provided in the Configure VAL group request. The group management server stores the mapping between the VAL group ID and the external Group Id in the VAL group document, along with a list of GPSIs corresponding to the identity list provided by the VAL server. The group management server also determines whether the group is for 5G LAN-Type communication and whether Ethernet or IP (IPv4 and/or IPv6) transport shall be used for the 5G LAN-Type communication.
4.	If 5G LAN-Type communication is to be used, the group management server creates a 5GVN group in the 5GS via N33 using the create group procedure specified in 3GPP TS 23.501 [10] clause 5.29.2 and 3GPP TS 23.502 [11] clause 4.15.6. The group management server creates the 5GVN group data and the 5GVN group membership data defined in 3GPP TS 23.502 [11] clause 4.15.6.3b to be configured in the 5GS. To create the 5GVN group data the group management server uses the 5G LAN-Type communication type information provided by the VAL server to set the PDU session type (Ethernet or IP) and maps the VAL service IDs to Application descriptors. To create the 5GVN group membership data the group management server maps the VAL group ID to the External Group ID and makes a list of GPSIs corresponding to the identity list provided by the VAL server.
NOTE 1:	This step is skipped for the case that a 5G LAN-Type communication is not being used.
NOTE 2:	The PDU session type, DNN, S-NSSAI provided within 5GVN group data cannot be modified in the 5GS after the create procedure.
NOTE 3:	The 5GS supports only a 1:1 mapping between DNN/S-NSSAI combination and 5GVN group.
Editor's Note: Whether a mapping between the VAL server requester identity and the DNN/S-NSSAI combination can be considered by the group management server is FFS.
5.	The group management server announces the VAL group to the group management clients. For a 5GVN group the announcement includes the communication type (IP or Ethernet), DNN, and S-NSSAI corresponding to the 5GVN group.
6.	The group management client registers to VAL group communication using the VAL Group ID.
7.	The group management server records the users who have registered to be the members of the group.
8.	The group management server sends a VAL group registration response to the group management client.
9.	The group management server sends a configure VAL group response to the VAL server.
NOTE 4:	Step 9 may occur anytime after step 5.
10.	The group management server sends identity list notification about the newly registered users to the other members of the group and VAL server, whose subscription to receive notifications of newly registered VAL UE IDs is successful in step 8 and step 9 respectively.
11.	The group management client may inform VAL client about the updated identity list.
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* * * End of	 Changes * * * 
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