

	
3GPP TSG-SA WG6 Meeting #43	S6-211155
e-meeting, 24th May – 2nd June 2021	(revision of S6-21xxxx)

	CR-Form-v12.1

	CHANGE REQUEST

	

	
	23.282
	CR
	0277
	rev
	
	Current version:
	17.6.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	EN resolutions in clause 7

	
	

	Source to WG:
	at&t

	Source to TSG:
	S6

	
	

	Work item code:
	eMCData3
	
	Date:
	05-17-2021

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	Provide resolutions to the ENs in clause 7.

	
	

	Summary of change:
	1. There is no proposal for further development for MCData service in LTE, the EN in 7.3.5.1 is changed to a NOTE.
2. There is no proposal for further development for MCData service in LTE and there is no application layher file repair procedure in the TS (it will be handled by the existing protocols in stage 3 procedures) so the ENs in 7.5.2.1.3 and 7.5.2.1.4 are removed. Any further development should be captured in MCData service for 5G in future releases.
3. ENs in 7.5.2.2.2 and 7.5.2.2.4 are not applicable as the transmission control is defined in the TS as enforced by the MCData server and the file upload is not using MCData server for media path. They are removed.
4. 3. There is no proposal for further development for MCData service in LTE and there is no solution for the ENs in 7.5.2.8.2 and 7.5.2.8.3. They are removed. Any further development should be captured in MCData service for 5G in future releases.
5. The EN in 7.6.2.5.1 is not applicable. The deferred communication is stored temporarily on the MCData server for the UE to pick up. The MCData content server is not involved in this operation. It is removed.
6. As no further development is expected in MC service over LTE, the ENs in 7.7.2.2.2.1 and 7.7.2.3.2.1 are changed to NOTEs.
7. As no further development is expected the clause 7.7.2.3.3 is voided. 

	
	

	Consequences if not approved:
	It could confuse the readers and the stage 3 development.

	
	

	Clauses affected:
	7.3.5.1, 7.5.2.1.3, 7.5.2.1.4, 7.5.2.2.2, 7.5.2.2.4, 7.5.2.8.2, 7.5.2.8.3, 7.6.2.5.1, 7.7.2.2.2.1, 7.7.2.3.2.1, 7.7.2.3.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	




Page 1







* * * First Change * * * *
[bookmark: _Toc67878695][bookmark: _Toc67878791]7.3.5.1	General
This subclause defines information flows and procedures for usage of MBMS user services that applies to MCData file distribution. MBMS user services can be used for any MC service group.
The MBMS user service architecture is described in 3GPP TS 26.346 [21].
Editor's note: The presence of the BM‑SC within the trust domain of the MCData system, regarding the ingestion of a file for distribution over MBMS, and the required MCData end-to-end encryption solution are FFS and need to be coordinated with SA3.
NOTE:	The current specification doesn’t cover MCData end-to-end encryption file distribution using MBMS when the BM-SC is in the MCData system trust domain.
* * * Next Change * * * *
7.5.2.1.3	MCData download data request
Table 7.5.2.1.3-1 describes the information flow for the MCData download data request sent from the MCData media storage client to the MCData content server.
Table 7.5.2.1.3-1: MCData download data request
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user downloading data

	Content reference
	M
	URL reference to the content to download

	Emergency indicator
	O
	Indicates that the data request is for MCData emergency communication



Editor's note: it is FFS how the media storage client requests a file repair and indicates the missing data.
[bookmark: _Toc67878792]7.5.2.1.4	MCData download data response
Table 7.5.2.1.4-1 describes the information flow for the MCData download data response sent from the MCData content server to the media storage client.
Table 7.5.2.1.4-1: MCData download data response
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user requesting to download data

	Content (see NOTE)
	O
	Requested content to download

	Result
	M
	Indicates success or failure of MCData download data request

	NOTE:	Content shall be present when the result of the MCData download data request indicates success.



Editor's note: it is FFS how the content sever indicates a full file download versus a patch file to be used in a repair.

* * * Next Change * * * *
[bookmark: _Toc67878821]7.5.2.2.2	Procedure for uploading the file residing in the local storage of the MCData UE
The procedure in figure 7.5.2.2.2-1 describes the case where an MCData user is uploading a file to media storage function on the MCData content server.
Pre-conditions:
1.	The MCData user on the media storage client is registered for receiving MCData service.
2.	The MCData content server has the ability to verify if the requesting MCData user is authorised to upload.


Figure 7.5.2.2.2-1: Uploading of the file residing in MCData UE using HTTP
1.	The user at the media storage client initiates a file upload request of the chosen file. If MCData emergency state is already set for the media storage client (due to previously triggered MCData emergency alert), the media storage client sets emergency indicator in the request. The media storage client verifies that the size of the file is within the maximum data size for FD for the intended MCData FD request (by checking the group configuration for a group FD request and by checking the service configuration for a one-to-one FD request).
2.	The file to be uploaded is received by the media storage client and sent to the media storage function on the MCData content server for storing using the MCData upload data request.
3.	The MCData content server stores the file and provides a MCData upload data response indicating success (along with file URL to the media storage client) or failure.
Editor's note:	It is FFS whether transmission control is applied for file uploads to the MCData content server.
* * * Next Change * * * *
[bookmark: _Toc67878823][bookmark: _Toc44893699]7.5.2.2.4	Procedure for file upload including request of network resources with required QoS
[bookmark: _Hlk64991973]The procedure in figure 7.5.2.2.4-1 describes the case where an MCData client sends a request to the MCData server for the upload of a file from the media storage client on the MCData client to the media storage function on the MCData content server. The MCData server can, therefore, request network resources with the required QoS for the corresponding file upload.
Pre-conditions:
1.	The MCData user on the MCData client is registered on the MCData server for receiving MCData service.
2.	The MCData client is required to upload a file to the MCData content server over network resources with required QoS.
3.	The MCData client knows its IP address/port to be used for the file upload as well as the URI or IP address/port of the target MCData content server.
NOTE:	How the MCData client knows the IP addresses and ports to be used for the file upload is implementation specific and out of the scope of this specification.


Figure 7.5.2.2.4-1: File upload using HTTP over network resources with required QoS
1.	The MC user on the MCData client intends to upload a file to the MCData content server for file distribution. The MCData client verifies that the size of the file is within the maximum data size for FD for the intended MCData FD request (e.g., by checking the group configuration for a group FD request or the service configuration for a one-to-one FD request). If the MCData emergency state is already set for the MCData client, the MCData client sets the emergency indicator in the request.
2.	The MCData client sends the MCData file upload request to the MCData server. This request contains information about the MCData client (including IP address and port to be used for the file upload), and the target MCData content server (including associated URI or IP address, and port).
3.	The MCData server verifies that the corresponding MCData client is authorized to upload files to the corresponding MCData content server.
4.	If the MCData client is authorized for the file upload, the MCData server sends a request to the 3GPP system for the allocation of network resources with the required QoS for the corresponding file upload communication between the MCData client and the MCData content server. For that, the MCData server performs policy and charging control (PCC) procedures, e.g., over the Rx reference point as described in 3GPP TS 23.203 [14] for the case of an EPS system.
5.	The MCData server sends a MCData file upload response to the MCData client indicating if it can proceed with the file upload to the MCData content server.
6.	The media storage client on the MCData client sends an MCData upload data request to the media storage function on the MCData content server to upload the file.
7.	The MCData content server provides an MCData upload data response to the MCData client indicating if the file was successfully stored (along with file URL) or failure.
8.	The MCData client provides to the MCData server an MCData file upload completion status indicating that the file upload is completed.
9.	Based on the MCData file upload completion status, the MCData server requests to the 3GPP system to release the network resources allocated for the corresponding file upload.
Editor's note: It is FFS whether transmission control is applied for the file upload to the MCData content server.

* * * Next Change * * * *
[bookmark: _Toc67878842]7.5.2.8.2	Procedure for single MCData system
The procedure in figure 7.5.2.8.2-1 describes the case where a MCData user is removing the file that was previously uploaded to the MCData content server.
Pre-conditions:
1.	The MCData user on the media storage client is registered for receiving MCData service.
2.	The file has been successfully uploaded by the MCData user using the procedures defined in subclause 7.5.2.2.
3.	The MCData content server has the ability to verify if the requesting MCData user is authorised to remove.


Figure 7.5.2.8.2-1: File removal using HTTP by authorised user
1.	The user on the media storage client decides to remove a file that was previously uploaded.
2.	The URL of the file to be removed is included in the request sent to the media storage function on the MCData content server.
3.	The MCData content server remove the file indicated by the URL.
4.	The MCData content server informs the media storage client if the file is successfully removed.
Editor's note: It is FFS if and how the recipients of the file URL need to be notified if the file is no longer available to be downloaded.
[bookmark: _Toc67878843]7.5.2.8.3	Procedure for interconnection between MCData systems
The procedure in figure 7.5.2.8.3-1 describes the case where an MCData user removes the file that was previously uploaded to the primary MCData system MCData content server, and where the file has been made available in the partner MCData system MCData content server.
Pre-conditions:
1.	The MCData user on the media storage client is registered for receiving MCData service.
2.	The file has previously been uploaded to the MCData content server in the primary MCData system of MCData client 1.
3.	The file has been successfully transferred to the MCData content server in the partner MCData system.


Figure 7.5.2.8.3-1: File removal using HTTP by authorized user
1.	The user on the media storage client decides to remove a file that was previously uploaded.
2.	The URL of the file to be removed is included in the request sent to the media storage function on the primary MCData content server.
3.	The primary MCData content server removes the file indicated by the URL.
NOTE:	Step 3 may occur at any time following step 2 and before step 6.
4.	As the primary MCData content server has recorded that the file has previously been sent to the partner MCData system, the primary MCData content server sends the MCData remove file request by user to the partner MCData content server, containing the URL of the file which was stored on the primary MCData content server.
5.	The partner MCData content server removes the file indicated by the URL.
6.	The partner MCData content server informs the primary MCData content server that the file has been successfully removed.
7.	The primary MCData content server informs the media storage client if the file is successfully removed.
Editor's note: It is FFS if and how the recipients of the file URL need to be notified if the file is no longer available to be downloaded
* * * Next Change * * * *
[bookmark: _Toc67878895]7.6.2.5.1	General
This procedure allows an MCData client to obtain a list of deferred data communications.
Editor's note: Due to the introduction of new MCData content server for HTTP FD in R16, this procedure is FFS.
* * * Next Change * * * *
[bookmark: _Toc67878926]7.7.2.2.2.1	General
The subclause describes the procedure for MCData user initiated MCData communication release where MCData communication is established as SDS using media plane or SDS session or file distribution using media plane.
Editor's note: Release of MCData communication over MBMS is FFS.NOTE:	The release of MCData communication over MBMS is out of scope of the current specification.
* * * Next Change * * * *
[bookmark: _Toc67878932]7.7.2.3.2.1	General
The subclause describes the procedure for MCData server initiated MCData communication release without prior indication, where MCData communication is established as SDS using media plane or file distribution using media plane.
Editor's note: Release of MCData communication over MBMS is FFS.NOTE:	The release of MCData communication over MBMS is out of scope of the current specification.
* * * Next Change * * * *
[bookmark: _Toc67878934]7.7.2.3.3	Release of MCData communication using HTTPVoid
NOTE:	The backward compatibility handling of this procedure is outside the scope of the present document.





image1.emf
Media 

storage client

1. initiate upload request

MCData 

content server

2. MCData upload data request

3. MCData upload data response


Microsoft_Visio_2003-2010_Drawing.vsd

image2.emf
MCData client

1. Initiate file upload 

request

MCData server

6. MCData upload data request

7. MCData upload data response

2. MCData file upload request

3. Authorization check 

5. MCData file upload response

MCData content 

server

3GPP system

4. Request for dedicated resources with required QoS

(PCC procedures)

8. MCData file upload completion status

9. Release of dedicated resources 

(PCC procedures)


Microsoft_Visio_2003-2010_Drawing1.vsd

image3.emf
Media 

storage client

1. initiate file removal request

MCData 

content server

2. MCData remove file request by user

4. MCData remove file response by user

3. Using URL to remove the file


Microsoft_Visio_2003-2010_Drawing2.vsd

image4.emf
Media 

storageclient

MCDataserver

FD function

1. initiate file removalrequest

2. MCDataremove file

requestby user

MCDatacontent 

server

MCDataserver

FD function

MCDatacontent 

server

Primary MCData system

Partner MCData system

3. Use URL to remove 

file

4. MCDataremove filerequestby user

5. Use URL to remove 

file

6. MCDataremove fileresponse by user

7. MCDataremove file

response by user


Microsoft_Visio_2003-2010_Drawing3.vsd
4. MCData remove file request by user



