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1. Introduction
This pCR provides clarification on EEC service continuity support.
2. Reason for Change
The EEC may not indicate the exact ACR scenario supported by the EEC, but instead provides capability to support service continuity such as detection capability of UE mobility. If the EEC Service Continuity Support does not indicates ACR scenarios but contains EEC capability, it is up to EES how to map the EEC capability related to service continuity into the ACR scenarios to be applied for the EEC.
3. Conclusions

The description on EEC Service Continuity Support needs to be updated.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558.
* * * First Change * * * *

8.4.2.3.2
EEC registration request

Table 8.4.2.3.2-1 describes information elements in the EEC registration request from the EEC to the EES. 
Table 8.4.2.3.2-1: EEC registration request

	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	UE Identifier
	O
	The identifier of the hosting UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s)
	O
	Profiles of ACs for which the EEC provides edge enabling services. AC Profiles are further described in Table 8.2.2-1. 

	EEC Service Continuity Support (NOTE)
	O
	Indicates if the EEC supports service continuity or not. The IE may also indicate which ACR scenarios are supported by the EEC and/or EEC capability related to service continuity (e.g. capable of detecting UE mobility).

	Proposed expiration time
	O
	Proposed expiration time for the registration.

	EEC context ID
	O
	Identifier of the EEC context obtained from a previous registration. 

	Source EESID
	O
	Identifier of the EES that provided EEC context ID.

	Source EES Endpoint
	O
	The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.

	NOTE: If this IE does not indicates ACR scenarios but contains EEC capability, it is up to EES implementation how to map the EEC capability related to service continuity with the ACR scenarios applied for the EEC.


* * * Next Change * * * *

8.3.3.3.2
Service provisioning request

Table 8.3.3.3.2-1 describes the information elements for service provisioning request from the EEC to the ECS. 
Table 8.3.3.3.2-1: Service provisioning request

	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE may also indicate which ACR scenarios are supported by the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 


Editor's Note: [SA3] Whether the EECID and the UE ID included in request of EDGE-1 & 4 interactions is part of the security credential is SA3's responsibility.

