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\* \* \* First change \* \* \*

##### 7.5.2.1.5 MCData FD request (using HTTP)

Table 7.5.2.1.5-1 describes the information flow for the MCData FD request (in subclause 7.5.2.4) sent from the MCData client to the MCData server.

Table 7.5.2.1.5-1: MCData FD request (using HTTP) from MCData client to MCData server

|  |  |  |
| --- | --- | --- |
| Information element | Status | Description |
| MCData ID | M | The identity of the MCData user sending file |
| Functional alias | O | The functional alias associated with MCData user sending the file. |
| MCData ID (see NOTE) | O | The identity of the MCData user receiving file |
| Functional alias (see NOTE) | O | The associated functional alias of the MCData user identity towards which the data is sent. |
| Conversation Identifier | M | Identifies the conversation |
| Transaction Identifier | M | Identifies the MCData transaction |
| Reply Identifier | O | Identifies the original MCData transaction to which the current transaction is a reply to |
| Disposition indication | O | Indicates whether file download completed reported is expected or not |
| Download indication | O | Indicates mandatory download |
| Application metadata container | O | Implementation specific information that is communicated to the recipient |
| Content reference | M | URL reference to the content and file metadata information |
| Emergency indicator | O | Indicates that the data request is for MCData emergency communication |
| Deposit file indication | O | Indicates whether the file to be stored into the MCData message store account of the MCData user |
| NOTE: Either the MCData ID or the functional alias must be present. |

Table 7.5.2.1.5-2 describes the information flow for the MCData FD request (in clause 7.5.2.4) sent from an MCData server to a partner MCData server.

Table 7.5.2.1.5-2: MCData FD request (using HTTP) from an MCData server to another MCData server

|  |  |  |
| --- | --- | --- |
| Information element | Status | Description |
| MCData ID | M | The identity of the MCData user sending file |
| Functional alias | O | The associated functional alias of the MCData user identity sending the file. |
| MCData ID | M | The identity of the MCData user receiving file |
| Functional alias | O | The associated functional alias of the MCData user identity towards which the data is sent. |
| Conversation Identifier | M | Identifies the conversation |
| Transaction Identifier | M | Identifies the MCData transaction |
| Reply Identifier | O | Identifies the original MCData transaction to which the current transaction is a reply to |
| Disposition indication | O | Indicates whether file download completed reported is expected or not |
| Download indication | O | Indicates mandatory download |
| Application metadata container | O | Implementation specific information that is communicated to the recipient |
| Content reference | M | URL reference to the content and file metadata information |

Table 7.5.2.1.5-3 describes the information flow for the MCData FD request (in clause 7.5.2.4) sent from the MCData server to the MCData client.

Table 7.5.2.1.5-3: MCData FD request (using HTTP) from MCData server to MCData client

|  |  |  |
| --- | --- | --- |
| Information element | Status | Description |
| MCData ID | M | The identity of the MCData user sending file |
| Functional alias | O | The associated functional alias of the MCData user sending the file. |
| MCData ID | M | The identity of the MCData user receiving file |
| Conversation Identifier | M | Identifies the conversation |
| Transaction Identifier | M | Identifies the MCData transaction |
| Reply Identifier | O | Identifies the original MCData transaction to which the current transaction is a reply to |
| Disposition indication | O | Indicates whether file download completed reported is expected or not |
| Download indication | O | Indicates mandatory download |
| Application metadata container | O | Implementation specific information that is communicated to the recipient |
| Content reference | M | URL reference to the content and file metadata information |

\* \* \* Next change \* \* \*

##### 7.5.2.1.6 MCData FD response (using HTTP)

Table 7.5.2.1.6-1 describes the information flow for the MCData FD response (in subclause 7.5.2.4) sent from the MCData client to the MCData server, from the MCData server to another MCData client and from an MCData server to a partner MCData server.

Table 7.5.2.1.6-1: MCData FD response (using HTTP) from MCData client to MCData server

|  |  |  |
| --- | --- | --- |
| Information element | Status | Description |
| MCData ID | M | The identity of the MCData user sending FD request |
| MCData ID | M | The identity of the MCData user sending response |
| Conversation Identifier | M | Identifies the conversation |
| Result | O | Indicates if the request is accepted or not  |
| Access information (see NOTE) | O | Provides access resource details to be used by the MCData client for the file download, e.g. IP address and port |
| MCData content server information (see NOTE) | O | Provides information about the target MCData content server from where the file is intended to be downloaded, e.g. URI or IP address, and port (e.g. standard port 80 for HTTP) |
| NOTE: This information element is present when the response indicates acceptance. |

Table 7.5.2.1.6-2 describes the information flow for the MCData FD response (in subclause 7.5.2.4) sent from the MCData server to the MCData client and from an MCData server to a partner MCData server.

Table 7.5.2.1.6-2: MCData FD response (using HTTP) from MCData server to MCData client and from an MCData server to another MCData server

|  |  |  |
| --- | --- | --- |
| Information element | Status | Description |
| MCData ID | M | The identity of the MCData user sending FD request |
| MCData ID | M | The identity of the MCData user sending response |
| Conversation Identifier | M | Identifies the conversation |
| Result | O | Indicates if the request is accepted or not |

\* \* \* Next change \* \* \*

##### 7.5.2.4.2 Procedure for single MCData system

The procedure in figure 7.5.2.4.2-1 describes the case where a MCData user is initiating one-to-one data communication for sending file to the other MCData user, with or without download completed report request.

Pre-conditions:

1. The MCData users on the MCData client 1 and the MCData client 2 are already registered for receiving MCData service.

2. The file to be distributed is uploaded to media storage function on MCData content server using the procedures defined in subclause 7.5.2.2.

3. The MCData client may have activated functional alias to be used.

4. The MCData server has subscribed to the MCData functional alias controlling server within the MC system for functional alias activation/de-activation updates.

5. The MCData client 2 knows its IP address/port to be used for the file download as well as the URI or IP address/port of the target MCData content server.

NOTE 1: How the MCData client knows the IP address and port to be used for the file download is implementation specific and out of the scope of this specification.



Figure 7.5.2.4.2-1: One-to-one file distribution using HTTP

1. The user at the MCData client 1 initiates a file distribution request to the chosen MCData user.

2. The MCData client 1 sends a MCData FD request towards the MCData server. The MCData FD request contains content payload in the form of file URL and may contain the file metadata information. The MCData FD request contains one MCData user for one-to-one data communication as selected by the user at MCData client 1. The MCData FD request contains conversation identifier for message thread indication. The MCData FD request may include additional implementation specific information in the application metadata container. If MCData user at MCData client 1 has requested to mandatory download at the recipient side, then MCData FD request contains mandatory download indication. The MCData FD request may contain download completed report indication if selected by the user at MCData client 1. The MCData user at MCData client 1 may include a functional alias within the FD data transfer and may address the target MCData client 2 using a functional alias.

a) If the MCData user at the MCData client 1 initiates an MCData emergency file distribution using HTTP or MCData emergency state is already set for the MCData client 1 (due to previously triggered MCData emergency alert):

i) The MCData FD request shall contain emergency indicator; and

ii) If MCData emergency state is not set already, MCData client 1 sets its MCData emergency state. The MCData emergency state of MCData client 1 is retained until explicitly cancelled by the user of MCData client 1.

NOTE 2: While MCData client 1 is in the emergency state, all types of MCData one-to-one and group communications initiated by MCData client 1 are initiated as MCData emergency communications.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData FD request and that the size of the file is below maximum data size for FD from the service configuration. MCData server verifies whether the provided functional alias of MCData client 1, if present, can be used and has been activated for the user. If functional alias is used to address that target MCData user, the MCData server resolves the functional alias to the corresponding MCData IDs for which the functional alias is active and proceed with step 4 otherwise proceed with step 6.

NOTE 3: If the MCData server detects that the functional alias used as the target of the MCData FD request is simultaneously active for multiple MCData users, then the MCData server can proceed by selecting an appropriate MCData ID based on some selection criteria. The selection of an appropriate MCData ID is left to implementation. These selection criteria can include rejection of the MCData FD request, if no suitable MCData ID is selected.

4. The MCData server may verify whether the corresponding file is available in the MCData content server over the MCData-FD-5 reference point using the received file URL in the MCData FD request. If the MCData server identifies that the corresponding file is not available in the MCData content server, the MCData server provides a response to the MCData client 1 indicating that the file distribution request cannot proceed due to the unavailability of the file in the MCData content server.

5. The MCData server responds back to MCData client 1 with a functional alias resolution response message that contains the resolved MCData ID.

6. If the MCData server replies with a MCData functional alias resolution response message, the MCData client 1 sends a new MCData FD request towards the resolved MCData ID.

7. MCData server initiates the MCData FD request towards MCData client 2. The MCData FD request towards the MCData user contains an emergency indicator if it is present in the received MCData FD request from MCData client 1. The MCData server also includes a file download completed report indication within the request if it was not already requested by the MCData client 1.

NOTE 4: MCData client 2 does not set its emergency state as a result of receiving the MCData FD request containing the emergency indicator.

8. The receiving MCData client 2 notifies the user about the incoming MCData FD request (including file metadata, if present) which may be either accepted or rejected or ignored.

9. MCData user 2 may provide a response (accept or reject) or not (ignore) to the notification, then MCData client 2 sends the MCData FD response to the MCData server. MCData client 2 automatically sends accepted MCData FD response when the received request includes a mandatory download indication. If the MCData client 2 provides an accepted response, it includes information to be used for the file download by the MCData client (indicating IP address and port) and the target MCData content server (indicating the associated URI or IP address, and port).

10. The MCData server sends a request to the 3GPP system for the allocation of network resources with the required QoS for the corresponding file download communication between the respective MCData client and the MCData content server (step 12). For that, the MCData server performs policy and charging control (PCC) procedures, e.g., over the Rx reference point as described in 3GPP TS 23.203 [14] for the case of an EPS system.

11. The MCData server forwards the MCData FD response to the MCData client 1. The MCData server removes, if present in the received MCData FD response, the information associated to the MCData client 2 (e.g. IP address, and port), and the target MCData content server (e.g. URI or IP address, and port).

12. The media storage client of MCData client 2 downloads the file from the MCData content server using the procedures defined in subclause 7.5.2.3, either automatically (for mandatory download) or based upon the MCData user 2 subsequent action. The MCData client 2 records file download completed and notifies MCData user 2.

13. MCData client 2 provides an MCData download completed report to the MCData server for reporting file download completed.

14. The MCData file download completed report from MCData user may be stored by the MCData server for download history interrogation from the authorized MCData users. MCData download completed report is sent by the MCData server to the MCData user at MCData client 1, if requested by the MCData client 1.

15. Based on the received MCData download completed report, the MCData server requests to the 3GPP system to release the network resources allocated for the corresponding file download.

NOTE 5: Step 15 can occur at any time following step 13.