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\* \* \* First change \* \* \*

##### 7.5.2.1.x MCData file upload request

Table 7.5.2.1.x-1 describes the information flow for the MCData file upload request sent from the MCData client to the MCData server.

Table 7.5.2.1.x-1: MCData file upload request

|  |  |  |
| --- | --- | --- |
| Information element | Status | Description |
| MCData ID | M | The identity of the MCData user uploading the file |
| Transaction Identifier | M | Identifies the MCData transaction |
| Access information | M | Provides access resource details to be used by the MCData client for the file upload, e.g. IP address and port |
| MCData content server information | M | Provides information about the target MCData content server, where the file is intended to be uploaded, e.g. URI or IP address, and port (e.g. standard port 80 for HTTP) |
| Emergency indicator | O | Indicates that the request is for an MCData emergency communication |

##### 7.5.2.1.y MCData file upload response

Table 7.5.2.1.y-1 describes the information flow for the MCData file upload response sent from the MCData server to the MCData client.

Table 7.5.2.1.y-1: MCData file upload response

|  |  |  |
| --- | --- | --- |
| Information element | Status | Description |
| MCData ID | M | The identity of the MCData user requesting to upload the file |
| Transaction Identifier | M | Identifies the MCData transaction |
| File upload confirmation | M | Indicates whether the file upload to the MCData content server can proceed or not |

##### 7.5.2.1.z MCData file upload completion status

Table 7.5.2.1.z-1 describes the information flow for the MCData file upload completion status sent from the MCData client to the MCData server.

Table 7.5.2.1.z-1: MCData file upload completion status

|  |  |  |
| --- | --- | --- |
| Information element | Status | Description |
| MCData ID | M | The identity of the MCData user uploading the file |
| Transaction Identifier | M | Identifies the MCData transaction |
| File upload status | M | Indicates the file upload to the MCData content server is completed |

\* \* \* Next change \* \* \*

##### 7.5.2.2.x Procedure for file upload including request of network resources with required QoS

The procedure in figure 7.5.2.2.x-1 describes the case where an MCData client sends a request to the MCData server for the upload of a file from the media storage client on the MCData client to the media storage function on the MCData content server. The MCData server can, therefore, request network resources with the required QoS for the corresponding file upload.

Pre-conditions:

1. The MCData user on the MCData client is registered on the MCData server for receiving MCData service.

2. The MCData client is required to upload a file to the MCData content server over network resources with required QoS.

3. The MCData client knows its IP address/port to be used for the file upload as well as the URI or IP address/port of the target MCData content server.

NOTE: How the MCData client knows the IP address and port to be used for the file upload is implementation specific and out of the scope of this specification.



Figure 7.5.2.2.x-1: File upload using HTTP over network resources with required QoS

1. The MC user on the MCData client intends to upload a file to the MCData content server for file distribution. The MCData client verifies that the size of the file is within the maximum data size for FD for the intended MCData FD request (e.g., by checking the group configuration for a group FD request or the service configuration for a one-to-one FD request). If the MCData emergency state is already set for the MCData client, the MCData client sets the emergency indicator in the request.

2. The MCData client sends the MCData file upload request to the MCData server. This request contains information about the MCData client (including IP address and port to be used for the file upload), and the target MCData content server (including associated URI or IP address, and port).

3. The MCData server verifies that the corresponding MCData client is authorized to upload files to the corresponding MCData content server.

4. If the MCData client is authorized for the file upload, the MCData server sends a request to the 3GPP system for the allocation of network resources with the required QoS for the corresponding file upload communication between the MCData client and the MCData content server. For that, the MCData server performs policy and charging control (PCC) procedures, e.g., over the Rx reference point as described in 3GPP TS 23.203 [14] for the case of an EPS system.

5. The MCData server sends a MCData file upload response to the MCData client indicating if it can proceed with the file upload to the MCData content server.

6. The media storage client on the MCData client sends an MCData upload data request to the media storage function on the MCData content server to upload the file.

7. The MCData content server provides an MCData upload data response to the MCData client indicating if the file was successfully stored (along with file URL) or failure.

8. The MCData client provides to the MCData server an MCData file upload completion status indicating that the file upload is completed.

9. Based on the MCData file upload completion status, the MCData server requests to the 3GPP system to release the network resources allocated for the corresponding file upload.

Editor’s note: It is FFS whether transmission control is applied for the file upload to the MCData content server.