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1. Introduction
UE reachability status monitoring applies to MSGin5G UEs configured for Power Saving Mode (PSM) and is relevant only subsequent to MSGin5G Client Registration. If UE reachability status monitoring is not performed, then the MSGin5G Server has to keep attempting the delivery of message hoping to hit the delivery time to the UE in connected mode.

This contribution proposes a solution for gaps identified under Key Issue #13. It is a continuation of the discussions on 210240 rev2, at SA6#41 The solution enables MSGin5G Service to use the capabilities of the underlying network to monitor UE reachability.
The following comments from the S6-210240 rev 2 discussions have been addressed via text proposal:

-
Clarifying the interaction with the 3GPP Network to be existing SCEF/ NEF APIS and providing more references for them

-
Showing the interactions with the 3GPP network as boxes, out of our scope.

-
Moving some steps to pre-conditions

-
Added text in 6.x.1.4 about how the reachability information may be used by the server.
1. 1 Discussion
During email discussions, the following issues have been brought up:

A. Use of extended network buffering, 
Extended network buffering has been brought up in discussions as a mechanism provided by the underlying Core Network, which would make the use of Reachability Monitoring unnecessary. However, while extended network buffering is a mechanism that can be used the Service Layer, including MSGin5G, it does not meet the needs for all usecases.

Observation 1: From a functional perspective, usecases when the originating AS does not want to even send a message unless the UE-based client is currently reachable cannot be supported by extended network buffering.
When the originating application sends a message, it can assume that the message will eventually get to the UE-based client when the UE-based client becomes available and that the core network will take care of buffering that message if the UE is not currently reachable.

1.“Configuration” messages – The originating application does not want to make any changes to a UE-based client configuration unless that UE is currently reachable. Those messages could be buffered by the core network, but then there would be a discontinuity between what the originating application thinks the configuration is versus what the UE-based client thinks the configuration is. This synchronicity could still be achieved by network buffering with application layer acknowledgement, but then the server application would not know whether the configuration message was not processed by the UE-based client, or whether it was not yet transmitted/received. 
2.“Critical Action” messages – These are the types of messages the controlling application does not even want to send unless the UE-based client is currently reachable. Assume the case of a door that can only be opened remotely. The controlling application does not want to send that message only to have it delivered when the UE becomes reachable (i.e. there is a 60 minute delay between the controlling application sending the commend to open the door and the door actually opening). The controlling application only wants to send that message if the UE-based client is reachable.

Observation 2: SA2 has specified the extended buffering mechanism to be an alternative to "Availability after DDN failure" and "UE reachability" monitoring, not to be used at the same time.
The following excerpt from TS 23.401 clarifies that extended buffering and reachability monitoring are not to be used together; they are intended for different types of use cases:

An MME and an SGSN that detects that the UE is in a power saving state (e.g. Power Saving Mode or extended idle mode DRX) and cannot be reached by paging at the moment, shall invoke extended buffering depending on operator configuration, except for cases described in next paragraphs.

[…] If there is a "UE Reachability" monitoring event configured for the UE in the MME/SGSN, the MME/SGSN should not need to invoke extended buffering.

NOTE 2:   When "Availability after DDN failure" and "UE reachability" monitoring events are used for a UE, the application server is assumed to send data when the UE is reachable or about to become reachable, hence no extended buffering is needed. If there are multiple application servers, the event notifications and extended buffering may be needed simultaneously.
B. Use of existing Service Layer information or mechanisms: 

MSGin5G registration has been brought up in discussions as a mechanism that can be used by the MSGin5G server to determine when/whether the client is available, i.e. the client is determined to be available after a registration, and unavailable after de-registration.

Observation 3. Relying upon MSGin5G registration status to determine the availability forces registration/deregistration cycles to be performed at each sleep cycle, which can create large over-the air messaging overhead.
MSGin5G Client Availability, an optional parameter in the registration request, has also been brought up as a sole mechanism to determine availability, without a need for reachability monitoring mechanisms.
Observation 4. MSGin5G Client Availability provides only information about then the client should become reachable, not that it actually is *now* reachable. Having a triggering/ interrupt driven mechanism for that verified state is important for certain usecases, where the controlling application needs to verify that the client is reachable whenever it is supposed to be. 
Other considerations.

Observation 5. The proposal in this contribution is for the MSGin5G Server to use multiple sources of information to determine availability including MSGin5G Registration and MSGin5G Client Availability. The proposal is simply to add to this information to create the full availability picture.
Observation 6. The proposal in this contribution is for the MSGin5G Server to use multiple existing CN mechanisms, including extended network buffering, depending on usecase.

Observation 7 Without reachability monitoring, elaborate timing synchronization mechanisms would be required, for example:

· If relying solely on extended network buffering, AS would not know whether a lack of response is from the UE not receiving it or the buffer. If relying upon underlying retransmission mechanisms, the retransmission timers would need to be tuned depending on the buffering configuration.

· If relying solely upon registration mechanism and related information, there would also need to be mechanisms in place to make sure the controlling application wakes up at the right time to align with the network paging cycle. It gets even worse when the controlling application wakes up based on the paging cycle, but the UE missed that page.

2. Reason for Change
To enable the MSGin5G Service to use monitoring capabilities in the 3GPP Network.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-24 v1.2.0.,
* * * First Change * * * *

6.X
Solution X: UE reachability status monitoring

6.X.1
Description

6.X.1.1
General

This solution addresses identified gaps under Key Issue #13, namely how the MSGin5G Service can use the capabilities of underlying network to monitor UE reachability and provide corresponding notification.

UE reachability status monitoring applies to the MSGin5G UEs configured for Power Saving Mode (PSM) and is relevant subsequent to MSGin5G Client Registration. If UE reachability status monitoring is not performed, then the MSGin5G Server has to keep attempting the delivery of message hoping to hit the delivery time to the UE in connected mode.

UEs configured for Power Saving Mode (PSM) are available for mobile terminating services during connected mode and during the period of an Active Time immediately following, when it may be paged. 3GPP TS 23.502 [10] specifies several SCEF/ NEF mechanisms, including device triggering and monitoring procedures, which may be leveraged in such cases.
When the MSGin5G Server receives a registration request from the MSGin5G Client it determines that the UE is requesting MSGin5G services and is reachable for service. For MIoT UEs using PSM, the MSGin5G Server may also leverage monitoring procedures for fine-gained determination of reachability status.

Monitoring procedures allow an SCS/AS to request to receive reports when a device becomes reachable for receiving either SMS or downlink data.  The MSGin5G Server (acting as SCS/AS) may provide functionality based on UE monitoring to Application Servers, so that multiple Application Servers can rely upon a single monitoring subscription in the Core Network for the UE.

The monitoring procedure described in 3GPP TS 23.502 [10] clause 4.15.3 may be used also for deleting a previously configured Monitoring Event or for one-time reporting. Inclusion of either Maximum Number of Reports (with a value higher than one) or Monitoring Duration makes the request a Continuous Monitoring Request equivalent with a subscription. Alternatively, a one-time request-response model is supported. 3GPP TS29.522 [17] describes the corresponding APIs.
6.X.1.2
UE reachability status request-response 

Figure 6.X.1.2-1 shows the procedure which may be used by the MSGin5G Server to make a one-time request for UE reachability status information.

Pre-conditions:

1.
A UE hosts a MSGin5G Client and/or Application Specific Client which are supported by the MSGin5G service. 

2.
The MSGin5G Client registers with the MSGin5G Server and shares UE contact information. 
3. The MSGin5G Server determines to subscribe for monitoring of UE reachability events in the Core Network, e.g., that the UE is a sleepy node.
NOTE 1: How the MSGin5G Server determines to subscribe for monitoring of UE reachability events in the Core Network is implementation dependent.
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Figure 6.X.1.2-1: MSGin5G reachability status request-response.

1.
The MSGin5G Server sends a one-time Monitoring Request to the 3GPP Network using SCEF/NEF capabilities. 
NOTE 2: In this procedure, all MSGin5G interactions between the 3GPP network and the MSGin5G Server use existing NEF capabilities detailed in 3GPP TS 23.502 [10] and TS 29.522[17]. As specified in TS 29.522[17] clause 4.4.2, NEF monitoring procedures use SCEF APIs specified in TS 23.682 [2] and 3GPP TS 29.122 [16].  
The one-time Monitoring Request includes monitoringType set to UE_REACHABILITY, Maximum Number of Reports of 1 and does not include the Monitoring Duration IE. 

2.
The 3GPP network processes the Monitoring Request and determines the reachability status of the UE(s), as described in 3GPP TS 29.122 [16]. 

3.
If the Monitoring Request is successfully processed, a Monitoring Response providing the UE(s) reachability status is sent to the MSGin5G Server. The response may include idle mode information e.g., active time granted to the UE, eDRX cycle length, periodic RAU/TAU timer, etc., depending on the parameters indicated in the request.
6.X.1.3
UE reachability status subscribe.

Figure 6.X.1.3-1 shows the procedure which may be used by the MSGin5G Server to subscribe for monitoring of UE reachability.

Pre-conditions:

1.
A UE hosts a MSGin5G Client and/or Application Specific Client which are supported by the MSGin5G service. 

2.
The MSGin5G Client registers with the MSGin5G Server and shares UE contact information. 
3.  The MSGin5G Server determines to subscribe for monitoring of UE reachability events in the Core Network, e.g., that the UE is a sleepy node.


NOTE 1: How the MSGin5G Server determines to subscribe for monitoring of UE reachability events in the Core Network is implementation dependent.
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Figure 6.X.1.3-1: MSGin5G reachability status subscribe.

1.
The MSGin5G Server sends a Monitoring Event Subscribe request to the 3GPP Network using existing SCEF/NEF capabilities. 
NOTE 2: In this procedure, all MSGin5G interactions between the 3GPP network and the MSGin5G Server use existing NEF capabilities detailed in 3GPP TS 23.502 [10] and TS 29.522[17]. As specified in TS 29.522[17] clause 4.4.2, NEF monitoring procedures use SCEF APIs specified in TS 23.682 [2] and 3GPP TS 29.122 [16].  
The Monitoring Event Subscribe is a Monitoring Request with monitoringType set to UE_REACHABILITY , and either the Maximum Number of Reports greater than 1 or the Monitoring Duration IE are included.
3.
The 3GPP network processes the Monitoring Event Subscribe request as described in 3GPP TS 29.122 [16]. 

4.
If the Monitoring Event Subscribe Request is successfully processed, a response indicating the request was accepted is sent to the MSGin5G Server.

6.X.1.4
UE reachability status notify. 

Figure 6.X.1.4-1 shows the procedure which may be for updating MSGin5G reachability status.

Pre-conditions:
1.
The MSGin5G Server has subscribed for reachability status monitoring for a UE or group of UEs. 

2. The monitored UE(s) transitions to Connected Mode, Idle Mode or eDRX paging occasion and the 3GPP Network Entities detects the change in UE reachability status.
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Figure 6.X.1.4-1: MSGin5G reachability status notify.
1. Based on the reachability status change of a monitored UE(s), the 3GPP Network sends a Monitoring Notification message for UE reachability to the MSGin5G Server as specified in 3GPP TS 29.122 [16]. 
NOTE: In this procedure, all MSGin5G interactions between the 3GPP network and the MSGin5G Server use existing NEF capabilities detailed in 3GPP TS 23.502 [10] and TS 29.522[17]. As specified in TS 29.522[17] clause 4.4.2, NEF monitoring procedures use SCEF APIs specified in TS 23.682 [2] and 3GPP TS 29.122 [16].  
The notification may include idle mode information e.g., active time granted to the UE, eDRX cycle length, periodic RAU/TAU timer, etc., depending on the subscription.
2.   After receiving a UE Reachability Monitoring Notification, the MSGin5G Server responds with an acknowledgement of the notification via SCEF/NEF.
3.
The MSGin5G Server uses the information provided in the UE Reachability Monitoring Event Report to update its information on the UE’s availability, e.g., MSGin5G Client Availability information. The MSGin5G Server may provide additional services based on reachability information, e.g., forward a stored message, etc.

6.X.1.5
UE reachability status unsubscribe.

Figure 6.X.1.5-1 shows the procedure which may be used by the MSGin5G Server to unsubscribe from monitoring of UE reachability.

Pre-conditions:

1. The MSGin5G Server has subscribed for reachability status monitoring for a UE or group of UEs. 
2.  Later, the MSGin5G Server determines to un-subscribe for monitoring of UE reachability events in the Core Network, 
NOTE 1: How the MSGin5G Server determines to subscribe or unsubscribe for monitoring of UE reachability events in the Core Network is implementation dependent.
NOTE 2: If the initial MSGin5G Server subscription for reachability status monitoring reaches the Maximum Number of Reports or Monitoring Duration indicated in the request, the 3GPP Network automatically deletes the subscription and an explicit MSGin5G reachability status unsubscribe is not necessary.
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Figure 6.X.1.5-1: MSGin5G reachability status unsubscribe.

1.
The MSGin5G Server sends a Monitoring Event Unsubscribe request to the 3GPP Network using existing SCEF/NEF capabilities. 
NOTE: In this procedure, all MSGin5G interactions between the 3GPP network and the MSGin5G Server use existing NEF capabilities detailed in 3GPP TS 23.502 [10] and TS 29.522[17]. As specified in TS 29.522[17] clause 4.4.2, NEF monitoring procedures use SCEF APIs specified in TS 23.682 [2] and 3GPP TS 29.122 [16].  
2.
The 3GPP network processes the Monitoring Event Unsubscribe request and deletes the subscription, as described in 3GPP TS 29.122 [16]. 

3.
If the Monitoring Event Unsubscribe Request is successfully processed, a response indicating the subscription was deleted is sent to the MSGin5G Server via SCEF/NEF.
6.X.2
Impacts on existing nodes and functionality.

This solution leverages existing 3GPP network monitoring functionality and defines a MSGin5G procedure that utilizes it, hence there are no backwards compatibility issues or network impact with this solution.

6.X.3
Solution evaluation

This solution defines a MSGin5G procedure for utilizing existing 3GPP Network capabilities to provide enhanced services to the Application Servers. It enables an optimal utilization of the 3GPP Network monitoring capabilities by enabling the MSGin5G Server to provide multiple functionalities (e.g., store and forward, triggering) by leveraging the monitoring procedures on behalf of multiple Application Servers. How the MSGin5G Server determines whether and how (e.g. via request/response or subscription) to monitor the UE reachability using the 3GPP Network capabilities is implementation dependent. 
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