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Abstract: Discussion on new work regarding network slicing capability exposure

Background
During last e-meeting, we have discussed the requirements on network slicing capability exposure, and the major remaining concerns are about the objective of this SID and the relationship among SA2 and SA5. We try to clear up the confusions by adding an example in the text below.

Requirements:
SA1 defines the relevant requirements of the open network slicing capability API for trusted third parties in TS 22.261 section 6.10, including the need to support the creation, modification, and deletion of slices, support the definition and update of slice capabilities, and support slice-related UE and service information configuration 

The common solutions and procedures of network capability exposure has been already studied in SA2, and capabilities of network management has been studied in SA5. However, the APIs and procedures of utilizing network slice capability and management on network slice resources from vertical enablers defined in SA6 have not started.
In the existing SA6 specifications, requirements for network slice capability exposure have been already emphasized. There are several ongoing key issues on network slices support vertical application enablers. For example, in section 5.13 of TR 23.745, there’s key issue about Capability Exposure related to Private Slice Network Status in future factory scenarios. 

In key issue 1: “Network slicing is one of the 5G system capabilities may impact on application layer support for Factories of the Future.” Key issue 13: “Whether and how additional service APIs related to private slice network status are required to be supported at the factories of the future application enabler layer.”
And in the study of eV2XAPP, in section 5.3 of TR 23.764, there’s also requirements on V2X application support for network slicing.

In key issue 3: “Further study is required to determine how to abstract the required network slice information to the V2X application to:

- efficiently support multi-PLMN and cross-slice coordination for roaming and non-roaming use cases.

- enable the application layer to provide/adjust the V2X application requirements based on slice conditions and availability.

- enable application layer to provide efficient utilization of network resources across V2X services and slices.
For both these key issues, there’re already some solutions, but most of them are dedicate solutions within the structure and procedures of particular vertical enabler, which will lack in reusability while in other vertical cases. So it’s clear that the network slice support for vertical applications is needed. 

Gap:

There remain gap between network slice capability and vertical applications. For the vertical industry with little knowledge of 5GS, how can they quickly take advantage of capabilities exposed by SA2/SA5?  Furthermore, for the vertical industry applications that do not know the interaction logic in 5GS, how to realize the collaborative interaction between the application layer and 5GS?

Take the NSI/NSSI modification, provisioning, monitoring provided by SA5 as an example, specific questions including:

How the MnS consumption may trigger an action which will affect the application enabler services? For example the change of management domain analytic for a slice subnet performance, a middleware may be allowed to trigger an operation towards SA2 (via the already provided APIs or via eSEAL) or towards application (e.g. to change app behaviour like level of automation)).  The procedures and APIs to response to the MnS consumption need further study.

How the application request may require the adaptation of slice life cycle? For example, group UE QoS downgrade will trigger slice modification, and then will trigger the adaptation of the slice life cycle. The procedures and APIs to adapt the slice life cycle and simplified the series of operations need further study.
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Therefore, SA6 structure needs to be enhanced on network slice capability exposure to support the industry application enabling architecture. Possible functional entities, procedures, and APIs involved in the opening of network slicing capabilities need to be clearly defined, and how to combine the vertical application enabling architecture already defined by SA6 with network capabilities exposure requires further research.
The possible study aspects include:

Determine an entity for network slice capability exposure, include the capability of network slice capability include remapping, resource management, network slice status monitoring, adjust network slice according to updated requirements, etc. 

Define related procedures and API; 

Enhance the existing structure, procedures and API in SA6 include EDGEAPP and SEAL. There are two possible ways, add function of managing network slice in TS23.434 4.8, and add related new API and procedures in TS23.434 14.2, TS23.434 14.3 and TS23.434 14.4, or add new service of managing network slice in scope of SEAL and define related API, procedure and information flows.
Detailed proposal

It’s proposed to start a new study item on network slice capability exposure supporting vertical applications, detailed proposal can be found in new SID proposal Tdoc S6-210456.
