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1. Introduction and discussion
The KI#5 in 3GPP TR 23.755 is derived from the service requirements in 3GPP TS 22.125. It is pointed out in 3GPP TS 22.125 that:
1.
various UAV applications have different performance KPIs, see 3GPP TS 22.125 Table 7.1-1; and
2.
for C2 communication, various C2 control modes (e.g. direct stick steering vs. automatic flight by UTM) have different performance KPIs, see 3GPP TS 22.125 Table 7.2-1.
2. Conclusions

In our view, Neither of the available solutions, solution #4, solution #5 and solution #8 address all aspects of KI#5. Further work will be performed during the normative phase to address these aspects.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.755 v 1.1.0.
* * * First Change * * * *

9.4
Key issue and solution evaluation

9.4.1
Introduction

All the key issues and solutions specified in this technical report are listed in table 9.4-1. It includes the mapping of the key issues (clause 5) to the solutions and corresponding solution evaluations. Also it lists the impact on other working groups that will need consideration during the Release 17 normative phase.
Table 9.4-1: Key issue and solution evaluation
	Key issues
	Solution
	Evaluation (clause reference)
	Dependency on other working groups

	Key issue#1: Usage of SEAL
	Solution #3: Support for supplementary UE location
	7.3.2
	

	Key issue#2: Broadcast communications
	Solution #2: Broadcast communications
	7.2.2
	

	Key issue#3: UAV location information
	Solution #1: Network assisted positioning for USS/UTM
	7.1.2
	

	
	Solution #3: Support for supplementary UE location
	7.3.2
	

	Key issue#4: Capability exposure of UAS related information
	Solution #11: Capability exposure using CAPIF
	7.11.2
	

	Key issue#5: UAV Application Server QoS Provisioning
	Solution #4: Support for coordinated QoS provisioning for C2 communication
	7.4.2
	

	
	Solution #5: Support for C2 QoS Provisioning
	7.5.2
	

	
	Solution #8: QoS requirement retrieval during C2 connectivity establishment
	7.8.2
	SA2

	Key issue#6: Switching and selecting C2 communication modes
	Solution #6: Selection and switching between Network‑Assisted/Direct and USS/UTM navigated C2 communication
	7.6.2
	

	
	Solution #7: Selection and switching between Network-Assisted and Direct C2 communication
	7.7.2
	

	
	Solution #9: Support for dynamic C2 mode switching between direct and network-assisted
	7.9.2
	

	Key issue#7: USS/UTM provisioning via U1 reference point
	
	
	

	Key issue#8: UAS identification usage in application layer architecture
	Solution #10: Support for UAS identification usage in application layer architecture
	7.10.2
	

	Key issue#9: Media session monitoring and management
	
	
	

	Key issue#10: UAS Application Enabler Layer and Edge Enabler Layer alignment
	
	
	

	Key issue#11: Support to reporting of NEF abnormal behaviour analytics for detection of problematic UAV and UAV-controller
	
	
	

	Key issue#12: Track UAV location deviation
	
	
	


* * * Next Change * * * *

9.4.x
Overall evaluation of Key Issue#5

Key Issue #5 provides the following topics for investigation related to the UAV Application Server QoS Provisioning:

a.
Whether and how the application layer QoS requirements are provided to the 3GPP system?

b.
Whether and how QoS differentiation can be supported for UAV operations (e.g. for C2 communication mode, mission type, C2 communication types)?

c.
Whether and how UAE/SEAL layer needs to be enhanced to support the QoS monitoring/provisioning?

d.
Whether and how UAE/SEAL layer needs to be enhanced to support modifying QoS requirements as requested by the UAV-controller or the USS/UTM?
In Solution #4 the UAE layer performs the C2 QoS management. The UAE-Server translates the application requirements and interacts with SEAL's NRM server for network resource adaptation. This solution focuses on bullet a) by enabling the UAE-Server to interact with the 3GPP system to provide the updated QoS requirements for compensating QoS for a C2 application session, on bullet c) since it enhances the UAE layer to support C2 application QoS provisioning for the updated requirements and on bullet d) since it enhances the UAE layer to support modifying QoS requirements based on the UAV-Clients request. Solution #4 focuses on the QoS monitoring and adaptation aspects. The solution introduces UAE layer enhancement for UAE-Client to report QoS monitoring feedback, and uses existing mechanisms to collect 3GPP network QoS report. The QoS adaptation method is also based on the existing procedures.

Solution #5 proposes UAE layer to use SEAL's group management service to represent the UAS (UAV and UAV-C pair) as a group and have a group ID assigned to it. Further the UAE server utilizes the SEAL's NRM server to perform group level QoS coordination. This solution uses SEAL services (GM server and NRM server) to cover mainly bullet c) and bullet d) for supporting QoS monitoring/provisioning as well as QoS adaptation. The solution focuses on how to group the UAV and UAV-C and apply the existing resource adaptation mechanisms to the group. It partially addresses QoS monitoring and adaptation aspects but does not address the QoS requirements provisioning aspects. Solution #5 doesn’t envision any enhancement to the UAE layer and SEAL.
Solution #8 proposes that 5GC utilize the UAE layer for QoS requirement coordination during PDU session establishment. The solution outlines how QoS requirements for C2 communication are provided between the UAV and UAV-C and the UAS-Server as described by bullet a) and bullet b), with the UAE-Server enhancements to provide QoS requirements and traffic filters to 3GPP system. Further, the solution outlines how U1-AE supports QoS reporting and how the SEAL layer is updated to support modification of the QoS reporting as described by bullet d). Solution #8 addresses the QoS requirement provisioning aspects for network-assisted C2 communication, but the procedure depends on the normative development in SA2. 
Solution #4 provides application layer QoS compensation to ensure C2 end-to-end QoS requirements fulfilment even if one of the Uu links gets downgraded (e.g. UAV). 

Solution #5 does not seem to provide any enhancements on UASAPP, since it mainly uses SEAL services to support the QoS monitoring/provisioning and modification. Solution #5 could be complementary to solution #4 when SEAL is used for interacting with 5GC for QoS modification.

Solution #8 has dependencies to SA2 and requires enhancements on 5GC for exposing a QoS query to UAE server to provision QoS parameters for C2. If aligned with SA2, Solution #8 does not seem alternative to solution #4, since this query is used by the 5GC for the connection establishment procedure. For supporting QoS modification, solution #8 is aligned with solution #5 on the use of SEAL/NRM server. For supporting QoS monitoring, solution #8 is aligned with solution #4 on receiving QoS reporting from the UAE clients.
Solution #4 and solution #5 address QoS management after the application layer session is established between UAV and UAV-Controller (mostly in-flight scenarios). Solution #8 addresses QoS management during the PDU session establishment by the UAV or UAV-Controller.
Solution #4 could be also introduced in SEAL at normative phase to meet different verticals requirements on QoS monitoring, adaptation, feedback, management between 2 UEs.
Solution #8 is dependent on 5GC capability for PDU session establishment by using AF functionality for fetching the Application QoS requirement, and such 5GC procedure is the responsibility of SA2. The normative work for solution #8 cannot be completed unless SA2 specify the related 5GC capability.
Further work will be performed during the normative phase to address the all the aspects of the key issue by utilizing the mechanisms proposed by the solution #4, solution #5 and solution #8.
* * * End-of-Changes * * * *
