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1. Introduction
The contribution provides a proposal for Automated Application Context Relocation.
2. Reason for Change
The proposal in S6-202314 was revised to S6-210310 in SA6#41e. Further clarifications were requested on the solution. 

In pre-meeting conference calls, discussion were conducted and the queries were addressed.
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EAS-1 can transfer App Ctx to EAS-1’ via public internet. (out of scope of SA6)
EAS-1 can transfer App Ctx to EAS-1’ via ECSP’s network service. (out of scope of SA6)
App Ctx can be transferred by EES-1 and EES-2 from EDN-1 to EDN-2 for Apps which use EES
mechanisms (EES further utilizes ECSP’s network service)
*  Supports s-EAS decided scenarios and supports s-EES decided scenarios (including Full ACR).

*  EASand EES have access to App Ctx via Storage services from EHE (Such interactions with EHE are out of scope
of SA6).

*  EES supports App Ctx transfer from EDN-1 to EDN-2 is required for Full ACR and will further relax EAS design to
handle such mechanism.





It is clarified that all the mechanisms shown in the picture can co-exist and it is up to the application to use the mechanisms available to it. 

The changes to S6-210310 are visible as change marks (user – Rev_310). Additionally, comments are provided to highlight the changes made over S6-210310.

----------------------------SA6#41e-------------------------------------

S6-202314 provided a proposal for new scenario on automated Application Context Relocation. It was suggested that the automated ACR scenario be merged with the scenario for source EES executed application context relocation specified in clause 8.8.2.5.
Some EAS(s) may not require themselves to involve in finer control of the ACR procedures and will take support of the Edge Enabler Layer to perform ACR operations in a fully automated way.

Such EAS(s) will provide their ACR requirements to the Edge Enabler Server and will rely on Edge Enabler Server to perform all ACR related operations including detection, decision and execution. This enables them to utilize the Edge Enabler Layer functionality of Service Continuity with minimal changes or even no changes (if EAS already relies on such mechanism in cloud deployments).

The automated ACR service provided by the Edge Enabler Server supports the following operations:

a. ACR detection

b. ACR decision

c. Target EAS discovery

d. Application context transfer

e. Provide application relocation information to 3GPP CN

f. Notifying the UE about completion of ACR and trigger switching of AC traffic to target EAS

The automated ACR are useful for applications which are stateful and usually maintain their state (Application Context) in the edge system. 
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.3.0.
* * * First Change * * * *

8.8.1
General

When a UE moves to a new location, different EASs can be more suitable for serving the ACs in the UE. Such transitions can result from a non-mobility event also, requiring support from the enabling layer to maintain the continuity of the service.
This clause describes the features that support service continuity for ACs in the UE to minimize service interruption while replacing the serving EAS, called source EAS, with a target EAS.

Generally, the source EAS is associated with an application context. To support service continuity, this application context from the source EAS is transferred to a target EAS. 

The capabilities for supporting service continuity provided at the Edge Enabler Layer may consider various application layer scenarios in which there may be involvement of AC and one or more EAS(s).

The following scenarios are supported for service continuity:

-
UE mobility, including predictive or expected UE mobility for the following cases:

-
intra-EDN UE mobility;

-
inter-EDN UE mobility; and

-
LADN-related UE mobility.

-
Overload situations in source EAS or EDN for the following cases:

-
intra-EDN;

-
inter-EDN; and

-
LADN-related.

-
Maintenance aspects for the following case:

-
graceful shutdown of an EAS.

To support the need of application context relocation, following entity roles are identified:

-
detection entity, detecting or predicting the need of application context relocation;

-
decision-making entity, deciding that the application context relocation is required; and

-
execution entity, executing application context relocation.

A detection entity detects the probable need for application context relocation by monitoring various aspects, such as UE's location or predicted/expected UE location and indicates to the decision-making entity to determine if the application context relocation is required. The following entities can potentially perform the detection role:

-
AC;

-
EEC;

-
EES; and

-
EAS.

A decision-making entity determines that application context relocation is required and instructs the execution entity to perform application context relocation.

An execution entity performs application context relocation as and when instructed by the decision-making entity.

NOTE:
After a decision that another EAS is to serve the UE, the source EAS can decide if the existing Application Context is transferred to the new EAS. 

The EAS may utilize the following capabilities provided by the EES for supporting service continuity at the application layer:

-
Subscribe to service continuity related events and receive corresponding notifications;

-
Fetch the target EAS; and

-
Application context relocation from a source EAS to a target EAS.



The EES can utilize the following capabilities provided by the ECS for supporting service continuity at the application layer:

-
Fetch the target EES.

The EEC may determine if the application context relocation is required by detecting that the UE moved outside the service area (see subclause 7.3.3). The service area can be provided to the EEC by either the ECS during Service Provisioning or EES during EAS Discovery. For the PDU Session of SSC mode 3, if the UE receives PDU Session Modification Command as specified in clause 4.3.5.2 of 3GPP TS 23.502 [3], the EEC may determine that the application context relocation is required. For IPv6 multi-homed PDU Session of SSC mode 3, the EEC may determine that application context relocation is required if the UE is notified of the existence and availability of a new IPv6 prefix as specified in clause 4.3.5.3 of 3GPP TS 23.502 [3].

NOTE:
For IPv6 multi-homed PDU Session of SSC mode 3, the EEC can be aware of the notification about the IPv6 prefix configuration due to change of PSA UPF based on the UE implementation.

After successful application context relocation:

-
The EES is informed of the completion by the EAS; and

-
The EEC is informed of the completion by the EES. 

In general, a number of steps are required in order to perform the application context relocation procedure. The potential roles of an edge enablement layer in the application context relocation procedure include: 

-
providing detection events;

-
selecting the target EAS(s); and

-
supporting the transfer of the Application context from the source EAS(s) to the target EAS(s).

If the UE is connected to the 5GC, the EES/EAS acting as AF may utilize AF traffic influence functionality from the 3GPP CN as specified in 3GPP TS 23.502 [3].

A high level overview of application context relocation is illustrated in Figure 8.8.1-1.
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Figure 8.8.1-1: High level overview of application context relocation procedure

* * * Next Change * * * *

8.8.2.5
Source EES executed application context relocation

Figure 8.8.2.5-1 illustrates the procedure for the S-EES to detect, decide and execute the application context relocation from the S-EAS to the T-EAS. Alternatively, this procedure supports automated Application Context Relocation by s-EES when initiated by s-EAS as per clause 8.8.3.z.
 
Pre-condition:

1.
The AC at the UE already has a connection to the S-EAS; and

2.
The EEC is able to communicate with the S-EES.
3.
The Application Context is encrypted and protected by the application layer.
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Figure 8.8.2.5-1: S-EES executed application context relocation procedure

1.
The S-EAS may initiate Automated ACR with S-EES as specified in clause 8.8.3.z. In this step, the S-EAS and S-EES negotiate an address of the Application Context storage to S-EES. The S-EAS puts the Application Context at this address which can be further accessed by the S-EES when the Application Context transfer is required.

In this case, the source EES executes steps 2, 4, 5, 7, 9 and 12. Rest of steps are skipped.

Phase I: ACR Detection
2.
Detection entities (S-EAS, S-EES, EEC) detects that application context relocation may be required as described in clause 8.8.1. The detection by the S-EES may be triggered by the User Plane path change notification received from the 3GPP Core Network.
3.
The detection entity informs the S-EES that application context relocation is required as in clause 8.8.3.5.
Phase II: ACR Decision
4.
The S-EES authorises the received message from step 2. The S-EES decides to execute application context relocation based on the information received in step 2 and the information of EEC context or EAS profile, and then proceed the below steps.
Phase III:
ACR Execution
5.
The S-EES determines T-EES and T-EAS via the Discover target EAS procedure in clause 8.8.3.2 of the present document. The S-EES may decide not to perform application context relocation if T-EAS is not available.
6.
The source EES sends the target information notification to the EEC as described in clause 8.8.3.6.

7.
The S-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable).

8.
 The S-EES sends the Application Context Relocation Notify message to the S-EAS to initiate application context transfer between the S-EAS and the T-EAS.

9.
The Application Context is transferred from S-EAS to the T-EAS at implementation specific time.  In the case of automated ACR, the S-EES accesses the Application Context from the address as per step 1 and the S-EES and T-EES engage in the Application Context transfer from S-EAS to the T-EAS (obtained as per step 5) in a secure way. Further the T-EAS accesses the Application Context made available by the T-EES. If S-EAS performs the Application Context transfer directly with T-EAS, the specification of such process is out of scope of the present document.
NOTE 1:
The S-EES and the T-EES engage in the packet level transport of the Application Context and they have no visibility to the content of the Application Context.

Editor's note:
A standalone service for application context transfer provided by EES is FFS.
Phase IV:
Post-ACR Clean up 
10.
The T-EAS sends the Application Context Relocation Complete message to the T-EES to confirm that the application context relocation has completed.
11.
The S-EAS sends the Application Context Relocation Complete message to the S-EES to confirm that the application context relocation has completed.

12.
The S-EES sends the Application Context Relocation Complete message to the EEC to confirm that the application context relocation has completed.
NOTE 2:
The EEC can notify the Application Client to switchover the application traffic to T-EAS over EDGE-5. Such notification is up to implementation.
NOTE 3:
The Application Client mechanism to support switchover of the application traffic to T-EAS is out of scope of the specification.
Editor's note: The relationship of scenario specified in clause 8.8.2.5 and building block procedure specified in clause 8.8.3.4 and its representation is FFS

* * * Next Change * * * *

8.8.3.z
Automated application context relocation procedure

8.8.3.z.1
General

This clause introduces a procedure for application context relocation performed by the Edge Enabler Servers. 

When S-EES receives a request for ACR from S-EAS with a Full ACR indication, the S-EES performs the service operations for the service continuity including detecting the event which may trigger the application context relocation,  making the application context relocation decision, discovering the T-EAS, accessing and transferring the Application Context to the T-EES/T-EAS, notifying the 3GPP network about application context relocation information, notifying the EEC about the T-EAS information (as per EEC subscription).

The ACR procedure is designed as an asynchronous operation wherein the S-EES will generate notifications (e.g. failure of any ACR related operation) to the S-EAS while performing the ACR operations.
8.8.3.z.2
Procedure

Figure 8.8.3.z.2-1 illustrates the procedure for application context relocation performed by the Edge Enabler Servers.
Pre-conditions:

1.
Information related to the S-EES is available with the S-EAS.

2.
The T-EAS has subscribed to the application context relocation related event from the T-EES.

3.
The EEC has subscribed to the application context relocation related event from the S-EES.
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Figure 8.8.3.z.2-1: Application context relocation procedure
1. The S-EAS sends an application context relocation service request (UE identifier, EAS characteristics for ACR, Full ACR indication) to request the S-EES to handle all the service operations of the application context relocation. The S-EAS may initiate this request with S-EES based on different triggers (e.g. when Application Client is connecting to the S-EAS). An address for accessing the Application Context may be provided if available, which allows the S-EES to access the Application Context generated by the S-EAS for Application Context transfer.

2.
The S-EES checks whether the requesting EAS is authorized to perform the operation. If it is authorized, the S-EES responds with an application context relocation service response. If no address for accessing Application Context is provided by S-EAS in step 1, then the S-EES provides an address for storing the Application Context by S-EAS.

NOTE:
How the EES accesses the Application Context related to the EAS from the address of the Application Context storage is up to implementation and outside the scope of the present document. 

3.
The S-EES determines the ACR operations to be executed as per the Full ACR indication and the S-EES and the EEC executes steps 2, 4, 5, 7, 9 and 12 and skips the rest of the steps as specified in clause 8.8.2.5.
* * * Next Change * * * *

8.8.4.z1
Application context relocation service request

Table 8.8.4.z1-1 describes information elements for the automated application context relocation service request from the Edge Application Server to the Edge Enabler Server.
Table 8.8.4.z1-1: Application context relocation service request
	Information element
	Status
	Description

	UE identifier
	M
	Identifies the UE for which application context relocation is requested

	EAS characteristics for ACR
	M
	Set of characteristics to determine required Edge Application Servers, as detailed in Table 8.5.3.1-2. 

	Security credentials
	M
	Security credentials of the source Edge Application Server

	Full ACR indication (NOTE)
	O
	Indicates that the operation is for full ACR.


	Address for Application Context storage
	O
	The address information from where the Application Context can be accessed for Application context transfer.


	NOTE:
This IE shall be included for supporting the Eees_AutomatedACR API.


8.8.4.z2
Application context relocation service response

Table 8.8.4.z2-1 describes information elements for the application context relocation service response from the Edge Enabler Server to the Edge Application Server.
Table 8.8.4.z2-1: Application context relocation service response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the application context relocation request was successful.

	> Address for Application Context storage (NOTE)
	O
	The address information from where the Application Context can be accessed for Application context transfer.


	Failure response
	O
	Indicates that the application context relocation request failed.

	> Cause
	O
	Indicates the cause of request failure

	NOTE:
This IE is included if "Address for Application Context storage" IE as specified in Table 8.8.4.z1-1 is not included in Application context relocation service request.


* * * Next Change * * * *

8.8.5.1
General

Table 8.8.5.1-1 illustrates the APIs for Application Context Relocation.
Table 8.8.5.1-1: Application Context Relocation APIs
	API Name
	API Operations
	Operation

Semantics
	API provider
	Consumer(s)

	Eees_TargetEASDiscovery
	Request
	Request/Response
	EES
	EAS

	Eecs_TargetEESDiscovery
	Request
	Request/Response
	ECS
	EES

	Eees_AppContextRelocation
	Request
	Request/Response
	EES
	EEC

	Eees_AutomatedACR
	Request
	Request/Response
	EES
	EAS






	
	
	

	

	
	
	
	




	
	
	

	

	
	
	
	


8.8.5.2
Eees_TargetEASDiscovery API

8.8.5.2.1
General

This clause describes the Eees_TargetEASDiscovery API and its operations.
8.8.5.2.2
Eees_TargetEASDiscovery_Request operation

API operation name: Eees_TargetEASDiscovery_Request
Description: The consumer requests for the target EAS information from the EES.

Inputs: See clause 8.8.4.2.

Outputs: See clause 8.8.4.3.
See clause 8.8.3.2 for details of usage of this operation.

8.8.5.3
Eees_AppContextRelocation API

8.8.5.3.1
General

This clause describes the Eees_AppContextRelocation API and its operations.

8.8.5.3.2
Eees_AppContextRelocation_Request operation

API operation name: Eees_AppContextRelocation_Request
Description: The EEC requests to initiate the application context relocation procedure.

Inputs: See clause 8.8.4.6.

Outputs: See clause 8.8.4.7.
See clause 8.8.3.4 for details of usage of this operation.

8.8.5.4
Eecs_TargetEESDiscovery API

8.8.5.4.1
General

This clause describes the Eecs_TargetEESDiscovery API and its operations.

8.8.5.4.2
Eecs_TargetEESDiscovery_Request operation

API operation name: Eecs_TargetEESDiscovery_Request
Description: The consumer requests for the target EES information from the ECS.

Inputs: See clause 8.8.4.8.

Outputs: See clause 8.8.4.9.
See clause 8.8.3.3 for details of usage of this operation.

* * * Next Change * * * *

8.8.5.x
Eees_AutomatedACR API

Editor's note:
Currently there is no unanimity on the usage of the term "AutomatedACR" and identifying a suitable term to replace the term "AutomatedACR" is FFS.
8.8.5.x.1
General

This clause describes the Eees_AutomatedACR API and its operations.

8.8.5.x.2
Eees_AutomatedACR_Request operation

API operation name: Eees_AutomatedACR_Request
Description: The consumer requests for the automated ACR handling by the Edge Enabler Server.

Inputs: See clause 8.8.4.z1.

Outputs: See clause 8.8.4.z2.
See clause 8.8.3.z for details of usage of this operation.

�Merged from S6-210502


�Modified as per Samsung's suggestion.


�Moved here from NOTE1


�As per latest version of 8.8.2.5


�Modified this step to include the address of the App Ctx storage to which the S-EAS puts App Ctx and S-EES accesses the App Ctx for ACT


�Provided additional clarifications in this ACT step that EES accesses the App Ctx.


Also added a NOTE that App Ctx is not visible to EES and EES only engage in packet level transport of the App Ctx.


�Clarified in this step that S-EAS may provide the address of the App Ctx storage.


�Clarified in this step that S-EES provides the address of the App Ctx storage if no address is received in step 1.


�This note clarifies that the App Ctx storage access mechanism is out of scope of this specification.


�Updated the IE name to indicate that this procedure is for full ACR.


�Added the IE for Address for App Ctx storage


�Added the IE for Address for App Ctx storage


�Re-organized the APIs informations in this clause. Modified the API representations in the API clauses.
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