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***************First change***************
[bookmark: _Toc424654365][bookmark: _Toc428364951][bookmark: _Toc433209551][bookmark: _Toc449038182][bookmark: _Toc460615917][bookmark: _Toc460616778][bookmark: _Toc477419227][bookmark: _Toc59229769]6.1	General
The functional model for the common API framework (CAPIF) is organized into functional entities to describe a functional architecture which enables an API invoker to access and invoke service APIs. The CAPIF functional model can be adopted by any 3GPP functionality providing service APIs.
The common API framework (CAPIF) functional architecture is described in this subclause. The CAPIF architecture is defined as service-based and interactions between the CAPIF functions are represented in two ways:
-     A service-based representation, where functions enable other authorized functions to access their services. 
-     A reference point representation, where interactions between any two functions is shown by an appropriate point-to-point reference point (e.g. CAPIF-3) 
The CAPIF functional architecture can be adopted by any 3GPP functionality providing 3GPP northbound service APIs.
Note: throughout this document, the word architecture and model have been used interchangeably.
[bookmark: _Toc424654367][bookmark: _Toc428364953][bookmark: _Toc433209553][bookmark: _Toc453260071][bookmark: _Toc453260958][bookmark: _Toc453279695][bookmark: _Toc460615919][bookmark: _Toc460616780][bookmark: _Toc477419229][bookmark: _Toc59229770]6.2	Functional model architecture description
[bookmark: _Toc59229771]6.2.0	Functional model architecture description for the CAPIF
Figure 6.2.0-1 shows the reference point based functional model architecture for the CAPIF.




Figure 6.2.0-1: CAPIF Ffunctional model architecture representation using reference pointsfor the CAPIF
The CAPIF is hosted within the PLMN operator network. The API invoker is typically provided by a 3rd party application provider who has service agreement with PLMN operator. The API invoker may reside within the same trust domain as the PLMN operator network.
In a reference point based modelarchitecture, the API invoker within the PLMN trust domain interacts with the CAPIF via CAPIF-1 and CAPIF-2. The API invoker from outside the PLMN trust domain interacts with the CAPIF via CAPIF-1e and CAPIF-2e. The API exposing function, the API publishing function and the API management function of the API provider domain (together known as API provider domain functions) within the PLMN trust domain interacts with the CAPIF core function via CAPIF-3, CAPIF-4 and CAPIF-5 respectively.



Figure 6.2.0-2: Functional model for interactions between API exposing functions
As illustrated in figure 6.2.0-2, the interactions between the API exposing functions within the PLMN trust domain is via CAPIF-7.
The CAPIF core function provides CAPIF APIs to the API invoker over CAPIF-1 and CAPIF-1e. The API exposing function provides the service APIs to the API invoker over CAPIF-2 and CAPIF-2e.
NOTE 1:	The communication between the API exposing function and the CAPIF core function, between the API publishing function and the CAPIF core function and between the API management function and the CAPIF core function over CAPIF-3, CAPIF-4 and CAPIF-5 respectively can be API based.
The detailed information of the APIs provided by the CAPIF core function is specified in clause 10.
The security aspects of CAPIF reference points are specified in 3GPP TS 33.122 [12].
Figure 6.2.0-3 illustrates the CAPIF functional model architecture using service-based interfaces.



Figure 6.2.0-3: CAPIF functional model architecture representation using service-based interfaces
Table 6.2.0-1 specifies the service-based interfaces supported by CAPIF.
Table 6.2.0-1: Service-based interfaces supported by CAPIF
	Service-based interface
	Entity
	APIs offered

	Cccf
	CAPIF core function
	Specified in subclause 10

	Caef
	API exposing function
	Specified in subclause 11



***************Second change***************
[bookmark: _Toc460615936][bookmark: _Toc460616797][bookmark: _Toc477419246][bookmark: _Toc59229781]6.4	Reference points
[bookmark: _Toc59229782]6.4.1	General
The reference points for CAPIF are described in the following subclauses.
[bookmark: _Toc59229783]6.4.2	Reference point CAPIF-1 (between the API invoker and the CAPIF core function)
The CAPIF-1 reference point, which exists between the API invoker and the CAPIF core function, is used for the API invoker within the PLMN trust domain to discover service APIs, to authenticate and to get authorization.
The CAPIF-1 reference point supports:
-	Authenticating the API invoker based on the identity and credentials of the API invoker;
-	Mutual authentication between the API invoker and the CAPIF core function;
-	Providing authorization for the API invoker prior to accessing the service API; and 
-	Discovering the service APIs information.
NOTE:	The security aspects of CAPIF-1 are specified in subclause 6.2 of 3GPP TS 33.122 [12].
[bookmark: _Toc59229784]6.4.3	Reference point CAPIF-1e (between the API invoker and the CAPIF core function)
The CAPIF-1e reference point, which exists between the API invoker and the CAPIF core function, is used for the API invoker outside the PLMN trust domain to discover service APIs, to authenticate and to get authorization.
The CAPIF-1e reference point supports all the functions of CAPIF-1.
NOTE:	The security aspects of CAPIF-1e are specified in subclause 6.3 of 3GPP TS 33.122 [12].
[bookmark: _Toc59229785]6.4.4	Reference point CAPIF-2 (between the API invoker and the API exposing function)
The CAPIF-2 reference point, which exists between the API invoker and the API exposing function belonging to the same trust domain, is used for the API invoker to communicate with the service APIs.
The CAPIF-2 reference point supports:
-	Authenticating the API invoker based on the identity and credentials of the API invoker;
-	Authorization verification for the API invoker upon accessing the service API; and 
-	Invocation of service APIs.
NOTE 1:	The aspects related to the specific service API invocation in reference point CAPIF-2 are out of scope of the present document.
NOTE 2:	The security aspects of CAPIF-2 are specified in subclause 6.4 of 3GPP TS 33.122 [12].
[bookmark: _Toc59229786]6.4.5	Reference point CAPIF-2e (between the API invoker and the API exposing function)
The CAPIF-2e reference point, which exists between the API invoker and the API exposing function belonging to a different trust domain, is used for the API invoker to communicate with the service APIs.
The CAPIF-2e reference point supports all the functions of CAPIF-2.
NOTE:	The security aspects of CAPIF-2e are specified in subclause 6.5 of 3GPP TS 33.122 [12].
[bookmark: _Toc59229787]6.4.6	Reference point CAPIF-3 (between the API exposing function and the CAPIF core function)
The CAPIF-3 reference point, which exists between the API exposing function and the CAPIF core function, is used for exercising access and policy related control for service API communications initiated by the API invoker.
The CAPIF-3 reference point supports:
-	Authenticating the API invoker based on the identity and credentials of the API invoker;
-	Providing authorization for the API invoker prior to accessing the service API;
-	Authorization verification for the API invoker upon accessing the service API;
-	Controlling the service API access based on PLMN operator configured policies;
-	Logging the service API invocations; and 
-	Charging the service API invocations.
NOTE:	The security aspects of CAPIF-3 are specified in subclause 6.6 of 3GPP TS 33.122 [12].
[bookmark: _Toc59229788]6.4.7	Reference point CAPIF-4 (between the API publishing function and the CAPIF core function)
The CAPIF-4 reference point, which exists between the API publishing function and the CAPIF core function, is used for publishing the service API information.
The CAPIF-4 reference point supports:
-	Publishing the service APIs information by the API publishing function.
NOTE:	The security aspects of CAPIF-4 are specified in subclause 6.6 of 3GPP TS 33.122 [12].
[bookmark: _Toc59229789]6.4.8	Reference point CAPIF-5 (between the API management function and the CAPIF core function)
The CAPIF-5 reference point, which exists between the API management function and the CAPIF core function, is used for management of service API, API invoker and API provider domain function information.
The CAPIF-5 reference point supports:
-	Accessing the service API invocation logs by the API management function;
-	Enabling the API management function to monitor the events reported due to the service APIs invocations;
-	Onboarding new API invokers by provisioning the API invoker information at the CAPIF core function, requesting explicit grant of new API invokers onboarding and confirming onboarding success;
-	Offboarding API invokers;
-	Enabling the API management function to configure policies at the CAPIF core function e.g. service API invocation throttling, blocking API invocation for certain duration;
-	Enabling the API provider to monitor the status of service APIs (e.g. pilot or live status, start or stop status of service API); 
-	Registering API provider domain functions on the CAPIF core function; and
-	Update of the registration information of API provider domain functions on the CAPIF core function.
NOTE:	The security aspects of CAPIF-5 are specified in subclause 6.6 of 3GPP TS 33.122 [12].
[bookmark: _Toc59229790]6.4.9	Reference point CAPIF-3e (between the API exposing function and the CAPIF core function)
The CAPIF-3e reference point, which exists between the API exposing function within the 3rd party trust domain and the CAPIF core function within the PLMN trust domain, is used for exercising access and policy related control for service API communications initiated by the API invoker.
The CAPIF-3e supports all the functions of CAPIF-3.
NOTE:	The security aspects of CAPIF-3e will be specified by SA3.
Editor's note:	Reference to the appropriate SA3 specification is needed.
[bookmark: _Toc59229791]6.4.10	Reference point CAPIF-4e (between the API publishing function and the CAPIF core function)
The CAPIF-4e reference point, which exists between the API publishing function within the 3rd party trust domain and the CAPIF core function within the PLMN trust domain, is used for publishing the service API information.
The CAPIF-4e reference point supports all the functions of CAPIF-4.
NOTE:	The security aspects of CAPIF-4e will be specified by SA3.
Editor's note:	Reference to the appropriate SA3 specification is needed.
[bookmark: _Toc59229792]6.4.11	Reference point CAPIF-5e (between the API management function and the CAPIF core function)
The CAPIF-5e reference point, which exists between the API management function within the 3rd party trust domain and the CAPIF core function within the PLMN trust domain, is used for management of service API, API invoker and API provider domain function information.
The CAPIF-5e reference point supports all the functions of CAPIF-5.
NOTE:	The security aspects of CAPIF-5e will be specified by SA3.
Editor's note:	Reference to the appropriate SA3 specification is needed.
[bookmark: _Toc59229793]6.4.12	Reference point CAPIF-7 (between the API exposing functions)
The CAPIF-7 reference point, which exists between the API exposing functions belonging to the same trust domain, is used for the forwarding or routing of the API invoker's service API invocation from one API exposing function to the other API exposing function deployed in the PLMN trust domain.
The CAPIF-7 reference point supports all the functions of CAPIF-2.
The CAPIF-7 reference point supports invocation of service APIs originated by the API invoker using CAPIF-2.
NOTE 1:	The aspects related to the specific service API invocation in reference point CAPIF-7 are out of scope of the present document.
NOTE 2:	The security aspects of CAPIF-7 are the responsibility of SA3.
[bookmark: _Toc59229794]6.4.13	Reference point CAPIF-7e (between the API exposing functions)
The CAPIF-7e reference point, which exists between the API exposing functions belonging to different trust domains, is used for the forwarding or routing of the API invoker's service API invocation from one API exposing function to the other API exposing function between different trust domains.
The CAPIF-7e reference point supports all the functions of CAPIF-2e.
NOTE:	The security aspects of CAPIF-7e are the responsibility of SA3.
[bookmark: _Toc533178797][bookmark: _Toc59229795]6.4.14	Reference point CAPIF-6 (between the CAPIF core functions of the same CAPIF provider)
The CAPIF-6 reference point exists between the CAPIF core functions within the same trust domain of CAPIF provider.
The CAPIF-6 reference point supports:
-	Publishing the service APIs information; and
-	Discovering the service APIs information.
[bookmark: _Toc59229796]6.4.15	Reference point CAPIF-6e (between the CAPIF core functions of different CAPIF providers)
The CAPIF-6e reference point exists between the CAPIF core function within the 3rd party trust domain and the CAPIF core function within the PLMN trust domain.
The CAPIF-6e reference point supports all the functions of CAPIF-6.
NOTE:	The security aspects of CAPIF-6e will be specified by SA3.
Editor's note:	Reference to the appropriate SA3 specification is needed.
6.5	Service-based interfaces
The CAPIF architecture contains the following service-based interfaces:
Cccf:	Service-based interface exhibited by CAPIF core function.
Caef:	Service-based interface exhibited by API exposing function.
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