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1. Introduction
In contribution S6-210201 “Support of Predictive UE Mobility”, which was approved during SA6#41-e, the use of a UE’s expected/predicted location in support of service continuity planning was presented. As a consequence clarifications were introduced to highlight that the EEC may use the EAS information provided by the EAS discovery procedure to perform such planning.  Furthermore, additions were made highlighting that the EAS discovery response may include EASs whose Geographical or Topological Service Area coincides with a UE’s predicted/expected location as well as their current location. Updates were also agreed to the ACR procedures for the EEC initiated and EEC executed scenario highlighting that such procedures may be initiated in support of service continuity planning. 
2. Reason for Change
This contribution builds upon the changes introduced through S6-210201 by proposing support for service continuity planning is applicable to all ACR scenarios. The changes proposed are consistent with those already made to the EEC initiated and EEC executed scenario. 
3. Conclusions

Service continuity planning is considered to have applicability to all ACR scenarios and therefore clarifying text to indicate that is proposed for clause 8.8.2.4, 8.8.2.5 and 8.8.2.6.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 V1.3.0.
* * * First Change * * * *

8.5.2.2
Request-response model

Pre-conditions:

1.
The EEC has received information (e.g. URI, IP address) related to the EES;

2.
The EEC has received appropriate security credentials authorizing it to communicate with the EES as specified in clause 8.10; and

3.
The EES is configured with ECSP's policy for EAS discovery.
NOTE 1:
Details of ECSP's policy are out of scope.
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Figure 8.5.2.2-1: EAS Discovery procedure

1.
The EEC sends an EAS discovery request to the EES. The EAS discovery request includes the requestor identifier [EEC ID] along with the security credentials and may include EAS discovery filters to retrieve information about particular EAS(s) or a category of EASs, e.g. gaming applications, or Edge Applications Server(s) available in certain service areas, e.g. available on a UE’s predicted or expected route. 

2.
Upon receiving the request from the EEC, the EES checks if the EEC is authorized to discover the requested EAS(s). The authorization check may apply to an individual EAS, a category of EASs or to the EDN, i.e. to all the EASs. The EES may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.3. If EAS discovery filters are provided by the EEC, the EES identifies the EAS(s) based on the provided EAS discovery filters and the UE location. When EAS discovery filters are not provided, then:

-
if available, the EES identifies the EAS(s) based on the UE-specific service information at the EES and the UE location;

-
EES identifies the EAS(s) by applying the ECSP policy (e.g. based only on the UE location);

NOTE 2:
Details of the UE-specific service information and how it is available at the EES is out of scope.

NOTE 3:
Both steps are evaluated prior to sending a response.
If the EES is unable to determine the EAS information using the inputs in the EAS discovery request, UE-specific service information at the EES or the ECSP policy, the EES shall reject the service provisioning request and respond with an appropriate failure cause.
If the UE location and predicted/expected UE locations, provided in the EAS discovery request, are outside the Geographical or Topological Service Area of an EAS, then the EES shall not include that EAS in the discovery response. The discovery response may include EAS(s) that cannot serve the UE at its current location if a predicted/expected UE location was provided in the EAS discovery request.
Upon receiving the request from the EEC, the EES may trigger the EAS management system to instantiate the EAS that matches with EAS discovery filter IEs (e.g. AC ID) as in clause 8.11.
3.
If the processing of the request was successful, the EES sends an EAS discovery response to the EEC, which includes information about the discovered EASs. For discovered EASs, this includes endpoint information. Depending on the EAS discovery filters received in the EAS discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, KPIs, AC locations(s) that the EASs can support, etc. The EAS response may contain a list of EASs. This list may be based on EAS discovery filters containing a Geographical or Topological Service Area, e.g. a route, included in the EAS discovery request by the EEC.

Upon receiving the EAS discovery response, the EEC uses the endpoint information for routing of the outgoing application data traffic to EAS(s), as needed, and may provide necessary notifications to the AC(s). The EEC may use the border or overlap between EAS Geographical Service Areas for service continuity purposes. The EEC may cache the EAS information (e.g. EAS endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the response, the EEC may cache the EAS information only for the duration specified by the Lifetime IE.

NOTE 4:
Within the duration specified by the Lifetime IE, the cached EAS Profile can be updated (e.g. according to notifications from the EES for changes of EAS information due to EAS status change) or the cached EAS Profile can be invalidated due to new EAS information discovery (e.g. due to UE mobility). The EEC can update or invalidate the cached EAS information (e.g. on PDU Session Release or Modification Command).

NOTE 5:
The AC can cache the EAS information (e.g. EAS endpoint) for subsequent use. In the case of the cached information needing to be updated or invalidated, the mechanisms for the EEC to notify the AC is up to implementation and is not specified in the current release of the present document.

NOTE 6:
If the EAS discovery request fails, the EEC can resend the EAS discovery request again, taking into account the received failure cause.

NOTE 7: The EEC can use the EAS information provided by the discovery procedure to perform service continuity planning, for example when ultra-low latency ACR is required.
* * * Next Change * * * *

8.8.2.4
Source EAS decided application context relocation scenario

The procedure in this clause illustrates the scenario for source EAS decided application context relocation.

In this procedure, the source EAS may detect the need of application context relocation locally or is notified by the source EES. The source EAS make the decision about whether to perform the application context relocation, and starts the application context relocation at a proper time.

Pre-condition:

1.
The source EAS may depend on the receipt of certain User plane path management events from the source EES, e.g. "user plane path change" events or "application context relocation monitoring" events, to detect the need for an application context relocation. For the following procedure it is assumed that the source EAS has subscribed to continuously receive the respective events from the source EES.
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Figure 8.8.2.4-1: Source EAS decided application context relocation scenario 

The source EAS decided application context relocation scenario is outlined with four main phases: detection, decision, execution and clean up.

Phase I: ACR Detection

1.
The source EAS either receives notifications from source Edge Enabler Sever indicating that application context relocation may be required ("application context relocation monitoring" event), or self detects the need for application context relocation (e.g. upon receipt of a "user plane path change" event). If the notification indicates "application context relocation monitoring" event, then the notification will also contain the target EAS information (see clause 8.6.3.2.3).

NOTE 1:
How the source EAS self detects the local need for application context relocation is outside the scope of this specification.

Phase II: ACR Decision

2.
The source EAS makes the decision to perform the application context relocation 

NOTE 2:
How the source EAS determines when to start the application context relocation is outside the scope of this specification.

Phase III:
ACR Execution

3.
If no target EAS information is available at the source EAS, the source EAS discovers the target EAS as described in clause 8.8.3.2. If this procedure is used for service continuity planning, then UE Location and Target DNAI values in the Retrieve Target EES procedure contain the expected UE Location and expected Target DNAI. After source EAS determines the target EAS to use, the source EAS may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable).
4.
The source EES sends the target information notification to the EEC as described in clause 8.8.3.6.

5.
The source EAS transfers the application context to the target EAS selected in step 3. This process is out of scope of the present specification.
NOTE 3:
If used for service continuity planning, post-ACR clean up would only be performed after the UE moves to the expected location.

Editor's Note:
It is FFS whether application context can be transferred via the Edge Enabler Layer.

Phase IV:
Post-ACR clean up 

6.
All required entities perform clean-up. The source EAS informs the source EES of the complete of application context transfer and the source EES informs the EEC of the completion of application context relocation as described in clause 8.8.1.

* * * Next Change * * * *

8.8.2.5
Source EES executed application context relocation

Figure 8.8.2.5-1 illustrates the procedure for the S-EES to decide and execute the application context relocation from the S-EAS to the T-EAS

Pre-condition:

1.
The AC at the UE already has a connection to the S-EAS; and

2.
The EEC is able to communicate with the S-EES.
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Figure 8.8.2.5-1: S-EES executed application context relocation procedure

Phase I: ACR Detection

1.
Detection entities (S-EAS, S-EES, EEC) detects that application context relocation may be required as described in clause 8.8.1. The detection by the S-EES may be triggered by the User Plane path change notification received from the 3GPP Core Network.

2.
The detection entity informs the S-EES that application context relocation is required as in clause 8.8.3.5.

Phase II: ACR Decision

3.
The S-EES authorises the received message from step 2. The S-EES decides to execute application context relocation based on the information received in step 2 and the information of EEC context or EAS profile, and then proceed the below steps.

Phase III:
ACR Execution

4.
The S-EES determines T-EES and T-EAS via the Discover target EAS procedure in clause 8.8.3.2 of the present document. If this procedure is used for service continuity planning, then UE Location and Target DNAI values provided in the Retrieve Target EES procedure contain the expected UE Location and expected Target DNAI. The S-EES may decide not to perform application context relocation if T-EAS is not available.
5.
The source EES sends the target information notification to the EEC as described in clause 8.8.3.6.

6.
The S-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable) and sends the Application Context Relocation Notify message to the S-EAS to initiate application context transfer between the S-EAS and the T-EAS.

7.
The S-EAS transfers the application context to the T-EAS at implementation specific time. This process is out of scope of the present specification.

NOTE 1:
If used for service continuity planning, post-ACR clean up would only be performed after the UE moves to the expected location.

Phase IV:
Post-ACR Clean up 

8.
The T-EAS sends the Application Context Relocation Complete message to the T-EES to confirm that the application context relocation has completed.

9.
The S-EAS sends the Application Context Relocation Complete message to the S-EES to confirm that the application context relocation has completed.

10.
The S-EES sends the Application Context Relocation Complete message to the EEC to confirm that the application context relocation has completed.

Editor's note: The relationship of scenario specified in clause 8.8.2.5 and building block procedure specified in clause 8.8.3.4 and its representation is FFS

* * * Next Change * * * *

8.8.2.6
EEC executed application context relocation via T-EES

Figure 8.8.2.6-1 illustrates the procedure for the EEC to execute the application context relocation via target EES.

Pre-condition:

1.
The EEC has the source EAS information that serves the AC.
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Figure 8.8.2.6-1: EEC executed application context relocation via T-EES

Phase I: ACR Detection

1.
The EEC detects that application context relocation may be required as described in clause 8.8.1.

Phase II: ACR Decision

2.
The EEC decides to proceed with required procedures for application context relocation. 

NOTE 1:
If supported, the AC can be involved in the decision. It is out of scope of the present document how the AC is involved.

Phase III:
ACR Execution

3.
The EEC determines the T-EES by using the provisioned information or performing service provisioning procedure per clause 8.3. If the EEC performs the service provisioning procedure for service continuity planning, then the Connectivity information and UE Location used in that procedure contain the expected Connectivity information and expected UE Location. Upon selecting the T-EES the UE may need to establish a new PDU connection to the target EDN. The EEC performs EAS Discovery with the T-EES per clause 8.5.2.

4.
The EEC sends the Application Context Relocation Request message (indicating the need to notify the EAS) containing the source EAS and target EAS information to the T-EES. The T-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable). Then the T-EES sends the Application Context Relocation Notify message to the T-EAS, as described in clause 8.8.3.4. 

5.
The T-EAS initiates application context transfer between the S-EAS and the T-EAS. This process is out of scope of the present specification.

NOTE 2:
If used for service continuity planning, post-ACR clean up would only be performed after the UE moves to the expected location.
Phase IV:
Post-ACR clean up

6.
The T-EAS sends the Application Context Relocation Complete message to the T-EES to confirm that the application context relocation has completed.

7.
The T-EES sends the Application Context Relocation Complete message to the EEC.

If the procedure fails after step 4, it will be terminated with an appropriate cause in the Application Context Relocation Response message to the EEC in step 7. The EEC may then proceed attempting to obtain services from the T-EAS discovered in step 3 without service continuity support. Alternatively, the EEC may resume the present procedure starting with step 3 and selecting a different T-EES.

NOTE 3:
The support of application context relocation between EDNs operated by different ECSPs is dependent on business agreement between the ECSPs.

Editor's note: When the procedure fails, the use of other mechanisms to alleviate this failure is FFS.
* * * End of Changes * * * *
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