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1. Introduction
<Introduction part >

2. Reason for Change
While it was agreed that the EAS also informs the EES of the need to perform ACR as described in clause 8.8.2.5, the current ACR determination procedure in clause 8.8.3.5 is described only for the operation of EEC.
This pCR proposes an ACR determination procedure used by EASs in the S-EES executed scenario in clause 8.8.2.5. As SA6 agreed to avoid unification of API in the previous meeting, a new procedure for EASs is proposed for the ACR determination request operation.
In the final version, the changes on the existing ACR determination procedure (EEC and EES) are reverted to avoid possible conflict with other pCRs.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.3.0.
* * * First Change * * * *

8.8.3.5
Application Context Relocation determination

Application Context Relocation determination procedure enables the EEC to inform the EES of the need for application context relocation so that the EES decides whether the application context relocation is required.

Editor's Note:
Whether this Application Context Relocation determination can be merged with Application Context Relocation request/response is FFS.

Figure 8.8.3.5-1 illustrates the procedure for the Application Context Relocation determination procedure.

Pre-condition:

1.
The EEC detects the need for application context relocation.
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Figure 8.8.3.5-1: Application Context Relocation determination procedure

1.
The EEC sends the Application Context Relocation determination request to the EES.

2.
The EES responds with the result of application context relocation. The response may be sent to the EEC after the EES is aware of the result of application context transfer. 

* * * Next Change * * * *

8.8.3.X
Application Context Relocation determination (EAS)
Application Context Relocation determination procedure enables the EAS to inform the EES of the need for application context relocation so that the EES decides whether the application context relocation is required.

Figure 8.8.3.5-1 illustrates the procedure for the Application Context Relocation determination procedure.

Pre-condition:

1.
The EAS detects the need for application context relocation.
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Figure 8.8.3.5-1: Application Context Relocation determination procedure (EAS)
1.
The EAS sends the Application Context Relocation determination request to the EES.

2.
The EES responds with the result of application context relocation. The response may be sent to the EAS after the EES is aware of the result of application context transfer. 
* * * Next Change * * * *

8.8.4.6
Application Context Relocation determination request

Table 8.8.4.6-1 describes the information elements for the Application Context Relocation determination request from EEC to EES.

Table 8.8.4.6-1: Application Context Relocation determination request

	Information element
	Status
	Description

	UE ID
	M
	Identifier of the UE

	Source EAS Endpoint
	M
	Source EAS Endpoint information 


8.8.4.7
Application Context Relocation determination response

Table 8.8.4.7-1 describes the information elements for the response to Application Context Relocation determination response from EES to EEC.

Table 8.8.4.7-1: Application Context Relocation determination response

	Information element
	Status
	Description

	Result
	M
	Indicates successful completion or failure of the application context relocation

	Cause information (NOTE)
	O
	Indicates the cause information for the failure

	NOTE:
The Cause information IE is included when the Result indicates failure.


* * * Next Change * * * *

8.8.4.X
Application Context Relocation determination request (EAS)
Table 8.8.4.X-1 describes the information elements for the Application Context Relocation determination request from EAS to EES.

Table 8.8.4.X-1: Application Context Relocation determination request

	Information element
	Status
	Description

	UE ID
	M
	Identifier of the UE

	Source EAS Endpoint
	M
	Source EAS Endpoint information 


8.8.4.Y
Application Context Relocation determination response (EAS)
Table 8.8.4.Y-1 describes the information elements for the response to Application Context Relocation determination response from EES to EAS.

Table 8.8.4.Y-1: Application Context Relocation determination response

	Information element
	Status
	Description

	Result
	M
	Indicates successful completion or failure of the application context relocation

	Cause information (NOTE)
	O
	Indicates the cause information for the failure

	NOTE:
The Cause information IE is included when the Result indicates failure.


* * * End of Change * * * *
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