
3GPP TSG-SA WG6 Meeting #42-e
S6-210600
e-meeting, 1st – 9th March 2021
(revision of S6-210454)
Source:
Ericsson
Title:
Solution 22 procedures for TSN
Spec:
3GPP TR 23.745 v1.3.0
Agenda item:
8.2
Document for:
Approval
Contact:
Géza Szabó, geza.szabo@ericsson.com
1. Introduction
This contribution adds procedures related to TSN to Solution #22 which addresses support for TSC services in SEAL. It removes a related EN in clause 7.22.1 and makes it clear that the solution for the TSN integration case is based on that the NRz server plays a role of TSN AF. A solution evaluation clause is also added.
2. Reason for Change
This contribution adds TSN procedures to Solution #22.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v1.3.
* * * First Change * * * *

7.22.1
Introduction
This solution addresses architectural aspects related to Key Issue #4 on TSN support and Key Issue #11 on QoS coordination.
This contribution proposes an architecture to expose Time Sensitive Communication (TSC) capabilities of the 5G system which supports integration with an IEEE TSN system as well as 5G-native (i.e. non-TSN) TSC services. Due to the common nature of these TSC capabilities (which can be used by various verticals), it is proposed to enhance SEAL in a way similar to the Solution #10 for QoS monitoring, i.e. we identify two possible ways to add support for TSC services to SEAL including:

a)
Enhancing the existing Network Resource Management service enabler by adding support for TSC capabilities;
b)
Defining a new service enabler, e.g. Network Resource Reservation enabler.
Here we propose a solution where a SEAL service enabler (enhanced or new) is used for TSC services - NRz for short. The NRz service will make use of the 5GS TSC capabilities available via the N5 reference point. 
In the Rel-16 specification 3GPP TS 23.501 [7] 5GS supports integration with IEEE 802.1 TSN networks applicable for the fully centralized configuration model as defined in IEEE Std 802.1Qcc [25]. In that model the Centralized Network Configuration (CNC) server sets up the TSN flows across the 5GS virtual bridges based on the TSN stream requests from CUC and the 5GS virtual bridge capabilities provided by the TSN AF. 

For the case of TSN integration, this solution proposes that the NRz server will act as a TSN AF and will interact with the CNC via the NRz-S reference point using the IEEE 802.1Qcc management protocol. The NRz server will interact with the 5GC via N5 reference point as specified by SA2.


For the case of 5G-native TSC services, this solution proposes that the NRz server will support management of the end-to-end QoS flows in the 5GS. This will enable an FF application to request configuration of TSC QoS flows between UEs within the 5GS via the NRz-S reference point. The NRz server will perform QoS coordination for the set of UEs and their respective QoS flows referred-to in KI#11. In this case the NRz-S reference point will specify a 3GPP protocol for this interaction. The NRz server will also configure the NRz clients with the TSC parameters for their QoS flows. The NRz server will interact with the 5GC via N5 reference point as specified by SA2.
* * * Next Change * * * *
7.22.X
IEEE-TSN TSC procedures

7.22.X.1
5GS TSN Bridge information reporting
Pre-conditions: 

1. VAL server (FAE server or FAES server) acts as TSN CNC.
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Figure 7.22.X.1-1: TSN Bridge information reporting procedure
1. Acting as the TSN AF the NRz server collects 5GS TSN Bridge information by interaction with the 5GS via the N5 reference point, as described in in TS 23.502[12] Annex F.1. The NRz server stores the binding relationship between 5GS Bridge ID, MAC address of the DS-TT Ethernet port and also updates 5GS bridge delay as defined in clause 5.27.5 of TS 23.501 [2]. The NRz server retrieves txPropagationDelay and Traffic Class table from DS-TT and it also retrieves txPropagationDelay and Traffic Class table from NW-TT.
2. The NRz server constructs the above received information as 5GS TSN Bridge information and sends them to the VAL server acting as CNC to register a new TSN Bridge or update an existing TSN Bridge.

3. The VAL server stores the TSN Bridge information and returns a confirmation to the NRz server.

7.22.X.2
5GS TSN Bridge configuration procedure

Pre-conditions:

1. VAL server (FAE server or FAES server) acts as TSN CNC and it has stored the 5GS TSN Bridge information received from the NRz server acting as TSN AF.
2. The NRz server acting as TSN AF has stored the 5GS TSN Bridge information collected from the 5GS, as described in clause 7.22.X.1.
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Figure 7.22.X.2-1: TSN Bridge configuration procedure
1. The NRz server receives from the VAL server acting as CNC per-stream filtering, policing parameters and related flow information according to IEEE 802.1Q [6] and it uses them to derive TSN QoS information and related flow information. The TSN AF uses this information to identify the DS-TT MAC address of the corresponding PDU session.
2. NRz server triggers via N5 the AF request procedure as described in 3GPP TS 23.502 [12] Annex F.2. The AF request includes the Stream ID, the UE-DS-TT port MAC address, TSC QoS information, TSC Assistance Information, flow bit rate, priority, Service Data Flow Filter containing flow description including Ethernet Packet Filters. 
3. NRz server sends a TSN Bridge configuration response.
* * * Next Change * * * *

7.22.X
Solution evaluation

This is a viable technical solution for aspects related to Key Issue #4 on TSN support and Key Issue #11 on QoS coordination, where common support for integration with TSN and for 5G-native (i.e. non-TSN) use cases is provided by a SEAL enabler service, either as an enhancement of SEAL NRM or a definition of a new SEAL enabler.
For the 5G-native case, the solution builds on top of the capabilities provided by 5G CN in Rel-16 and adds support for end-to-end TSC service between UEs within the 5GS, providing required coordination of the QoS flows, so that these supporting mechanisms can be utilized by VAL servers.
For the TSN integration case, the solution is aligned with the TSN integration solution specified by SA2 in Rel-16. NRz server acts as TSN AF and supporting mechanisms can be utilized by VAL servers. There are no additional IEs necessary for the NRz server acting as a TSN AF. 
The NRz server of SEAL takes the role of TSN AF and TSC AF and is part of 5GC as specified in TS 23.501.
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