
3GPP TSG-SA WG6 Meeting #42-e
S6-210573
e-meeting, 1st  – 9th March 2021
(revision of S6-21xxxx)
Source:
Convida Wireless LLC, CATT
Title:
EAS contact info provisioning 
Spec:
3GPP TS 23.558 v1.3.0
Agenda item:
7.6
Document for:
Approval
Contact:
Catalina Mladin, mladin.catalina@convidawireless.com 
1. Introduction
This contribution proposes adding an indicator in the EEC registration to request that EAS contact information is provisioned by the EES based on the information provided in the Application Client Profile. 
Observation 1. In the most straightforward cases, EECs register when connectivity to an EAS is needed. Therefore, a registration response including EAS information provides the most straightforward functionality.

There are some usecases in which EECs provide additional services to ACs, e.g. early notifications, etc. In those cases, having the ability to register in advance of establishing connection to EAS is desirable.
Observation 2. A registration option where it is not necessary to have EAS information being returned may be useful. A discovery request is already supported and may be used after the registration in all cases.
Previous discussions pointed to the preference of having a separation of functionalities (registration/discovery). The proposal to introduce an indicator requesting provisioning of EAS information aligns with those discussions. By using an indicator, the flexibility needed to support various cases is implemented explicitly. In addition, the discovery operation remains specified and independent, and provides more functionality than that provided by the EAs provisioning at registration.

Observation 3. The logical separation between registration and discovery is maintained and clarified by the introduction of an indicator in to request EAS provisioning in the registration.

Processing of a discovery request can vary wildly between EDNs, i.e. between EDNs rich in resources and options, and those with niche purposes. Allowing the EEC to provide a provisioning indicator in the registration request allows AC to EAS connections to be established quicker and in a more deterministic fashion. 

Observation 4. Allowing EAS provisioning at registration enables the EEC to provide services in more optimized and deterministic ways. 
Observation 5. The EES has all the information needed for EAS provisioning in the registration request. An indicator is proposed to be added for functional clarity.

Observation 6. All currently supported scenarios using registration followed by discovery will continue to be supported the same way.

 2. Reason for Change
To provide the EEC with flexible and optimized ways of enabling AC-EAS connections with new EDNs. 
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.3.0.
* * * First Change * * * *

8.4.2.2.2
EEC registration

Figure 8.4.2.2.2-1 illustrates EEC registration procedure.

Pre-conditions:

1.
The EEC is authorized to access the EES for the purpose of performing registration and has received relevant security credentials as specified in clause 8.10; and 

2.
The EEC has received service provisioning information from the ECS, including information for accessing the EES.
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Figure 8.4.2.2.2-1: EEC registration procedure

1.
The EEC sends EEC registration request to the EES. The request from the client includes the security credentials received after successful authorization for edge computing services and may include a proposed expiration time. The request also optionally includes information indicating to the EES how the EEC expects to use the services of the EES. 


If the EEC is moving to this EES from the purview of another EES, called source EES, the request from the EEC may include the identity and endpoint of the source EES and an EEC context ID that was provided by the source EES to maintain continuity of the EEC context and to authorize EEC context relocation. 
2.
Upon receiving the request from the EEC, the EES validates the registration request and verifies the security credentials. The EES further determines whether the requirements that were indicated in the AC Profile(s) can be fulfilled and reserves corresponding resources. If the request includes the EAS provisioning indicator, the EES determines the registered EASs fulfilling the requirements indicated in the AC Profile(s). 

3.
Upon successful validation of the request, if the received EEC registration request contains an EEC context ID, a source EESID and EES endpoint, the EES retrieves the EEC's context from the source EES. Otherwise, this step is skipped.

4.
The EES sends a successful registration response, which includes the registration ID and may include a newly assigned EEC context ID. The EEC stores the new EEC context ID and uses it if and when it registers with another EES. If the request includes the EAS provisioning indicator, the EES provides the EAS ID and Endpoint information for provisioned EASs.The EES may also provide an expiration time to indicate to the EEC when the registration will automatically expire. To maintain the registration, the EEC shall send a registration update request prior to the expiration. If a registration update request is not received prior to the expiration time, the EES shall treat the EEC as implicitly de-registered.

Editor's Note: whether the EEC registration response provides feedback with regard to the outcome of the EEC context relocation is FFS.

* * * Next Change * * * *
8.4.2.3.2
EEC registration request

Table 8.4.2.3.2-1 describes information elements in the EEC registration request from the EEC to the EES. 

Table 8.4.2.3.2-1: EEC registration request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	UE Identifier
	O
	The identifier of the hosting UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS provisioning 
	O
	Indicates a request for the EES to provision the EEC with EAS information based on the AC Profile(s) included.

	AC Profile(s)
	O
	Profiles of ACs for which the EEC provides edge enabling services. AC Profiles are further described in Table 8.2.2-1. If the EAS provisioning indicator is present, at least one AC Profile shall be included.

	Proposed expiration time
	O
	Proposed expiration time for the registration.

	EEC context ID
	O
	Identifier of the EEC context obtained from a previous registration. 

	Source EES ID
	O
	Identifier of the EES that provided EEC context ID.

	Source EES Endpoint
	O
	The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.


8.4.2.3.3
EEC registration response

Table 8.4.2.3.3-1 describes information elements in the EEC registration response from the EES to the EEC.
Table 8.4.2.3.3-1: EEC registration response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the registration request was successful.



	> Registration ID
	M
	Identifier of the EEC registration.

	> Expiration time
	M
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

	> EEC context ID
	O
	Identifier of the EEC Context information available at the EES that performed the registration.

	> List of provisioned EASs
	O
	Present only if the request included EAS provisioning indicator. List of provisioned EASs

	>> EAS ID
	O
	Identifier of the EAS

	>> EAS Endpoint
	O
	Endpoint information (e.g. URI, FQDN, IP address) of the EAS. 

	Failure response
	O
	Indicates that the registration request failed.



	> Cause
	M
	Provides the cause for registration request failure.


