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1. Introduction
This contribution marks the ENs that are related to other working groups.
2. Reason for Change
This will allow other working groups to easily identify the issues that requires their assistance.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.3.0.
* * * First Change * * * *

4.1
General

For edge computing, it is essential that the ACs are able to locate and connect with the most suitable application server available in the EDN, depending on the needs of the application. The edge enabler layer exposes APIs to support such capabilities.

The edge computing capabilities supported by 3GPP are illustrated in the figure 4.1-1.
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Figure 4.1-1: Overview of 3GPP edge computing

The application layer is a consumer of 3GPP specified edge computing capabilities. The 3GPP edge computing capabilities are typically organized as follows:

-
Edge enabler layer, specified in this specification;

-
Edge hosting environment, details of which are outside the scope of 3GPP;

-
3GPP transport layer, specified in 3GPP TS 23.401 [11] and 3GPP TS 23.501 [2]; and

-
Edge management layer.

Editor's note:
[SA5] The reference to the SA5 specification for edge management layer is FFS.

Following clauses provide an overview of the features of edge enabler layer.

* * * Next Change * * * *

7.2.2
Edge Enabler Client ID (EECID)

The EECID is a globally unique value that identifies the EECs. 

Editor's Note:
[SA3] Whether EEC ID can satisfy the requirement in authentication and authorization procedure over EDGE-1 and 4 is SA3's responsibility. How to allocate a unique EES ID and its format is FFS.

* * * Next Change * * * *

8.3.2.1
General

ECS configuration information consists of one or more URLs and/or IP Address(es) of ECS(s). ECS configuration information can be pre-configured with the EEC, configured by an edge-aware AC, configured by the user, provisioned by MNO through 5GC procedure if the UE has the capability, or derived from HPLMN identifier for non-roaming scenario or from VPLMN identifier for roaming scenario.

Editor's Note: [SA2] 5GC provision of ECS configuration information to the UE is in scope of SA2.

NOTE: How the ECS configuration information is configured to the EEC by the AC, user, or pre-configuration is out of scope of the present specification.

It may be possible to provide the ECS configuration information to the EEC from the 5GC if the UE has the capability to deliver the ECS configuration information to the EEC on the UE.
If the ECS configuration information is provided by 5GC and available at the EEC, the EEC shall use the information for the initial provisioning request. Otherwise, the EEC shall use pre-configured ECS address for the initial provisioning if ECS configuration information is preconfigured with the EEC.

* * * Next Change * * * *

8.3.3.2.2
Request-response model

Figure 8.3.3.2.2-1 illustrates service provisioning procedure based on request/response model.

Pre-conditions:

1.
The EEC has been pre-configured or has discovered the address (e.g. URI) of the ECS;

2.
The EEC has been authorized to communicate with the ECS;

3.
The UE Identifier is either preconfigured or resulted from a successful authorization and

4.
The ECS is configured with ECSP's policy for service provisioning.

NOTE 1:
Details of ECSP's policy are out of scope.

Editor's Note:
[SA2] [SA3] Whether the UE's subscription data may contain the endpoint information of ECS is FFS and requires SA2 and SA3 coordination.

Editor's Note:
[SA3] The authorization procedure required to enable communication with the ECS is FFS.
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Figure 8.3.3.2.2-1: Service provisioning – Request/Response

1.
The EEC sends a service provisioning request to the ECS. The service provisioning request includes the security credentials of the EEC received during EEC authorization procedure and may include the UE identifier such as GPSI, connectivity information, UE location and AC profile(s) information.

2.
Upon receiving the request, the ECS performs an authorization check to verify whether the EEC has authorization to perform the operation. The ECS may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.2. If AC profile(s) are provided by the EEC, the ECS identifies the EES(s) based on the provided AC profile(s) and the UE location. When AC profiles(s) are not provided, then:

-
if available, the ECS identifies the EES(s) based on the UE-specific service information at the ECS and the UE location;

-
ECS identifies the EES(s) by applying the ECSP policy (e.g. based only on the UE location);

NOTE 2:
Details of the UE-specific service information and how it is available at the ECS is out of scope.

NOTE 3:
Both steps are evaluated prior to sending a response.
The ECS also determines other information that needs to be provisioned, e.g. identification of the EDN, topological service area information (for LADN), EES endpoints.

If the ECS is unable to determine the EES information using the inputs in service provisioning request, UE-specific service information at the ECS or the ECSP's policy, the ECS shall reject the service provisioning request and respond with an appropriate failure cause. 
3.
If the processing of the request was successful, the ECS responds to the EEC's request with a service provisioning response which includes a list of EDN configuration information, e.g. identification of the EDN, topological service area information (for LADN), and the required information (e.g. URI, IP address) for establishing a connection to the EES.

If the EDN configuration information includes an LADN DNN as an identifier for the EDN, the EEC considers the LADN as the EDN. Therefore, the service area of EDN is the LADN Service Area which can be discovered using the UE Registration Procedure. The EEC may cache the service provisioning information (e.g. EES endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the Service provisioning response, then the EEC may cache and reuse the Service provisioning information only for the duration specified by the Lifetime IE, without the need to repeat step 1.

NOTE 4:
If the service provisioning request fails, the EEC can resend the service provisioning request again, taking into account the received failure cause.

* * * Next Change * * * *

8.3.3.3.2
Service provisioning request

Table 8.3.3.3.2-1 describes the information elements for service provisioning request from the EEC to the ECS. 

Table 8.3.3.3.2-1: Service provisioning request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	UE location 
	O
	The location information of the UE. The UE location is described as clause 7.3.2. 


Editor's Note: [SA3] Whether the UE ID included in request of EDGE-1 & 4 interactions is part of the security credential is SA3's responsibility.

* * * Next Change * * * *

8.6.5.2
Procedure

Figure 8.6.5.2-1 illustrates the interactions between the EES and the EAS. 

Pre-conditions:

1.
The EAS is authorized to discover and to use UE Identifier API provided by the EES.
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Figure 8.6.5.2-1: UE Identifier API

1.
The EAS invokes UE Identifier API exposed by the EES
2.
The EES uses the received user information in the step 1 (e.g. IP address) and obtains the UE identifier.

Editor's note:
How the EES determines the Edge UE ID is FFS. This may be based on for e.g. pre-configurations, an interaction with the 3GPP core network, or the EEC.
3.
The EES provides the obtained UE identifier as Edge UE ID to the EAS. The Edge UE ID is specific to the given EAS and may be assigned by the EES or the 3GPP Network.
Editor's note:
[SA3] Whether and how user's consent is obtained to share the UE identifier with a particular EAS is SA3's responsibility.

4.
The EAS uses the Edge UE ID received in step 3 to invoke capability exposure API(s) provided by the EES over EDGE-3.

The EES can provide an updated Edge UE ID to the EAS if the Edge UE ID has changed due to privacy reason (e.g., change of GPSI).

The EES can also invalidate an Edge UE ID, previously provided to an EAS, if there is no need to support the Edge UE ID for capability exposure API(s) anymore.

* * * Next Change * * * *

8.8.4.2
EAS discovery request

Table 8.8.4.2-1 describes information elements for the EAS discovery request from the EAS to the EES and from the source EES to the target EES. Table 8.8.4.2-2 provides further detail about the EAS Discovery Filter information element.

Table 8.8.4.2-1: EAS discovery request

	Information element
	Status
	Description

	Requestor identifier
	M
	The ID of the requestor (e.g. EAS ID or EES ID)

	UE identifier
	O
	The identifier of the UE (i.e. GPSI or identity token).

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS Discovery Filter
	M
	Set of characteristics to determine required EASs, as detailed in Table 8.8.4.2-2.

	UE location
	O
	The location information of the UE. The UE location is described as clause 7.3.2.

	Target DNAI 
	O
	Target DNAI information which can be associated with potential target EAS(s)


Editor's Note: [SA3] Whether and how security credentials corresponding to different Requestors considering different deployments are handled is FFS and in scope of SA3.

Table 8.8.4.2-2: EAS Discovery Filter

	Information element
	Status
	Description

	List of EAS characteristics
	M
	Describes the characteristics of required EASs as per table 8.5.3.2-2


* * * Next Change * * * *

8.10.1
General

The architecture for enabling edge applications supports EEC authentication/authorization. 

After the successful EEC authentication/authorization, the EEC acquires a valid security credential for EEC related procedures including service provisioning procedure, EEC registration procedure, EAS discovery procedure and Application Context Relocation procedure.

Editor's Note: [SA3] The detailed mechanism for EEC authentication/authorization is up to SA3.

8.11
Dynamic EAS instantiation triggering

8.11.1
General

The EES may trigger the EAS instantiation dynamically due to e.g., EAS discovery request, UE mobility.

Upon receiving the EAS discovery request with EAS discovery filter from the EEC or the source EES during the procedures for EAS discovery or application context relocation, the EES may fail to discover and select the EAS that matches the UE location and the requesting application characteristics specified in table 8.5.3.2-2 due to no EAS is available or instantiated. The EES may trigger the EAS management system to instantiate the EAS serving the AC in the EDN before returning the EAS information to the EEC or source EES.

Editor's Note:
[SA5] The triggering procedure is outside the scope of this specification and the reference to the SA5 TS for EAS management system is FFS.

* * * Next Change * * * *

C.2
Relationship between EDGEAPP and ETSI MEC architectures

Figure C.2-1 provides the relationship of ETSI ISG MEC architecture with EDGEAPP architecture.
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Figure C.2-1: Relationship between EDGEAPP and ETSI MEC architectures

Details about MEC entities (MEC Platform, MEC Application, MEC Platform Manager, MEC Orchestrator, OSS and CFS) can be found in ETSI GS MEC 003 [15].

In ETSI MEC, MEC Applications and MEC Platform can expose services which can include network services, subject to their availability at the core or access network level.

Both EAS and MEC application are application servers and can provide similar application specific functionalities. EAS utilizes the services of EES as specified in this document whereas MEC application utilizes the services provided by MEC platform as specified in ETSI GS MEC 003 [15]. The EAS and MEC application can be collocated in an implementation.

NOTE:
The details of the functionalities of application servers and alignment are implementation specific.

Both EES and MEC platform provide application support capabilities towards the application servers. How EES and MEC platform are implemented or aligned is implementation specific. Likewise, alignment of the EDGE-3 and Mp1 reference points and EDGE-9 and Mp3 reference points is implementation specific. The EES and MEC platform can be collocated in an implementation.

The orchestration and management aspects of architecture for enabling edge applications are specified in 3GPP SA5 specification.

Editor's note:
[SA5] The reference to 3GPP SA5 specification is FFS.
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