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Abstract

This discussion paper highlights areas where there could be overlap with both the ToRs of SA5 and ongoing work in SA5, on one hand, and the WID discussed during SA6#41e: S6-210254, on other hand.
Discussion

In a contribution discussed during an SA6 call (by China Mobile), it was highlighted that TS 22.261 identifies the need for exposing slice management capabilities to third party applications. Quoting SA1 TS 22.261: “Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted third-party to define and update the set of services and capabilities supported in a network slice used for the third-party.”
The above requirement does not clarify if the trusted third party is an application or a management system.
The authors of this discussion paper believe the following arguments must be considered before initiating work on slice management in relation to SEAL within SA6:

· Quoting SA5 ToRs: “TSG SA WG5 specifies requirements, stage 2 and stage 3 solutions. The solutions include architecture, service definitions and data definitions. Management services includes services towards vertical industries. Charging service is used for billing or other analytics as well as customer care”. Therefore, we consider requirements pertaining to exposure of management to third party verticals to fall under the scope of SA5.

· TS 28.532 (SA5) defines Open APIs of both stage 2 and stage 3 for all Information Object Class (IOC) of Network Resource Model (NRM) (refer to TS 28.541) including network slice related IOC (see clause 6 of 28.541). 
· From the references listed before, most APIs (operations (defined in 28.532) + NRM (28.541)) are available already. Extensions need to follow the normal flow as per the Network Resource Model. 

· Management capability exposure governance concept and basic mechanism has been introduced in Service Based Management Architecture of SA5 (see clause 4.4 of 28.533), and there’s an ongoing discussion in SA5 about what APIs can be exposed to third party verticals. This issue is not fully settled. Related SIDs include:

· EMA5SLA  (Enhancement on Management Aspects of 5G Service-Level Agreement), which specifies how to map SLA/SLS of network slice customer (e.g. vertical ), to requirements and configuration parameters of 5G network and fulfil the SLS.

· eMEMTANE (Management of the enhanced tenant concept), which defines use case, conceptual description and requirements for exposure of management service in multiple tenant (e.g. vertical) environment, e.g. based on profile of the tenant 

· OAM_NPN (Management of non-public networks), one typical objective of the WI is exposure of management services and management data related to NPN to enterprise or vertical customers of the operator.
· FS_MNSAC (Study on access control for management service), which is studying how to control access/exposure of 5G management capabilities for consumers of 3GPP management system (e.g. vertical) based on operator’s policies and SLA between operator and its customer ( e.g. vertical). 

Conclusion

Based on existing work in SA5, we believe the SID proposal as per S6-210254 overlaps with ongoing work and the ToR of SA5. We suggest to send an LS to SA5 to collect their feedback about the progress in SA5 and how they see a possible link to SA6 eSEAL before initiating any work on slicing management aspects in SA6.
