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1. Introduction
This paper adds editors notes to capture aspects of . key issue 2 Authorisation for connection of non-3GPP devices with an MC gateway UE that are so far not covered by solution 2, but need to be addressed in the solution.
2. Reason for Change
If these missing aspects are not captured in the solution, there is a danger that the solution does not cover them.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes 3GPP TR 23.700-79 version 0.3.0.
* * * First Change * * * *

7.2.1
General

This solution addresses the key issue 2 described in clause 5.2 on authorisation for connection of non-3GPP devices with an MC gateway UE. The solution only applies to non-3GPP devices which can host an MC client.
Editor's Note:
Further study is needed to elaborate the details on how to control access to the MC gateway UE by non-3GPP devices that cannot host an MC client.

Editor's Note:
Further study is required to clarify how to control MC service user/client use of multiple MC gateway UEs and to control the related traffic aggregation.
With this procedure the MC gateway UE performs authorization for the use of the MC gateway UE by the MC client, i.e. the binding between the MC gateway UE and the MC client is authorized and controlled by the MC gateway UE. The solution implies that authorisation functionality is provided by the MC gateway UE.
* * * Next Change * * * *

<Proposed change in revision marks>

* * * Next Change * * * *

<Proposed change in revision marks>

