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1. Introduction
In SA6#40 and SA6#41, the usage of EEC ID was discussed as a result of the incoming LS from SA3 in S6-210011 / S3-203339 on using EEC ID for authentication / authorisation. A proposed reply LS was proposed by Ericsson in S6-210083 in SA6#41, but there was no conclusion on the questions raised by SA3.

This contribution raises the different aspects previously discussed to check if a way forward is possible to answer the SA3 LS.
2. Questions from SA3
SA3 asked the following questions:
Q1: Is the EEC ID globally unique across different UEs? Or can several UEs have the same EEC ID?

Q2: Who is responsible for generating the EEC ID? How is the EEC ID configured into the EEC?

Q3: What is the format of the EEC ID?

2.1 EEC ID global uniqueness
TS 23.558 clause 7.2.2 states: The EECID is a globally unique value that identifies the EECs. 
This means that several UEs cannot have the same EEC ID. By implication, this means that EEC ID identifies an instance of the EEC.
There were also questions raised in the past as to why EEC IDs should be unique and the use cases, a couple of which are captured in the pros identified below.
Pros of a globally unique EEC ID:

-
Ability for EEC to be uniquely identified in any ECSP
-
Can be used as the basis for security procedures defined by SA3

Cons of a globally unique EEC ID:
-
Risk to user privacy and user tracking

-
Challenges in ensuring global uniqueness. 
2.2 EEC ID generation
For a globally unique EEC ID, there are different possibilities for generating the EEC ID. Either the ECSP or the EEC can generate the EEC ID. 

Considering the EEC generates the EEC ID, this can be further refined into the point in time at which the EEC generates the EEC ID, which could be e.g. during EEC installation (as mentioned in S6-210083) or prior to each EEC registration. The timing of EEC ID generation raises the question as to whether the EEC ID should be a static / permanent identifier or a temporary identifier.
Pros of a static EEC ID:

-
Can be used as the basis for security procedures defined by SA3

-
Simpler management, no need to revoke and update IDs. 
Pros of a temporary EEC ID:

-
Preserves user privacy and reduces user tracking
2.3 EEC ID format
Currently there is no format defined for EEC ID. Apple's view is that this is a Stage 2 responsibility that needs to be decided by SA6, at least to determine what components make up the EEC ID, and not the exact coding details.
Example options to consider for the EEC ID composition:

1.
ID of an ECSP entity + EEC identifier within ECSP entity, for example:

1a.
ECS ID + EEC identifier within ECS

1b.
EDN ID + EEC identifier within EDN
2.
EEC version + EEC instance identifier
3. Proposal

It is proposed to use the discussion points above to make a decision on how to respond to the SA3 LS.
