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1. Introduction
This pCR proposes an improvment of the wording in clause 8.5.2.2 "Request-response model" in TS 23.558 V1.3.0
2. Reason for Change
The current text contains the wording “EAS response”. This is an incomplete and therefore incorrect wording, it should read “EAS discovery response” to be consistent with the rest of the clause and the TS. 
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 V1.3.0.
* * * First Change * * * *

8.5.2.2
Request-response model

Pre-conditions:

1.
The EEC has received information (e.g. URI, IP address) related to the EES;

2.
The EEC has received appropriate security credentials authorizing it to communicate with the EES as specified in clause 8.10; and

3.
The EES is configured with ECSP's policy for EAS discovery.
NOTE 1:
Details of ECSP's policy are out of scope.
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Figure 8.5.2.2-1: EAS Discovery procedure

1.
The EEC sends an EAS discovery request to the EES. The EAS discovery request includes the requestor identifier [EEC ID] along with the security credentials and may include EAS discovery filters to retrieve information about particular EAS(s) or a category of EASs, e.g. gaming applications, or Edge Applications Server(s) available in certain service areas, e.g. available on a UE's predicted or expected route. 

2.
Upon receiving the request from the EEC, the EES checks if the EEC is authorized to discover the requested EAS(s). The authorization check may apply to an individual EAS, a category of EASs or to the EDN, i.e. to all the EASs. The EES may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.3. If EAS discovery filters are provided by the EEC, the EES identifies the EAS(s) based on the provided EAS discovery filters and the UE location. When EAS discovery filters are not provided, then:

-
if available, the EES identifies the EAS(s) based on the UE-specific service information at the EES and the UE location;

-
EES identifies the EAS(s) by applying the ECSP policy (e.g. based only on the UE location);

NOTE 2:
Details of the UE-specific service information and how it is available at the EES is out of scope.

NOTE 3:
Both steps are evaluated prior to sending a response.
If the EES is unable to determine the EAS information using the inputs in the EAS discovery request, UE-specific service information at the EES or the ECSP policy, the EES shall reject the service provisioning request and respond with an appropriate failure cause.
If the UE location and predicted/expected UE locations are outside the Geographical or Topological Service Area of an EAS, then the EES shall not include this EAS in the discovery response.

Upon receiving the request from the EEC, the EES may trigger the EAS management system to instantiate the EAS that matches with EAS discovery filter IEs (e.g. AC ID) as in clause 8.11.
3.
If the processing of the request was successful, the EES sends an EAS discovery response to the EEC, which includes information about the discovered EASs. For discovered EASs, this includes endpoint information. Depending on the EAS discovery filters received in the EAS discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, KPIs, AC locations(s) that the EASs can support, etc. The EAS discovery response may contain a list of EASs. This list may be based on EAS discovery filters containing a Geographical or Topological Service Area, e.g. a route, included in the EAS discovery request by the EEC.

Upon receiving the EAS discovery response, the EEC uses the endpoint information for routing of the outgoing application data traffic to EAS(s), as needed, and may provide necessary notifications to the AC(s). The EEC may use the border or overlap between EAS Geographical Service Areas for service continuity purposes. The EEC may cache the EAS information (e.g. EAS endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the response, the EEC may cache the EAS information only for the duration specified by the Lifetime IE.

NOTE 4:
Within the duration specified by the Lifetime IE, the cached EAS Profile can be updated (e.g. according to notifications from the EES for changes of EAS information due to EAS status change) or the cached EAS Profile can be invalidated due to new EAS information discovery (e.g. due to UE mobility). The EEC can update or invalidate the cached EAS information (e.g. on PDU Session Release or Modification Command).

NOTE 5:
The AC can cache the EAS information (e.g. EAS endpoint) for subsequent use. In the case of the cached information needing to be updated or invalidated, the mechanisms for the EEC to notify the AC is up to implementation and is not specified in the current release of the present document.

NOTE 6:
If the EAS discovery request fails, the EEC can resend the EAS discovery request again, taking into account the received failure cause.

NOTE 7: The EEC can use the EAS information provided by the discovery procedure to perform service continuity planning, for example when ultra-low latency ACR is required.
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