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1. Introduction
This contribution adds EEC’s callback endpoint to EAS discovery subscription request.
2. Reason for Change
EEC callback endpoint (i.e. Notification Target Address) IE is missing from EAS discovery subscription request and the related procedure doesn’t clearly state how EEC may acquire a notification callback endpoint in order to provide it within its subscriptions creation request sent to the EES.    
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.3.0.
* * * First Change * * * *

8.5.3.4
EAS discovery subscription request

Table 8.5.3.4-1 describes the information elements for EAS discovery subscription request from the EEC to the EES. 

Table 8.5.3.4-1: EAS discovery subscription request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Notification Target Address
	M
	The Notification Target Address (e.g. URL) where the notifications destined for the EEC should be sent to.

	EAS discovery filters
	O
	Set of characteristics to determine required EASs, as detailed in Table 8.5.3.21-2. 

	EAS discovery notification triggers
	M
	EEC provided notification triggers for EAS discovery notification, as described in Table 8.5.3.43-2.

	Proposed expiration time
	O
	Proposed expiration time for the subscription


* * * Next Change * * * *

8.5.2.4.2
Subscribe

Figure 8.5.2.4.2-1 illustrates the EAS dynamic information subscription procedure between the EEC and the EES.

Pre-conditions:

1.
The EEC has received information (e.g. URI, IP address) related to the EES; and

2.
The EEC has received appropriate security credentials authorizing it to communicate with the EES as specified in clause 8.10.
3.
The EEC has acquired a Notification Target Address to be used in its subscriptions to notifications from EES.
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Figure 8.5.2.4.2-1: EAS dynamic information subscription

1.
The EEC sends an EAS dynamic information subscription request to the EES. The EAS dynamic information subscription request includes the EEC identifier along with the security credentials, Notification Target Address (e.g. URL) and EAS dynamic information filters to subscribe dynamic information about EAS(s). The request may also include trigger conditions for the notifications along with the subscription.

2.
Upon receiving the request from the EEC, the EES checks if the EEC is authorized to subscribe dynamic information about the requested EAS(s). If the request is authorized, the EES creates and stores the subscription for EAS dynamic information.
3.
The EES sends an EAS dynamic information subscription response to the EEC, which includes the subscription identifier and may include the expiration time, indicating when the subscription will automatically expire. To maintain the subscription, the EEC shall send an EAS dynamic information subscription update request prior to the expiration time. If an EAS dynamic information subscription update request is not received prior to the expiration time, the EES shall treat the EEC as implicitly unsubscribed.

* * * Next Change * * * *

8.5.2.3.2
Subscribe

Figure 8.5.2.3.2-1 illustrates the EAS discovery subscription procedure between the EEC and the EES.

Pre-conditions:

1.
The EEC has received information (e.g. URI, IP address) related to the EES;

2.
The EEC has received appropriate security credentials authorizing it to communicate with the EES as specified in clause 8.10; and

3.
The EES is configured with ECSP's policy for EAS discovery.
4.
The EEC has acquired a Notification Target Address to be used in its subscription to notifications from EES.
NOTE 1:
Details of ECSP's policy are out of scope.
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Figure 8.5.2.3.2-1: EAS discovery subscription

1.
The EEC sends an EAS discovery subscription request to the EES. The EAS discovery subscription request includes the EEC identifier along with the security credentials, Notification Target Address (e.g. URL) and may include EAS discovery filters to subscribe information about particular EAS(s) or a category of EASs, e.g. gaming applications. 

2.
Upon receiving the request from the EEC, the EES checks if the EEC is authorized to subscribe for information of the requested EAS(s). The authorization check may apply to an individual EAS, a category of EASs or to the EDN, i.e. to all the EASs. The EES may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.3. If the EES is unable to determine the EAS information using the inputs in the EAS discovery request, UE-specific service information at the EES or the ECSP policy, the EES shall reject the service provisioning request and respond with an appropriate failure cause. If the request is authorized, the EES creates and stores the subscription for EAS discovery.
3.
If the processing of the request was successful, the EES sends an EAS discovery subscription response to the EEC, which includes the subscription identifier and may include the expiration time, indicating when the subscription will automatically expire. To maintain the subscription, the EEC shall send an EAS discovery subscription update request prior to the expiration time. If an EAS discovery subscription update request is not received prior to the expiration time, the EES shall treat the EEC as implicitly unsubscribed.

NOTE 2:
If the EAS discovery subscription request fails, the EEC can resend the EAS discovery subscription request again, taking into account the received failure cause.
* * * Next Change * * * *

8.8.3.6
Target information notification

The EES uses this procedure to notify the EEC with the target EAS and target EES information during the ACR procedures. 
1.
The EEC has subscribed to the EES for notifications as specified in clause 8.5.2.3.2;

Figure 8.8.3.6-1 illustrates the target information notification procedure.
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Figure 8.8.3.6-1: Target information notification procedure

1.
The EES sends the target information notification message to the EEC. The target information notification message includes the details of the selected target EAS and target EES. 

2.
Upon receiving this notification, the EEC responds with the target information notification acknowledgement message. 

NOTE:
The target EAS and target EES information can be used to determine the PDU session(s) to provide connectivity to the target EAS and the target EES.
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2. Target information notification ack


1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)
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