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1. Introduction
This PCR proposes to remove duplication of EAS Discovery Request & fix an invalid reference.
2. Reason for Change
Clauses 8.8.4.2 & 8.5.3.2 both define “EAS Discovery Request”

· 8.5.3.2 from EEC to EES
· 8.8.4.2 from EAS to EES or S-EES to T-EES (extra optional parameters)

It is proposed to have a single EAS Discovery Request definition that covers both.
Clause 8.8.4.2 refers to inexistent table 8.8.4.2-2
It is proposed to refer to Table 8.5.3.2-2: EAS discovery filters.
3. Conclusions

NA
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v2.0.0.
* * * * First Change * * * *

8.5.3.2
EAS discovery request

Table 8.5.3.2-1 describes information elements for the EAS discovery request. Table 8.5.3.2-2 provides further detail about the EAS Discovery Filter information element.

Table 8.5.3.2-1: EAS discovery request

	Information element
	Status
	Description

	Requestor identifier
	M
	The ID of the requestor (e.g. EECID)

	UE Identifier
	O
	The identifier of the UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS discovery filters
	O
	Set of characteristics to determine required EASs, as detailed in Table 8.5.3.2-2. 

	Target DNAI (NOTE)
	O
	Target DNAI information which can be associated with potential T-EAS(s)

	NOTE: This IE shall be included only when the request originates from the EAS or the EES.


Table 8.5.3.2-2: EAS discovery filters

	Information element
	Status
	Description

	List of AC characteristics (NOTE 1)
	O
	Describes the ACs for which a matching EAS is needed.

	> AC profile (NOTE 2)
	M
	AC profile containing parameters used to determine matching EAS. AC profiles are further described in Table 8.2.2-1.

	List of EAS characteristics (NOTE 1, NOTE 3)
	O
	Describes the characteristic of required EASs.

	> EASID
	O
	Identifier of the required EAS.

	> EAS provider identifier
	O
	Identifier of the required EAS provider

	> EAS type
	O
	The category or type of required EAS (e.g. V2X)

	> EAS schedule
	O
	Required availability schedule of the EAS (e.g. time windows)

	> EAS Geographical Service Area
	O
	Location(s) (e.g. geographical area, route) where the EAS service should be available.

	> EAS Topological Service Area 
	O
	Topological area (e.g. cell ID, TAI) for which the EAS service should be available. See possible formats in Table 8.2.7-1.

	> Service continuity support
	O
	Indicates if the service continuity support is required or not.

	> EAS status
	O
	Required status of the EAS (e.g. enabled, disabled, etc.) 

	> Service permission level
	O
	Required level of service permissions e.g. trial, gold-class

	> Service feature(s)
	O
	Required service features e.g. single vs. multi-player gaming service

	NOTE 1:
Only one of the information elements shall be present.

NOTE 2:
"Preferred ECSP list" IE shall not be present.

NOTE 3:
The "List of EAS characteristics" IE must include at least one optional IE, if used as an EAS discovery filter.


* * * * Next Change * * * *

8.8.4.2
EAS discovery request

Table 8.5.3.2-1 describes information elements for the EAS discovery request from the EAS to the EES and from the S-EES to the T-EES. Table 8.5.3.2-2 provides further detail about the EAS Discovery Filter information element.


	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Editor's Note: [SA3] Whether and how security credentials corresponding to different Requestors considering different deployments are handled is FFS and in scope of SA3.
* * * * End of Changes * * * *
