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1. Introduction
This contribution provides an update of solution #10. 
This update:

- removes the option to create a new SEAL enabler for QoS montoring and retains only the proposal to enhance the SEAL Network Resource Management enabler with this functiuonality,
- makes it clear that the FF application server may invoke the QoS monitoring procedures directly with the SEAL NRM server,

- makes it clear how the SEAL NRM server interacts with the NEF, and

- updates correspondingly the solution evaluation and the solution evaluation table.
2. Reason for Change
This contribution simplifies solution #10 and provides further clarifications.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v1.4.0.
* * * First Change * * * *

7.10
Solution #10: QoS monitoring for TSC services

7.10.1
Solution description

This solution addresses KI#5 on QoS monitoring.

Monitoring of QoS for time sensitive communication (TSC) services is a critical requirement for many FF applications.

QoS monitoring to assist URLLC is specified in clause 5.33.3 of TS 23.501 [7], with per flow monitoring mechanism specified in clause 5.33.3.2. 

The issue to address here is whether the QoS monitoring capabilities provided by the NEF should be used by the FAE layer directly or via the Service Enabler application layer (SEAL), as according to the concepts defined in 3GPP TS 23.434 [8]. Due to the fact that QoS monitoring is not specific to FF applications but applicable for wider range of vertical applications, it is more suitable to enhance SEAL to support this functionality. 

SEAL Network Resource Management service enabler specifies APIs to request reservation, modification, and release of network resources, including QoS resources, see clause 14 in 3GPP TS 23.434 [8] and clause 5.5 in 3GPP TS 29.549 [14]. 
It is therefore proposed to enhance the Network Resource Management service enabler with the QoS monitoring functionality
.

The SEAL Network Resource Management server interacts with NEF via N33 to obtain the relevant QoS monitoring information from the 5GS.
* * * Next Change * * * *
7.10.2
Subscribe/unsubscribe to/from QoS monitoring events for an established connection

The procedure to subscribe/unsubscribe to/from QoS monitoring events is shown in figure 7.10.2-1.

Pre-conditions:

-
The FF UE has an established connection in the 5GS
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Figure 7.10.2-1: Subscribe/unsubscribe QoS monitoring procedures

1.
The FF application specific server sends a QoS monitoring subscribe request to the SEAL NRM server either in conjunction with a request for network resources requiring QoS or when the QoS connection is already established.
2.
The SEAL NRM server interacts with the NEF to establish a QoS monitoring subscriptions. The NRM server uses the NEF procedures for the AFsessionWithQoS described in clause 5.2.6.9 of 3GPP TS 23.502 [12] and the NEF procedures for the AnalyticsExposure described in clause 5.2.6.16 of 3GPP TS 23.502 [12] and in particular the UE Communication Analytics (see clause 6.7.3 of 3GPP TS 23.288 [19]). In those interactions the SEAL NRM server determines QoS parameters to be measured (e.g. DL, UL or round trip packet delay, UL/DL data rate, traffic volume), including, but not limited:
-
frequency of reporting (event triggered, periodic, or when the PDU Session is released):

a)
if the reporting frequency is event triggered:

i)
the corresponding reporting threshold to each QoS parameter;

ii)
minimum waiting time between subsequent reports;

b)
if the reporting frequency is periodic, the reporting period.
3.
The SEAL NRM server sends a QoS monitoring subscribe response to the FF application specific server.

4.
When QoS monitoring event is triggered and the SEAL NRM server is notified by the NEF. The SEAL NRM server may coordinate and combine the information from the NEF notifications before sending a notification to the FF application specific server.
5.
The SEAL NRMserver notifies the FF application specific server about the QoS monitoring event.

NOTE:
Steps 4 and 5 are repeated when QoS monitoring events occur.

6.
When the FF application specific server decides to unsubscribe for the QoS monitoring, the FF application specific server sends a QoS monitoring unsubscribe request to the SEAL NRM server.  

7.
The SEAL NRM server interacts with the NEF to terminate the related QoS monitoring subscriptions.

8.
The SEAL NRM server sends a QoS monitoring unsubscribe response to the FF application specific server.

* * * Next Change * * * *
7.10.3
Solution evaluation

This solution enhances the SEAL Network Resource Management service enabler with QoS monitoring and uses the exposure of QoS monitoring procedures provided via NEF as already specified in Rel-16. It provides common support for QoS monitoring for FFAPP and other verticals. It is a technically viable solution to address KI #5.
* * * Next Change * * * *
8.3
Key issue and solution evaluation

All the key issues and solutions specified in this technical report are listed in table 8.3-1. It includes the mapping of the key issues (clause 5) to the solutions and corresponding solution evaluations. Also it lists the dependency on the ongoing work in the other working groups that will need consideration during the normative phase.
Table 8.3-1: Key issue and solution evaluation

	Key issue
	Solution
	Impact on FAE layer
	Impact on SEAL layer
	Evaluation

(subclause reference)
	Dependency on other working groups

	Key issue 1 - Use of network slicing for FFAPP
	Solution #12: Private Slice
	
	Yes
NRM or new
	7.12.2
	SA2, SA5

	
	Solution #13: Application-triggered slice re-mapping for FF applications
	Yes
	Yes
NRx
	7.13.2
	SA2, SA5

	Key issue 2 - Geographic location and positioning information support
	Solution #7 Geographic location and positioning information support
	
	Yes
LM
	7.7.5
	

	Key issue 3 - Clock synchronization
	Solution #14 clock synchronization
	
	
	7.14.3
	SA2

	
	Solution 15: Time Synchronization Management
	
	Yes
NRM
	7.15.3
	SA2

	Key issue 4 - TSN supporting
	Solution #10: QoS monitoring for TSC services
	
	Yes
NRM
	7.10.3
	

	
	Solution #16: TSN policy negotiation via FAE layer
	Yes
	Yes
NRx (Solution #10)
	7.16.2
	SA2

	
	Solution #17: Support TSN in FF Application Enabler layer
	Yes
	
	7.17.2
	SA2

	
	Solution #22: SEAL support for TSC services
	
	Yes
NRz
	7.22.5
	

	Key issue 5 - QoS monitoring
	Solution #8: QoS monitoring
	Yes
	
	7.8.2
	SA2

	
	Solution #10: QoS monitoring for TSC services
	
	Yes
NRM
	7.10.3
	

	Key issue 6 - 5GLAN group management
	Solution #9: 5GLAN group management
	
	Yes
GM
	7.9.2
	

	Key Issue 7 - Device Onboarding
	
	
	
	-
	SA2

	Key issue 8 - Communication of FF application requirements with 5GS
	Solution #2: Establishing communication with FF application service requirements
	Yes
	
	7.2.2
	

	
	Solution #11: Establishing communication connectivity between FF Enabler Clients with FF application service requirements
	Yes
	
	7.11.2
	

	
	Solution #19: Communicating FF application service requirements with 3GPP system
	
	Yes
NRM
	7.19.2
	

	Key issue 9 - Communication service on the Edge deployments
	Solution #5: Edge deployment within FFAPP
	Yes
	
	7.5.2
	

	
	Solution #6: Provisioning of FFAPP within Edge Data Network configuration
	Yes
	
	7.6.2
	

	
	Solution #23 (merging Sol#5, #6): Edge computing for FFAPP
	Yes
	Yes
	7.23.2
	

	Key issue 10 - Integration with Existing Operation Technologies
	Annex B: Integration with Operation Technologies
	
	
	
	

	Key issue 11 - QoS coordination
	Solution #2: Establishing communication with FF application service requirements
	Yes
	
	7.2.2
	

	
	Solution #11: Establishing communication connectivity between FF Enabler Clients with FF application service requirements
	Yes
	
	7.11.2
	

	
	Solution #19: Communicating FF application service requirements with 3GPP system
	
	Yes
NRM
	7.19.2
	

	
	Solution #22: SEAL support for TSC services
	
	Yes
NRz
	7.22.5
	

	Key Issue 12 - User authorization
	SA3 scope
	
	
	
	SA3

	Key Issue 13: Capability Exposure related to Private Slice Network Status
	Solution #12: Private Slice
	
	Yes
NRM or new
	7.12.2
	SA2, SA5

	
	Solution #1: FF application layer functional model
	
	
	7.1.2
	

	Key Issue 14 – Device monitoring
	Solution #18: Device monitoring
	Yes
	Yes
NRM
	7.18.2
	

	Key Issue 15 – Support for group communication
	Solution #9: 5GLAN group management
	
	Yes
GM
	7.9.2
	

	Key Issue 16 – Constrained devices
	Solution #20: SEAL support for CoAP to address constrained devices
	
	Yes

	7.20.6
	

	Key Issue 17 – Using 5G CN capabilities for SEAL Groups
	Solution #21: Enabling 5G CN capabilities for SEAL Groups
	
	Yes
GM
	7.21.3
	

	Key Issue 18 – Support for Message communication
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