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1. Introduction
remove EN addressing Application Client ID
2. Reason for Change
Whether Application Client ID will be used while using Message Gateway UE is not decided before this meeting. Based on the evolution of Solution 28 in TR23.700-24, Application ID is enough for the Message Gateway scenario, so the EN addressing Application Client ID can be removed.  The evolution of Solution 28 in TR23.700-24 is listed as follow:
When the MSGin5G UE acts as a gateway for the constrained devices (i.e. MSGin5G Client is not supported by the constrained devices), the MSGin5G Client in the MSGin5G UE interacts with multiple Application Clients from the MSGin5G Service point of view. If the Application Clients all communicate with a same logical Application Server (i.e. a same specific user service), from the Application’s point of view, if the Application Server wants to communicate with a specific Application Client, it has to include the identities of Application Clients in the information sent to the specific Application Client within the Application domain.  From the MSGin5G Service’s point of view, the identities of Application Clients can be seen as Application ID.
E.g. If Application Server wants to send message to Application Client A, it includes the identity of Application Client A (i.e. AC ID A) in the message. The MSGin5G Server includes the AC ID A in the Application ID IE in the message sent to MSGin5G UE. The MSGin5G UE delivers the message to Application Client A based on the Application ID, i.e. AC ID A. 
Therefore, in the Message Gateway scenario, Application ID is enough for the message delivery. Application Client ID is not mandatory.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.554 v0.2.0.
* * * First Change * * * *

5
Application layer architecture
5.1
General
5.2
Application Architecture
Figure 5.2-1 shows the application architecture of the MSGin5G Service.  The MSGin5G Service shall fulfil the service requirements which are enumerated in 3GPP TS 22.262 [2].
NOTE 1: "MSGin5G" in this document is referred to the new defined transport for the MSGin5G service. The service name in this document uses the "MSGin5G Service" term in 3GPP TS 22.262 [2].


[image: image1.emf]3GPP Core 

Network(s)

Application 

Server(s)

MSGin5G 

Server(s)

MSGin5G-3

Non-3GPP 

Message   

Gateway

Non-3GPP UE

Non-3GPP 

Message Client

SEAL 

Server(s)

SEAL-S

Network Interfaces

Legacy 

3GPP 

Message

Gateway

Legacy 3GPP UE 

 (e.g. SMS, NIDD)

MSGin5G-2

MSGin5G  UE-1

Application 

Client(s)

MSGin5G 

Client

MSGin5G-5

SEAL

Client(s)

SEAL-C

MSGin5G  UE-2

Application 

Client(s)

MSGin5G 

Client

MSGin5G-5

SEAL

Client(s)

SEAL-C

MSGin5G-6

SEAL-PC5

In scope

Legend

Out of scope /non-3GPP

MSGin5G-4

SEAL-Uu

MSGin5G-1


Figure 5.2-1: Application Architecture of the MSGin5G Service

The MSGin5G client(s) interacts with SEAL clients over the SEAL-C reference point specified for each SEAL service. The MSGin5G server(s) interacts with SEAL servers over the SEAL-S reference point specified for each SEAL service. The interaction between a SEAL client and the corresponding SEAL server is supported by SEAL-UU reference point specified for each SEAL service as specified in 3GPP TS 23.434 [5].
The MSGinUE-1 may be constrained devices and unconstrained devices with advanced capabilities, and can communicate with MSGin5G server over MSGin5G-1 reference point. The MSGin5G UE-2 is constrained device which do not have enough capability to communicate with MSGin5G Server. If allowed by configuration, the MSGin5G UE-1 may act as a UE Message Gateway to MSGin5G UE-2.
NOTE 2:
In certain deployment option, a Group management function based on SEAL Group Management Server specified in 3GPP TS 23.434 [5] can be implemented in the MSGin5G Server. The implementation of such deployment option is out of this specification.

NOTE 3:
In certain deployment option, the UE-2 may not contain MSGin5G Client. In such scenario, the application client in UE-2 will interact with MSGin5G Client in UE-1 to send messages.

NOTE 4:
When both UE-1 and UE-2 support MSGin5G client, MSGin5G client in UE-1 acts as a relay for the MSGin5G client in UE-2 to receive MSGin5G service. When UE-2 does not support MSGin5G client and only UE-1 supports MSGin5G client, MSGin5G client in UE-1 acts as a gateway for the Application client in UE-2 to receive MSGin5G service.

NOTE 5:
Depending on the non-3GPP message service, the interaction between Non-3GPP message client and Non-3GPP Message Gateway may involve 3GPP Core Network.

NOTE 6:
3GPP Core Network may not be involved for the interaction between the Non-3GPP Message Gateway and the MSGin5G Server.

Editor's note:
Specifying details of MSGin5G Client interaction towards Application Client is FFS.
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