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1. Introduction
The contribution is introduced to clarify the EEC context.
2. Reason for Change
In SA6#42 e-meeting, it is discussed that there are two kinds of data residing in the EES including EEC registration information and the subscription information of EES capability exposure to EAS, and as clause 3.1 described that “EEC Context: A set of data about the Edge Enabler Client that resides in the Edge Enabler Server”, so the EEC context includes these two kind of data: EEC registration information and the subscription ID of EES capability exposure to EAS.
So this contribution is provided the clarificatoin of the EEC context.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v2.0.0.
* * * First Change * * * *

8.2.A
EEC Context

The EEC Context is included the EEC registration and the subscription information of EES capability exposure to EAS for receiving edge enabler services.
Table 8.2.A-1: EEC Registration Context 

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	EEC Context ID
	M
	Identifier assigned to the EEC Context 

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Source EES Endpoint
	M
	The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.

	List of EAS characteristics 
	O
	Describes the characteristic of required EASs.

	List of AC IDs
	O
	A list of AC ID for which the EEC provides edge enabling services.

	> AC profile 
	O
	Profiles of ACs for which the EEC provides edge enabling services. AC Profiles are further described in Table 8.2.2-1. 

	> List of subscription ID of EES capability exposure to EAS
	O
	A list of subscription ID of EES capability exposure to EAS. 


* * * End of Change * * * *
