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1. Introduction
This contribution provides an update of solution #22. 
This update:

- removes the option to create a new SEAL enabler for QoS montoring and retains only the proposal to enhance the SEAL Network Resource Management enabler with this functiuonality,
- makes it clear that this solution addresses also KI#8,
- uses solution #10 to provide QoS monitoring for the 5G-native UE-UE TSC communication,

- removes clauses for the empty TSC stream activation/deactivation procedues,

- updates correspondingly the solution evaluation and the solution evaluation table.
2. Reason for Change
This contribution simplifies solution #10 and provides further clarifications.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v1.4.0.
* * * First Change * * * *

7.22
Solution #22: SEAL support for TSC services
7.22.1
Introduction
This solution addresses architectural aspects related to Key Issue #4 on TSN support, Key Issue #11 on QoS coordination, and Key Issue #8 on communication of FF application requirements.
This contribution proposes an architecture to expose Time Sensitive Communication (TSC) capabilities of the 5G system which supports integration with an IEEE TSN system as well as 5G-native (i.e. non-TSN) TSC services. Due to the common nature of these TSC capabilities (which can be used by various verticals), it is proposed to enhance the SEAL 
Network Resource Management service enabler by adding support for TSC capabilities.

 The SEAL NRM service enabler will make use of the 5GS TSC capabilities available via the N5 reference point. 
In the Rel-16 specification 3GPP TS 23.501 [7] 5GS supports integration with IEEE 802.1 TSN networks applicable for the fully centralized configuration model as defined in IEEE Std 802.1Qcc [25]. In that model the Centralized Network Configuration (CNC) server sets up the TSN flows across the 5GS virtual bridges based on the TSN stream requests from CUC and the 5GS virtual bridge capabilities provided by the TSN AF. 

For the case of TSN integration, this solution proposes that the NRM server will act as a TSN AF and will interact with the CNC via the NRM-S reference point using the IEEE 802.1Qcc management protocol. The NRM server will interact with the 5GC via N5 reference point as specified by SA2.

For the case of 5G-native TSC services, this solution proposes that the NRM server will support management of the end-to-end QoS flows in the 5GS. This will enable an FF application to request configuration of TSC QoS flows between UEs within the 5GS via the NRM-S reference point. The NRM server will perform QoS coordination for the set of UEs and their respective QoS flows referred-to in KI#11. In this case the NRM-S reference point will specify a 3GPP protocol for this interaction. The NRM server will also configure the NRM clients with the TSC parameters for their QoS flows. The NRM server will interact with the 5GC via N5 reference point as specified by SA2.
* * * Next Change * * * *
7.22.2
Solution description

The architecture for integration of the 5G with TSN is depicted in Figure 7.22.2-1. The SEAL NRM server acts as a TSN AF. Upon request from an FF Application layer server acting as a TSN CNC via the NRM-S reference point it configures the TSN flows in the 5GS. In this case the NRM-S supports the IEEE 802.1Qcc management protocol. As a TSN AF the SEAL NRM server interacts with the 5GS PCF over the N5 reference point to configure the 5G QoS and TSCAI parameters in the 5GS.
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Figure 7.22.2-1: Functional model to support TSN in the SEAL layer
The architecture for the 5G-native TSC is depicted in Figure 7.22.2-2. The SEAL NRM server acts as an AF (referred to as TSC AF) towards the 5G Core Network and performs coordination of QoS flows to fulfill the end-to-end QoS requirements for the UEs involved in the TSC communication. When QoS monitoring is requested, the SEAL NRM server will also perform coordination of the QoS montoring subscriptions and notifications needed for the end-to-end QoS flows using the mechnisms of Solution #10. Upon request from an FF Application layer server via the NRM-S reference point it configures the TSC end-to-end QoS flows in the 5GS. In line with other SEAL service enablers the SEAL NRM server provides a RESTful interface on the NRM-S reference point. As a TSC AF the SEAL NRM server interacts with the 5GS PCF over the N5 reference point to configure the 5G QoS and TSCAI parameters in the 5GS. UE-TSC corresponds to UE-DS-TT in the TSN integration case, which also means that UE-TSC residence time is the same as UE-DS-TT residence time that is used for the end-to-end latency calculation.
NOTE: The NRM server uses procedures of the N5 reference point specified in Rel-16. 
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Figure 7.22.2-2: Functional model to support 5G-native TSC in the SEAL layer
* * * Next Change * * * *
7.22.3.1
TSC stream discovery procedure

Pre-conditions: 

1.
UE-TSCs are assigned to a VLAN and each UE has an established Ethernet PDU session.
2.
The TSC-AF has populated the NRM server management information base (defined in IEEE 802.1Qcc [25] with the 5G bridge management and port management information. The latter is related to the Ethernet ports located in the UE-TSCs including bridge delay per UE-TSC Ethernet port pair per traffic class.

3.
NRM server acting as TSC AF has calculated the bridge delay for each port pair, i.e. composed of (ingress UE-TSC Ethernet port, egress UE-TSC Ethernet port) including the UE-DS-TT residence time, PDB and propagation delay for both UL from sender UE and DL to receiver UE. 
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Figure 7.22.3.1-1: TSC stream discovery procedure
1.
The NRM server receives a request from a VAL server on NRM-S reference point to discover the connectivity and available QoS characteristics between UE-TSCs identified by their MAC addresses. The request includes Stream ID (as defined in IEEE 802.1CB [37]), source UE-TSC port MAC address and destination UE-TSC port MAC address.

2.
The NRM server validates the connectivity between the UE-TSCs connected in the same VLAN based on the stored managed objects info base, identifies the traffic classes supported by the UE-TSCs and calculates the end-to-end latency (including the residence time of the UE-DS-TTs, PDBs, and propagation delay).

3.
NRM server responds to the VAL server with the Stream ID and the available end-to-end latency and the traffic classes supported by the UE-TSCs.

* * * Next Change * * * *
7.22.3.2
TSC stream creation procedure

This procedure allows the VAL application to create a TSC stream.

Pre-conditions:

1.
Each UE has an established Ethernet PDU session for its UE-TSC port MAC address.

2.
Each NRM Client has an established connection with the NRM server.

3.
Connectivity between the UE-TSCs has been validated by the TSC stream discovery procedure.

4.
NRM server maintains mapping from the traffic class to TSC QoS (including latency).
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Figure 7.22.3.2-1: TSC stream creation procedure
1.
NRM server receives a TSC stream creation request from a VAL server (FAE or FF application specific server) to create a TSC stream identified by a Stream ID, between UE-TSC ports for a traffic class (e.g. scheduled traffic, strict priority) and traffic specification including MaxFrameInterval, MaxFrameSize, MaxIntervalFrames, MaxLatency, etc., as described in IEEE 802.1Qcc [25] in clause 46.2. If QoS monitoring is requested, the SEAL NRM server will also perform coordination of the QoS montoring subscriptions and notifications needed for the end-to-end QoS flows using the mechnisms of Solution #10.
2.
NRM server calculates the schedule for the Stream ID. It provides per-stream filtering and policing parameters according to IEEE 802.1Q [6] used to derive the TSC QoS information and related flow information. NRM server  also provides the forwarding rule according to IEEE 802.1Q [6] used to identify the UE-TSC MAC address of the corresponding PDU session. Based on the 5GS bridge delay information it determines the TSC QoS information and TSC Assistance information for the stream.
3.
NRM server triggers via N5 the AF request procedure as shown in 3GPP TS 23.502 annex F.2 for the TSC stream for both UL QoS flow (sender UE to UPF/bridge) and DL QoS flow (UPF/bridge to receiver UE). The AF request includes the Stream ID, the UE-TSC port MAC address, TSC QoS information, TSC Assistance Information, flow bit rate, priority, Service Data Flow Filter containing flow description including Ethernet Packet Filters. The QoS flow will be assigned for the PDU session for the source MAC address for the UL direction and for the PDU session for the destination MAC address for the DL direction. The configuration sent over N5 includes also the gate control list (including AdminControlList, AdminBaseTime, AdminCycleTime and Tick Granularity) for the Stream ID. The gate control parameters are for the hold and forward buffering by the UE-TSC for the respective TSC flow. This information is delivered to the UE-TSC by the 5GS.

4.
NRM server sends TSC stream creation response to the VAL server with the result of TSC stream creation for the Stream ID.
* * * Next Change * * * *
7.22.3.3
Void

* * * Next Change * * * *
7.22.3.4
Void

* * * Next Change * * * *
7.22.3.5
TSC stream deletion procedure
This procedure allows the VAL application to delete a TSC stream.

Pre-conditions:

1.
The TSC stream is configured in the 5GS and the UE-TSCs.

[image: image9.emf]VAL server NRM server

1. TSC stream deletion request 

4. TSC stream deletion response 

2. Determine UE-TSCs 

5GS

3. AF session modification procedure 



Figure 7.22.3.5-1: TSC stream deletion procedure

1.
NRM server receives a request from VAL server to delete a TSC stream for with a Stream ID.

2.
NRM server identifies the MAC addresses of the UE-TSCs and the NRM clients involved in the stream based on the stored information for the Stream ID. 

3.
NRM server triggers via N5 the AF session modification procedure defined in 3GPP TS 23.502 clause 4.15.6.6 for MAC address and Stream ID. NRM server uses the procedure to delete both UL QoS flow (sender UE to UPF/bridge) and DL QoS flows (UPF/bridge to receiver UE) from the PDU sessions of the UEs involved in the stream carrying the TSC stream with the Stream ID.

4.
NRM server sends TSC stream deletion response to the VAL server with the result of TSC stream deletion for the Stream ID.

* * * Next Change * * * *
7.22.4
IEEE-TSN TSC procedures

7.22.4.1
5GS TSN Bridge information reporting

Pre-conditions:
1.
VAL server (FAE server or FAES server) acts as TSN CNC.
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Figure 7.22.4.1-1: TSN Bridge information reporting procedure
1.
Acting as the TSN AF the NRM server collects 5GS TSN Bridge information by interaction with the 5GS via the N5 reference point, as described in in TS 23.502[12] Annex F.1. The NRM server stores the binding relationship between 5GS Bridge ID, MAC address of the DS-TT Ethernet port and also updates 5GS bridge delay as defined in clause 5.27.5 of TS 23.501 [2]. The NRM server retrieves txPropagationDelay and Traffic Class table from DS-TT and it also retrieves txPropagationDelay and Traffic Class table from NW-TT.

2.
The NRM server constructs the above received information as 5GS TSN Bridge information and sends them to the VAL server acting as CNC to register a new TSN Bridge or update an existing TSN Bridge.

3.
The VAL server stores the TSN Bridge information and returns a confirmation to the NRM server.

7.22.4.2
5GS TSN Bridge configuration procedure

Pre-conditions:

1.
VAL server (FAE server or FAES server) acts as TSN CNC and it has stored the 5GS TSN Bridge information received from the NRM server acting as TSN AF.
2.
The NRM server acting as TSN AF has stored the 5GS TSN Bridge information collected from the 5GS, as described in clause 7.22.4.1.
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Figure 7.22.4.2-1: TSN Bridge configuration procedure
1,
The NRM server receives from the VAL server acting as CNC per-stream filtering, policing parameters and related flow information according to IEEE 802.1Q [6] and it uses them to derive TSN QoS information and related flow information. The TSN AF uses this information to identify the DS-TT MAC address of the corresponding PDU session.
2.
NRM server triggers via N5 the AF request procedure as described in 3GPP TS 23.502 [12] Annex F.2. The AF request includes the Stream ID, the UE-DS-TT port MAC address, TSC QoS information, TSC Assistance Information, flow bit rate, priority, Service Data Flow Filter containing flow description including Ethernet Packet Filters. 
3.
NRM server sends a TSN Bridge configuration response.
* * * Next Change * * * *
7.22.5
Solution evaluation

This is a viable technical solution for aspects related to Key Issue #4 on TSN support, Key Issue #11 on QoS coordination, and Key Issue #8 on communication of FF application requirements, where common support for integration with TSN and for 5G-native (i.e. non-TSN) use cases is provided by enhancing the SEAL NRM enabler service.

For the 5G-native case, the solution builds on top of the capabilities provided by 5G CN in Rel-16 and adds support for end-to-end TSC service between UEs within the 5GS, providing required coordination of the QoS flows, so that these supporting mechanisms can be utilized by VAL servers.
For the TSN integration case, the solution is aligned with the TSN integration solution specified by SA2 in Rel-16. NRM server acts as TSN AF and supporting mechanisms can be utilized by VAL servers. There are no additional IEs necessary for the NRM server acting as a TSN AF. 
The NRM server of SEAL takes the role of TSN AF and TSC AF and is part of 5GC as specified in TS 23.501.

* * * Next Change * * * *
8.3
Key issue and solution evaluation

All the key issues and solutions specified in this technical report are listed in table 8.3-1. It includes the mapping of the key issues (clause 5) to the solutions and corresponding solution evaluations. Also it lists the dependency on the ongoing work in the other working groups that will need consideration during the normative phase.
Table 8.3-1: Key issue and solution evaluation

	Key issue
	Solution
	Impact on FAE layer
	Impact on SEAL layer
	Evaluation

(subclause reference)
	Dependency on other working groups

	Key issue 1 - Use of network slicing for FFAPP
	Solution #12: Private Slice
	
	Yes
NRM or new
	7.12.2
	SA2, SA5

	
	Solution #13: Application-triggered slice re-mapping for FF applications
	Yes
	Yes
NRx
	7.13.2
	SA2, SA5

	Key issue 2 - Geographic location and positioning information support
	Solution #7 Geographic location and positioning information support
	
	Yes
LM
	7.7.5
	

	Key issue 3 - Clock synchronization
	Solution #14 clock synchronization
	
	
	7.14.3
	SA2

	
	Solution 15: Time Synchronization Management
	
	Yes
NRM
	7.15.3
	SA2

	Key issue 4 - TSN supporting
	Solution #10: QoS monitoring for TSC services
	
	Yes
NRx
	7.10.3
	SA2

	
	Solution #16: TSN policy negotiation via FAE layer
	Yes
	Yes
NRx (Solution #10)
	7.16.2
	SA2

	
	Solution #17: Support TSN in FF Application Enabler layer
	Yes
	
	7.17.2
	SA2

	
	Solution #22: SEAL support for TSC services
	
	Yes
NRM
	7.22.5
	

	Key issue 5 - QoS monitoring
	Solution #8: QoS monitoring
	Yes
	
	7.8.2
	SA2

	
	Solution #10: QoS monitoring for TSC services
	
	Yes
NRx
	7.10.3
	SA2

	Key issue 6 - 5GLAN group management
	Solution #9: 5GLAN group management
	
	Yes
GM
	7.9.2
	

	Key Issue 7 - Device Onboarding
	
	
	
	-
	SA2

	Key issue 8 - Communication of FF application requirements with 5GS
	Solution #2: Establishing communication with FF application service requirements
	Yes
	
	7.2.2
	

	
	Solution #11: Establishing communication connectivity between FF Enabler Clients with FF application service requirements
	Yes
	
	7.11.2
	

	
	Solution #19: Communicating FF application service requirements with 3GPP system
	
	Yes
NRM
	7.19.2
	

	
	Solution #22: SEAL support for TSC services
	
	Yes
NRM
	7.22.5
	

	Key issue 9 - Communication service on the Edge deployments
	Solution #5: Edge deployment within FFAPP
	Yes
	
	7.5.2
	

	
	Solution #6: Provisioning of FFAPP within Edge Data Network configuration
	Yes
	
	7.6.2
	

	
	Solution #23 (merging Sol#5, #6): Edge computing for FFAPP
	Yes
	Yes
	7.23.2
	

	Key issue 10 - Integration with Existing Operation Technologies
	Annex B: Integration with Operation Technologies
	
	
	
	

	Key issue 11 - QoS coordination
	Solution #2: Establishing communication with FF application service requirements
	Yes
	
	7.2.2
	

	
	Solution #11: Establishing communication connectivity between FF Enabler Clients with FF application service requirements
	Yes
	
	7.11.2
	

	
	Solution #19: Communicating FF application service requirements with 3GPP system
	
	Yes
NRM
	7.19.2
	

	
	Solution #22: SEAL support for TSC services
	
	Yes
NRM
	7.22.5
	

	Key Issue 12 - User authorization
	SA3 scope
	
	
	
	SA3

	Key Issue 13: Capability Exposure related to Private Slice Network Status
	Solution #12: Private Slice
	
	Yes
NRM or new
	7.12.2
	SA2, SA5

	
	Solution #1: FF application layer functional model
	
	
	7.1.2
	

	Key Issue 14 – Device monitoring
	Solution #18: Device monitoring
	Yes
	Yes
NRM
	7.18.2
	

	Key Issue 15 – Support for group communication
	Solution #9: 5GLAN group management
	
	Yes
GM
	7.9.2
	

	Key Issue 16 – Constrained devices
	Solution #20: SEAL support for CoAP to address constrained devices
	
	Yes

	7.20.6
	

	Key Issue 17 – Using 5G CN capabilities for SEAL Groups
	Solution #21: Enabling 5G CN capabilities for SEAL Groups
	
	Yes
GM
	7.21.3
	

	Key Issue 18 – Support for Message communication
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